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NAT|ONABTAN DAR DS disabilityThe NSDS move towards peesaned

approaches. This is where people with disability are

FOR D|SAB|L|TY SERV|CESat the centre of service design, planning, delivery

and review. Individuals shape and direct service and

Disability Employment Services must meet thHPPOI® suittheir strengths, needs and goals with
requirements of the independent quality assuranb Support of families, friends, carers and
system to receive funding from the Australiafidvocates=ach standard is made up of the same
Government. The legislation containing thigasic elements:

requirement is tiBsability Services Act (1986). Rights for peopletlighlights individual rights that
The Quality Strategy for disability employment aedch standard promotes or supports and

rehabilitation services was introduced in 2002. Atrendtens the Human Rigirtaciples thabver
Australian Government funded services had to lgee standards.

ggsg;%i?ntlgqugnﬁeiu% aﬁ%ecjirrri]sb ;rcti(2)224' IBqtcosz for _peopllegcribes what an individual
endorsed a revised set of National Standards for 9. d'sab'lr']ty services  or suppor':ls should
Disability Services (National Standards or NSD§)xper|ence when a standard is done well.

which came irgffect January 2015. Standards for serviceExplains what services

The NSDS aim to promote a nationally consisterﬁ?ed to amachieve each standard.
approach to improving the quality of services. Th&yx National Standards yappldisability service
focis on rights and outcomes for people withproviders:

STANDARD 1: RIGHII service promotes individual rights to freedom of expréstonjrssibn and
decisiommaking and actively prevents abuse, harm, neglect and violence.

RIGHTYou have a right to use control and choice when using services or supports. You also have t
of risk and to be free from discrimination or harm.
OUTCOME®ou can expect to be encouraged by your service to make choices about the services ar
use, and how you use them. When you use a service or support, you should feel respected and saf
SERVICE STANDARDSIr service should promdieidiuial rights to freedom of expressidatesatiination ar
decisioimaking and actively prevent abuse, harm, neglect and violence.

INDICATORS OF PRACTICE

1.1 | The service, its staff and volunteers treat individuals with dignity and respect.

1.2 | The service, its staff and volunteers recognise and promote individual freedom of expression.
The service supports active denisking and individual choice including the timely provision of ir
1.3 | appropriate formats to support individonlies, friends and carers to make informed decisions an
understand their rights and responsibilities.

The service provides support strategies that are based on the minimal restrictive options and :
evidenc®asediransparent and capable of review.
The service has preventative measures in place to ensure that individuals are free from discrif
exploitation, abuse, harm, neglect and violence.

The service addresses any breach of rights promptBnaindllsyto ensure opportunities for improv
are captured.

1.7 | The service supports individuals with information and, if needed, access to legal advice and/o
18 The service recognises the role of families, friends, carers anih advegasrding and upholding th
"~ | rights of people with disability.

1.9 | The service keeps personal information confidential and private.

1.4

15

1.6
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STANDARD 2: PARTICIPATION AND INCLOW8IS¥vice works with individuals and families, froemessée
to promote opportunities for meaningful participation and active inclusion in society.

RIGHTSYou have the right to participate in your chosen community and a right to decide how you hg
family, friends and community.

OUTCOME®ou sould expect to be encouragetide your interests, with the support of your services, {
friends, carers or advocates.

SERVICE STANDARD#Siservice should work with you and, where involved, families, friends and ca
promotepportunities for meaningful participation and active inclusion in society.

INDICATORS OF PRACTICE

2.1 | The service actively promotes a valued role for people with disability, of their own choosing.
2.2 | The service works together with individuals to connect to family, friends and their chosen com
2.3 | Staff understand, respect and facilitate individual interests and preferences, in relation to work
activities and community eciion over time.

24 {\Where appropriate, the service works with
community connection, inclusion and participation.
25 |Where appropriate, the s e dsydarereradvocatkte pramote h

community connection, inclusion and participation.
2.6 | The service uses strategies that promote community and cultural connection for Aboriginal an
Islander people.

STANDARD 3: INDIVIDUAL OUTCG#ftASes and supports are assessed, planned, delivered and rey
build on individual sgtbs and enable individuals to reach their goals.

RIGHT Y ouhave the right to lead and direct decisions about your life and how the services you use |
OUTCOME®ou should expect to be ahisggervices and supports which build on your strengths and §
to reach life goals.

SERVICE STANDARB&vices and supports should be assessed, planned, delivered and review
individual strengths and enable you to reach your goals.

INDICATORS OF PRACTICE

3.1 | The service works together with an individual and, with consent, their family, friends, carer or ¢
their strengths, needs and life goals.

3.2 | Service planning, provision and review is badeddoal choice and is undertaken together with ar
individual and, with consent, their family, friends, carer or advocate.

3.3 | The service plans, delivers and regularly reviews services or supports against measurable life
3.4 | Service planning and delivery is responsive to diversity including disability, age, gender, cultur
language, faith, sexual idergifionship status, and other relevant factors.

3.5 | The service collaborates with other service providers in planning service delivery and to suppc
to respond to diverse needs.

STANDARD 4: FEEDBACK AND COMPLRHufar feedback sought and used to inform individu
organisatienide service reviews and improvement.

RIGHTYou have the right and freedom to give positive and negative feedback about all aspects of
services. You also have the righda@pendent advice and support to provide feedback or make a co
needed.

OUTCOME®ou should expect to have a range of ways to speak up about your supports and services
role in working out how things will improve. Yaxphoutd know how to access independent support &
when providing feedback or making a complaint.
SERVICE STANDARBSvices should seek regular feedback and use this to inform individual amdds
service reviews and improvement.
INDICATORS OF PRACTICE

4.1 | Individuals, families, friends, carers and advocates are actively supported to provide feedback
or resolve a dispute without fear of adverse consequences.

4.2 | Feedback mechanisms including cometaihtson, and how to access independent support, advi
representation are clearly communicated to individuals, families, friends, carers and advocate
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4.3 | Complaints are resolved together with the individual, family, friends, carer @radotvatand amel
manner.

4.4 | The service seeks and, in conjunction with individuals, families, friends, carers and advocates
on service provision and supports on a regular basis as part of continuous improvement.

4.5 | The service @delops a culture of continuous improvement using compliments, feedback and cor
deliver and review services for individuals and the community.
4.6 | The service effectively manages disputes.

STANDARD 5 SERVICE ACOmE8Service managesess, commencement and leaving a service in a
transparent, fair, equal and responsive way.

RIGHTYou have the right to access services based on fair and equal and transparent criteria, and
when a service is not available.

OUTCOME®ou should expect to understand what the service offers, that access to the service is fai
be supported with other options when you can
SERVICE STANDARBESvices should manage access, commencemenh andagsparent, fair and equa
responsive way.
INDICATORS OF PRACTICE
5.1 | The service systematically seeks and uses input from people with disability, their families, frief
ensure access is fair and equal and transparent.

5.2 | The service provides accessible information in a range of formats about the types and quality
available.

5.3 | The service develops, applies, reviews and communicates commencement and leaving a sery
5.4 | The service developsJiap@nd reviews policies and practices related to eligibility criteria, priorit
and waiting lists.

5.5 | The service monitors and addresses potential barriers to access.

5.6 | The service provides clear explanations when a service lidenatosngpildth information and referral
support for alternative access.

5.7 | The service collaborates with other relevant organisations and community members to establi
referral network.

STANDARD 6 SERVICE MANAGEMieNSErvice has effective and accountable service management
leadership to maximise outctonewdividuals.

RIGHTYou have the right to services and supports that are effectively managed, regularly reviewe
contemporary.
OUTCOMESou should expect that your strengths and needs are effectively supported throughds
services.

SERVICE STANDARD%® service should have effective and accountable service management an
maximise outcomes for individuals.

INDICATORS OF PRACTICE

6.1 | Frontline staff, management and governing bodies are suitably qualified, skilled and supportec
6.2 | Practice is based on evidence and minimal restrictive options and complies with legislative, re
contractual requirements.

6.3 | The service documents, monitors and effectively uses management systems including Work H
human resource management and financial management.
6.4 | The service has monitoring feedback, learning and reflection processes which support continy
6.5 | The service has a clearly communicated organisational vision, mission and values which are ¢
contemporary practice.

6.6 | The sevice has systems to strengthen and maintain organisational capabilities to directly supp
achievement of individual goals and outcomes..

6.7 | The service uses persentred approaches including the active involvement of people withldisal
friends, carers and advocates to review policies, practices, procedures and service provision.
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Policyl.0 Rights

1. Policy SImmary

Who BIZLINKemployees, dirert, contractors, volunteers, clmotgpective clien
c | i spportthstworksdstakeholders
What To uphol®BIZLINKc | i e n taridshumiare riglatd and prevent or resp

allegations and incidences of human rights infringementsRiZ aliNisesces
duty of care responsibility to clients and an obligatiorctiepofeatn all fori
of abuser neglect and to report any observed or suspected abuse or ne

How By defininguman rights apobviding guidelineseimployees the manageme
of human rights infringements.
Consequence of BreaBneaches of this policy may result in disciplinary ¢
to amlincluding termination of employment, oecdissary respon§dfences b
any persomaybe reported to thelife and laying of charges and prose:
agaist offenders.

Resources  NSDS Rights
Department of Social Services Deed and Guidelines
Australiant#inan Rights Commission Ac{@®f@rivacy Act 1988(Cthipitec
Nations Convention on the Rights of People with NasaiidityPrinciples for C
Safe Organisations
BIZLINIRolicy arFeedback and Complaifitgployee Complai@isild Safety ar
WellbeingChallenging Behavsptolicy on Service Accdaglicy o€ods of
Conduct

Approved 26/03/2021

2. Policy $atement

BIZLINKs committed to upholding human rights and providing a service whéavalttodigght
to freedom of expression-datrmination and decisiaking and freedom from abuse, harm,
neglect and violence.

3. Incident Mnagement

3.1 Management, Employees and, where appliGiblesholdershust:

a) Report all incidents or any reasonable belief for concernl aboseltbeidgsor safety that
come to their attention.

b) Ensure all disclosures and notifications are in accordance froth #u Department for Child
Protectioffor people aged under 18 ydaepartment of Social Sergic€lice or a legal
representative engaged by BIZLINK if involved.

c) Refer to the following documents for incident management and reporting:

(@ Conplaint or Incident Notice (COIN)
(i) Improvement Corrective Action Notice (ICAN)
(i) Accident / Incident Report

Policy on Rights-R9
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4. Responsibilities

4.1 Management

Ensure that policies are readily available to employees, cliendtalirtialtiedn a format
that meets their individual needs.

Policies and codes of conduct will reiterate that BIZLINK has a zero tolerance of child abu
that child safetyikevy oneds responsibility.

Policies and codes of conduct will reiterate that BIZLINK has a zero tolerance of violenc
aggression.

Implement stringent recruitment, induction, training\asidrsppecedures and policies that
consider risks and rigfigation strategies.

Foster an organisational culture that supports employees to discuss any concerns abou
wellbeing. Including supervision, team meetings and relevant training.

Provideopportunities for clients and support networéesullack orBIZLINK services and
managementg. Annual General tibggs, satisfaction surveys and quality.

Ensureemployees and volunteers have deolem@ Becks and those working directly with
children have a current Working with Children Check.

Responding téllegations of Abuse or Neglect

I.  The Managing Directorinviéistigatallegations of abuse or negledwill maintain a
record of the allegatioth subequent investigation.

ii.  Where the alleged offender is an employee and the Managing Director has determine

1 Thereare not reasonable grounds to suspect abuse or neglect, the employee
be entitled to continue normal duties with the full tnusbdraf management
and fellow employees. The employee can be offered support such as counsellir
required.

1 Thereare reasonabigoundsthe employee will be suspended on fudlvpilly
have duty restrictions e.g. no contact withpelnels ftiver investigation and
a final determination as to what action is to be taken. The Managing Director
give notice in writing to the employee of the suspeéussioastrictiorslvising
the reasons for the suspemsidaty restrictioansd informg them of their right
to seek legal, union or other representation.

1 Abuseor neglect can kebstantiatett he e mpl oyeeds cond:
Omi sconducto or O0serious mi sconduc
offence. The Managing Diredtoespond n accor dance wit'
contract of employmealudingermination of employment.

lii. The Managing Directomwiltaletermine if there are reasonable grounds for suspecting
abuse or neglect withia working dagfsan allegatioatice The Managing Director will
inform appropriate parties of the progress of the investigation.

iv.  The Managing Director will refer tlee tmditte &lice if criminal behavi®suspected

Policy on Rights-R9
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4.2 Employees

a) Respect freedom of individual choice and involvement in decisioRerhgpwdiemsecessary
restrictions atgéf | exi bl e and r edvguwlmsedsvaad pteferences,eavithc |
considerationfacticality and being reasonably achievable

b) Signthe Policy Acknowledgement form to signify commitment to comply with the policies lis

c) Uphold and respetient privacy and confidentiality in accordance with the Policarmwh Privacy
Policy on Information Security Management

d) Providendividuegsedgb matchirig accordance with the Policy on Client Employment. Condition:

e) Speak positively and respectfully about clients and avoid the use of labels, derogatory, disre:
or patronising language with regard to agaedgetijeulture dritage, language, faith, sexual
orientation (LGBTI@)ationship status or disability.

f) Providepersonalised assistance or training to clients at their worksist@ad/appfbpriate
with consi der aviduab meds dnd wthngderationi teein eémpleymentn d i
arrangements and Job Plan.

g) Present people with disability positiB¥LitNKpublications and promotions, for example,
photographs, newspaper articles and reports demonstrate valued status

h) Adhere to tholicy on CoadConduct, whiclitines expectations for emplogeduct and
stipulates sexual activity with clients is strictly forbidden.

i) Fostem worlplace culture that values human rights and the protection of clients against any
of abuse or neglect.

i) Resmnding to Allegations of Abuse or Neglect:
I.  Respond as soon as posaiidedlvise the Managing Director.

ii. Refer the client to the Complaints Resolution and Refer(@lF5e8)ibeNational
Disability Abuse and Neglect Hatich@ther appropriate government departments or
external services that may assist with advocacy or support.

iii.  Support the client through the process as appropriate, including referral and/or involve
of appropriate supports.

5. Definitions

Basic legal anduman rights:

a) Respect for human dignity and freedom
b) Equality before the law

c) Privacy

d) Protection against discrimination

e) Equal opportunity in employment
Types of abuse include (but are not limited to):

a) Physical abuseAny noaccidental physical injury atigsjto a child or adult. This includes
inflicting pain of any sort or causing bruises, fractures, burns, electric shock, or any unpl
sensation.

Policy on Rights-R9



GIQAQualityPolicy ManuRI12.docRaged Once printed this document is no longer corteltarent version is as per the Document Register

b)

Sexual abuseAny sexual contact between an adult and child 16 years of age and younger; o
sexual activity with an adult who is unable to understand, has not given consent, is three
coerced or forced to engage in sexual behaviour.

Psychological or emotional abuséerbal assaults, threats of maltreatment, harassment,
humiliation or intienid i o0 n or failure to interact Wi
existence. This may also include denying cultural or religious needs and preferences.

Constraints and restrictive practic&estraining or isolating an adult for reasonsrother tha
medical necessity or the absence of a less restrictive alternative tdqmevéerttisatiay
include the use of chemical or physical means or the denial of basic human rights or choice
as religious freedom, freedom of association, acogEstyooprresources or freedom of
movement.

Financialabuse The i mproper use of another pers
personbdés resources

Legal or civil abusé®enial of access to justice or legal systems available to others.

Systenic abuse Failure to recognise, provide or attempt to provide adequate or appropr
services, including servi c e sidentityalture,meeds a p |
or preferences.

Types of neglect include (but are not limited to):

a)

b)

c)

d)

Physical neglectFailure to provide adequate food, shelter, clothing, protection, supervision
medical and dental care, or to place persons at undue risk through unsafe environme
practices.

Passive neglect A car egi v er 0 $ul vwithholding ofehe hecesspies mfviife d
including food, clothing, shelter or medical care.

Wilful deprivationWilfully denying a person who, because of age, health or disability, requ
medication or medical care, shelter, food, therapeutc aiecphlysical assistatitereby
exposing that person to risk of physical, mental or emotional harm.

Emotional neglecfThe failure to provide the nurturance or stimulation needed for the soc
intellectual and emotional growth or wellbeirdylbfoarchild.

Ref: www.jobaccess.gov.au/complaints/ediwe/w.humanrights.gov.au/napanalpleshildsafeorganisations

Policy on Rights-R9
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Policyl.1 Privacy

1. Policy Summary

Who BIZLINKemploges, directors, contractors, voluntéergs prospective clien
client 6s sndgigieholders net wor ks
What To ensurthe collection and use of personal information that assists our €

work effectively with clieeggstered or applying thster with our service i
accordance with the Australian Privacy Principles

How By providinguidelines famplogeson how tenanage personal and sens
information in accordance with the Australian PrivacyB&iabligemg standa
of privacy and confidentiality as regards BIZLINK services to prospectiv
past clients. Providingprmatiofor clients on how BIZLINK manages p
information and how they can access or update their information.
Consequence of BreaBlneaches of this policy may result in disciplinary ¢
to aml including termination of employment, or other mespesess.

Resources NSDSLi Rights
The Australian Privacy Principles BxRByy Act 1988(Cth)
BIZLINKPolicy anCode of Condudoard Code of Conduetedback ar
ComplaintsEmployee Complairn&ghts Service Accessnformatiosecurity
Management
Business Continuity Plan

Approved 26/03/2021

2. Policy Statement

BIZLINK respects the privacy of the personal information we collect and are committed to mana
information in a responsible m&mmaoyees aim to comply with the Australian Privacy Principles und
the Privacy Act 1988 (Cth).

3. Incident Managemieen

3.1 Management, Employees and, where appli&thleholdersust:
a) Immediately report all incidents.
b) Refer to the following documents for incident management and reporting:

I.  Complaint or Incident Notice (COIN)

ii.  Improvement Corrective Action NG#d¥)

iii. Business Continuity Pl&ata Breach Response Plan
iv.  Fraud Control Plan

3.2 How to make a privaoglated complaint

Anystakeholdeancomplain about how BIZLINK has handled personal irflefenatiaur Policy

on Feedback and Complaiihtgou are not satisfied with our resgonsean complain to the
Complaints Resolution and Referral Seiepadment of Social Serviceseddffice of the
Australian Information Commissioner. (Al make a complaint directly to the OAIC before
contacting us. Howetleg, OAlCecommersd/ou try to resolve your complaint by contacting us first
and giving us 30 days to respond.

Policy on Privacy-R10



GIQAQualityPolicy ManuRI12.docRagell Once printed this document is no longer conlmltarent version is as per the Document Register

Forfurther information on privacy or to lodge a complaint:
BIZLINKTelephone 1300 780 EB®aibizlink@bizlink.asrvdebsitevww.bizlink.asn.au

Office of thé\ustralian Information Commissioner (OAI€&phone 1300 363 992
Emaiknquiries@oaic.gov\Alebsitevww.oaic.gov.au

4. Responsibilities

4.1

4.2

Management

a) Implement stringentregment, induction, training and supervision procedures and policie
Policies and codes of conduct will reiterate the importance of privacy and confidentiality.
that employees hd&adiceChecks as per the Policy on Police Checks.

b) Ensuralata issecureroutinely backed, uptained, archived and disposaccordanaeith
contractual obligatianslPrivacy Law.

c) Consider risks and risk mitigation strategies.

d) Provide information about the Complaints Resolution and Refé@RIRSthredffice of
the Australian Information Commissioneraf@Ad@legovernment departments or external
services that may assist with advocacy or support related to privacy breaches.

e) Respond to any reports of incidents inpoWdany breachesth eference to the Policy on
Feedback and Complaieporseriousffences to the relevant Government Department and/or
police and pursue laying of charges and prosecutions against offenders where appropriate.

Employees
Open and transparemanagement of personal information

Take reasonable steps to respond to any generalveghesiBIZLINK olled, holds, uses
and disclosegpersonal information

Collecting information

I.  Only collect personal information necesgapvitin@|ZLINKervicesExplairwhy
persoal information is needed unhespurpose for collecisoobviouse.g.contact
details.

ii.  Advise clients thHegve the right to access information helth@mout
iii.  Obtain client permission to request sensitia¢ionéognhealth or medical history
Anonymity and pseudonymity

Whilst APP 2 requires that individuals must have the option of not identifying themselves, or
a pseudonym (false name), due to the natdtéMiServicesxcept in the instammée general
enquiryclients musdentifthemselveand provide specific personal déteilgsmaychoose

not to provide particular personal infqrimateveBIZLINK hagperational and legal obligations

to collect personal informaticefaes and activities

Use and disclosure of personal information

I.  Completéhe relevatuthority any time personal information is released ather from
people or organisationsfandrticles anages for promotions.

ii. Only use personal informatioth& purposié was collectedd for a related purpose
reasonably expedto be used.
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iii.  Not use personal information for any other purpose witheexapisent;umstances
relating to the public interest. These circumstanuasdealegal deamd a public or
individual health and safety ,issube protection of BIZLINK rights and property, and
operational integrity.

Iv. Not share personal information with other people, organizations or depdgtofents outs
BIZLINK, except where BlZhdN Kontractual arrangements, such as with the Departmen
of Social Services (DSS) and the Department of Human Services (Centrelink). T
organizations or departments adhere to the Australian Privacy Prim€iplescamtth
and to strict conditions goveusmgpersonal information.

Direct marketing
Must ot give or sell personal information to third parties for marketing purposes.
Quality of personal information

I.  Ensure personal information is accoraf@ete andp to date

ii.  Encouragelientgo advis8IZLINKf any changesgersonahformation.
Security of personal information

I.  Protect personal information from missseand unauthorised access, modification or
disclosureStore personal information securely and do not leave personal informatior
public view.

ii.  Donot disclose any information about BIZLINK busersse@ncluding the personal
information it collects) to third parties without appropriaterauthorisatio

iii.  Limit access to personal iatoymto appropriate employees.

iv. Do mt discuss or disclose personal information in any manner that could identify
individual in public places.

v. Do mt discuss or disclose personal information in any manner with gbeesons o
organi sations that do not have the cli

Disposal of personal information

Only dispose of personal information by secure meahstatetiastteP ol i cy on | r
Security Qualinad@MianuEbnd as reguired by any Department Guidelines

Making an enquiry about eligibility for a service with BIZLINK

When makgan enquiry about registeangmployee miaged to collect informab@ssist in
determining eligihilithe employee will madiyuse the Direct Registration fehmechncluds:
Surnamend Given Name(sJab Seeker Idditation Number JSID (if knovduystomer
Reference iinber CRN (if applicable/known) / Residential and Postal Address / Contact P!
Number(s) / Emaieénder Dateof Birth / Country of Bihstalian Citizenship or Residency /
Identification as an Aboriginal, Australian South Sea Islander or Torres $adnglander (
Preferred languagé/hether an interpreter is required avitidodnguage including Auslan /
Disability and health conditibnsrking, additional ¢etaay include: Tax File Nun&edary
information e.g. pay and hamgployenameaddress and contact details

Ths informatiors used byhe Department of Social Services &8 urspecific eligibility
reqlirementare met This informationeasterednto ourdatabas€JobReadyand the DSS
databasdf suchpersonal informatismot providedie may be unable to determindigligiio
will then be unable to provide a service.
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)

When registered for a service as a job seeker or worker

In addition to the information collected to determine eligibilityeovenaiét aafibrmatfon
work preparation,-ohthing and job suppservicesvith consemncluding:
I.  Contactingpctos or other health services or education/training prgpadeesnployers
about disability, health, skills and expergiwedo@ Job Plan
ii.  Talking with prospective empliamygod matching

iii.  Providing training, work experience or services to ovelzamersmyintdhg and
keefinga jobAssisting with résumeés, job applications and interviews.

Iv. Accessgother services supports.g. an interpretereifuired

v. Providing dhejob training and ongoingpstt and assistitige employer and/or-co
workerss required

vi.  Assisting with reporting requirements to the Deyatumesnt Services (Centreligk)
employmestatuspay and hours

vii. Recording and ke®pupto-date information about employmgeiiae File Numlpay
informatiorontact details. We may share this information with the Department of So
Serviceso meet our legal and contractual reqtstemen

viii.  Accessinthe Employment Assistance Fund e.g. for purchasing modifications or specia
technology if needed.

ix. Liaising with support nes\taknily, friends, carers and advocates), if,iandlveth
client consertbout Job Plaand serviceeeds

X.  Conducting surveys for voluntary feedback to help us improve our service.
xi.  Resolving any complaint or issues.
Identifiers

An identifier is a number assigned by an organisation to an individual to identify unique
i ndi vidual for the pur po soardatabat¢JobReadyyith r g a n
include identifiers like the Job Seeker ID (JSID) andR&fistenta Number (CRN), BIZLINK
does not adopt, use or disclose an identifier assigned by a Commonwealth government
except in circumstances directly related to those departments. For instance, when commut
with the Department of Sociac8efdSS) about a specific participant the JSID may be usec
instead of a name.

Crossborder (overseas) disclosure of personal information

BIZLINK does not disclose personal information to any person or organisation in a foreign «
if that countrpes not have a comparable information privacy scheme, except in circumstat
where the client consents to such disclosure.

Sensitive information

BIZLINK does not collect sensitive information such as detajlsmboetheic origin, unless
the dent has consenjed it is required by lamif relates to the pgmn of a health servige,
it relates to individual or public health or safety.

Website viewing and o0cookieso

Our websitayww.bizlink.aan.andour web server host may use an Internet browser feature
called a "cookie". A cookie is a small data file that may be placed on the computer of a we
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(usually in the browser software folder) the first time a computer visits a welesite that of
cookies. Cookies by themselves cannot identify you personally. They only identify your co
when you visit our website. The information that we gain by using cookies provides us with s
to analyse and improve our website. If you dotnateagshe any cookies you can set your
browsr to refuse cookiekisTmay mean you are not able to take full advantage of our websi
features.

0) Email communication

I.  Qur website allows you to make comments or give ve=dblekt your email address
and other contact details provided by you. We may use your email address to respc
your feedback. We store this personal information on servers located in Australia.

ii.  Wemayuse email to correspond with you if thaefereeg way to communicate and
provide information to you. There are risks when transmitting information over the int
including via em¥Me will consider these risks before we correspond with you via email

iii. BIZLINK may use SharePoint or sinttgpted methods to safely share electronic
information via email using links and passwords if necessary.

Iv. You should be aware of risks when sending personal information to us via email. If tr
concern to you, then you should use other methadsratabom such @isarePoint
(OneDrive or similpost, phonéaxor facdoface.

v. BIZLINK will choosede other methods of communication such as SharePoint (OneDri
or similar), post, phone, fax o#tdémeefor sensitive or confidentialmafan as
required and in accordance with the Policy on Information Security Management.

5. AccessngPersonal Information

5.1 Withholding the release of personal information

A client can request access to their personal inforgnatipne r  t h e ¢ Precedarefori n t
Clients to Access Personal Inform@fidte BIZLINK will accommodate these requests, we reserve tr
right to withhold this information under certain circumstances, such as, if providing access:

I.  would posa serious or imminent threat to the life or health of any individual
ii.  would have an unreasonable impact upon the privacy of other individuals
iii. is frivolous or vexatious

iv. would be unlawful, would prejudice any legal investigations, or would compromis
integrity of the operation of BIZLINK.

v. Refer to APP 12 and 13, to determine if other relevant circumstances exist to withho
release of personal information.

5.2 Accessing and correcting personal information

Under the Privacy Act (APP 12 and 13) aliertteelright to access their personal information and can
ask that BIZLINK correct personal inforaraptoyees will:

a) Respond to any request for access or correction within 30 days.

b) Provide access to personal informationtak per ¢ | a u s eProdedure fohClients o | |
Access Personal Informasiod take reasonable steps to correct it if considered incorrect unle
a law allows or requires us not to.

c) Verify the clientds i demtcortegtinglitef ore prov
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d) Provide written advice if, following consultation with a Manager, access to, or correction of p
i nformation is denied and detail the reas-c
the client can ask to asdecwith it (e.g. attach or link) a statement that they believe th
information is incorrect and why.

e) If a correction is made and we have disclosed the incorrect information to others, obtair
authority to advise the correction.

5.3 Procedure for Clients Access Personal Information

a) Clients can request access to personal information held by BIZLINK by contacting any em
The employee will notify the Quality Manager of the request. The Quality Manager will ass
the request.

b) The request shoblg specific, that is, detailing what information is needed and will preferably
in writing e.g. email.

c) Advise the purpose for the request, this assists in the determination as to whether the claus
Policy AWithhpédsogal hienfred rmatsieomd i s ap
employee to locate and prepare the appropriate information.

d) An employee, usually a Coordinator, will make an appointment at a BIZLINK site and at a ti
is mutually convenient.

e) An employeeill require identification for the protection of privacy and personal information.
identification should include photo ID where the client is not known to the employee.

f)  Where a family member or advocate is present, they must have clientessnpensomalc
i nformation. A O0Client Specific Authorit;

g) The employee is only required to provide information as per the initial request. If durir
appointment additional information is reghestéeadployee has the right to schedule another
appointment to enable adequate time to prepare the information and ensure that this ad
information is appropriate to release as
personal infoart i on o .

h) An employee should print the required information or must be present to navigate to the info
and limit access to the information requested.

i) An employee will ensure access to the information is in an appropriate environment and
reasonlale amount of time for review.

i) An employee will be present and available to assist during the appointment.

k) Personal information must remain at BIZLINK. An employee may photocopy documel
requested.

[) Emailing of personal information is as peréhedlans t hi s Pol i cy MAEmai
mA O6Client Specific Authority to Seek or
legal advocate as required for the release or transfer of personal information.
6. Definitions

The Australian Privacy Reiples (APPS):

1. Open and transparent management of personal information.
2. Anonymity and pseudonymity.
3. Collection of solicited personal information.
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Dealing with unsolicited personal information.

Notification of the collection of personal information.

Use odisclosure of personal information.

Direct marketing.

Crossborder disclosure of personal information.

Adoption, use or disclosure of government related identifiers.
10 Quiality of personal information.

11. Security of personal information.

12. Access to personabiinfation.

13. Correction of personal information.

©xoNOo Ok

Personal informatias information or an opinion about an individual whether or not the informatic
opinion is true or not, and whether the information or opinion is recorded in a material form or |
APPs apply only to information about indiRelsaisal infortran may include contact details,
background information thatimehydereferral source, work history, work skills, interests and any
barriers to employment.

Sensitive informatioimcludes informationerao pi ni on ab o ut ethaiooriginndi v
political opinionmembership of a political assogiaigious beliefs or affiliations, philosophical
beliefs membership of aof@ssional or trade association, membership of a trasexuaion,
orientation or practices, crimowbrehealth informatgemetic information

Confidential Informatiorefers to any information or document that a business or individual wishes
to make public. It can include anything that has been acquired by or made available to an indi
other legal entity in the course of the relationship between thgesroésnformation that is
considered confidential includes, but is not limited to:

=

name, date of birth, age, sex and address
current contact details of family, guardian etc
bank dtails

medical history or records

personal care issues

service records and file notes

individual personal pleugs Jo Plans
assessments or reports

guardianship orders

police checks

incoming or outgoing personal correspondence

= =4 =4 4 4 4 -4 -4 5 4
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Policyl.2Police Checks for Clients

1.

Policy Summary

Who BIZLINK employees, clients, prospective clients
What Toobtairandasses$olice Checkar client® determine suitabittyactivitieend
themanagement of recamlated to Police Chedlisensure clients have P
Checks as required to minimize risk or harm. The policy recognises the |
duty of care obligations to clients, employers and the broader communit
How By providing guidelif@emplogesabouprocessing Police Checks for clien
Consequence of BreaBneaches of this policy may result in disciplinary ¢
to awlincluding termination of employmetiteonecessary response
Resources NSDS Rights
Working witbhildren (Criminal Record Clggdki 20@4VA) Spent Convictio
Act 1988 (WA)
Department of Social Serleesl and Guidelines
BIZLINKolicy arRightsPrevention of Violence and AggresShitthSafety ar
WellbeindPrivacyFeedback and Compdain
Approved  26/03/2021

2. Policy Statement

BIZLINK will ensure that clients obtain déuaedhecks to participate in activities as required by the
employer or training provider and as necessary due to assessed risk.

3. Incident Management

3.1 Management, Employees and, where appliGaleholdersust:
a) Immediately report all incidents (including near misses).
b) Refer to the following documents for incident management and reporting:

I.  Complaint or Incident Notice (COIN)
il. Improvemeorrective Action Notice (ICAN)
iii. Accident/ Incident Report

4. Responsibilities
Note I n most instances, the employer or trai
Police Check and determine whether there is an unacceptable risk in engaging the client in the a

4.1 Management

a) Ensurguolicies are readily aldédo employees, clients andsitiiesholdeis a format that
meets their individual needs.

b) Assist employees to determine if the results pose an unacceptable risk when the Police
indicates a criminal conviction or an issue that requiresufinyher s

c) Authorise payments to reimblieses for the cost of Police Checks in accordance with the Polic
onClient Training and Support

Policy on Police Checks for Clients-R7
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4.2 Employees

a) Determindthe activity requires Police Claeckera Working with Children Chadobtain
releant checks prioto commencindrefer to the current Departi@eiatelines regarding
ACri minal Records Checks Guidelineso for

b) Obt ai n {Autherityogeta copy ofdslice Checks.
c) Consulthe SitéManageio determine if tRelice Chegoses an unacceptable risk

If the Site Manager determines there are relevant records of convictions ébracrangs, do n
for the client to participatesiadtivity

If there aneecords of convictions for cthl&se not relevant to the activittharite Manager
determine# is appropriate to participate in they,adtktmitigation strategies must be
documented.

d) Review the Job Plan with the client and reassesstiwities will be appropriate when Police
Checks indicate an unacceptable gsknfmictivities.

e) Use and storeolice Check documentation in accordance with the Policy on Privacy and
contractual requirements with the Department of Social Services.
5. Definitions
Activity: includegaid employment, work experience, paid and unpaid work trials, volunteer work
sampling, training, education.

Police Checkinclude Criminal Record Check, National Police Certificate, National Police Check
Volunteers, State Traffic Certificate, the Working with Children Check, International Police Check
other check requifedthe activity. Police chemssisibrganisainsto determinehether someone is
suited to the activity. Onelkcbacnot substitute for another

Activities that require Police Checks include those

a) Subject to industry accreditation requirements, industry standards, or a legal requirement t
activity can only deneby people who have not been convicted of particular crimes

b) Specified by the Department of Social Servicesras caqunal records checks.
c) Withregular or ungervised contact veitildren, elderly, or other classednefable people.

Working with Children Check (WW@&@pmprehensive criminal record check for people working wi
children in Western Australia. The WWC Check aims to protect children by:

a) deterring people from applying to work with children wahera tfedgMant charge or conviction
on their criminal record that indicates they may harm a child

b) detecting new charges and convictions of those people who hold a current WWC Car
preventing them from continuing to engageretatddidvork whereitrcriminal record and
behaviour indicates they may harm a child and

c) protecting children by creating awareness that child safety is a wholeresponwituilitity
Ref:https://workingwittaten.wa.gov.au/about

Spent Convictioaving a conviction declared spent effectively limits the disclosure of that convictio
example, a conviction that has been spent is not listed on a National Police Certificate. However
government dapments, licensing bodies as well as the Police and Courts of Law have exemptions
the Spent Convictions Act 1988 (WA) and have access to convictions that have been sper
https://www.police.wa.gov.au/Potee/NatiorabliceCertificates
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Policyl.3 Child Safety and Wellbeing

1. Policy Summary

Who BIZLINKemplgees, directors, contractors, volurteenss prospective clien
c | i supporthhstworksdstakeholders
What To make clear that BIZLINK kasoatolerance of child ablisgrovide a sa

healthy, supportive and secure environment for atidgdretésthe wellbeing
children and young people. BIZLINK is committed to preventing chil
identifying risks earymoving and reducing these risks.

How By odiningpr ocedures to uphold the sa
years.
Consequence of BreaBneaches of this policy may result in disciplinary ¢
to awlincluding termination of empidyoreother necessary respaisg persol
who is displaying inapprodr&ttaviouoward children or young people ma
the incident reported to the relevant Government Department and/o
BIZLINK may pursue laying of charges against offenders.

Resources NSDS Rights
Privacy Act 84Cth)Australian Human Rights Commission Act 1986t(@th
Principles for Child Safe Organisations
BIZLINK Policy oRights Feedback and Complaiisiployee Complair
Prevetion of Violence and Aggression

Approved  26/03/2021

2. PolicyStatement

BIZLINK has a zero tolerance of child abuse, and all allegations and safetyeatedeisously.
BIZLINK is committed to preventing child abuse and identifyingernskgmgadnd reducing risks.

3. Incident Management

3.1 ManagemenEmployees and, where applicaBlekeholdermust:

a) Report all incidents or any reasonable b
that come to their attention.

b) Refer to the following documents for incident management and reporting:
I.  Conplaint or Incident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
4. Responsibilities

4.1 Management

a) Ensure policies are readily available to employees, clientstakehotlders a format that
meets their individual needs.

b) Implement stringent recruitment, induction, training and supervision procedures and pe
Policies and codes of conduct will reiterate that BIZLINK has a zero tolerance of child abu
thatchildsajet i s everyoneds responsibility.

Policy on Child Safety and Wellbeing-R2
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Ensure employees working directly with children have current Working with Children Check
the Policy on Police Checks.

Foster an organisational culture that supports employees to discuss any concerns about chil
or child safety concerns. Including supervision, team meetings and relevant training.

Consider risks and risk mitigation strategies.

Provide information about the Complaints Resolution and Ref¢@RRStheational
Abuse and Neglect Hotlideo#tmer appropriate government departments or external services tt
may assist with advocacy or support.

Respond to any reports of incidents involving children or young people with reference to the
on Rights and the Policy on Feedback and Gomplaint

Report offences to the relevant Government Departnieticaradidmpursue laying of charges
and prosecutions against offenders where appropriate.

Implement relevant posident strategies including the treatrdenefidg, counselling and
supprt of affected parties.

4.2Employees

a)

Ensure contact appointments take place at a BIZLINK site withstaffepstsent. Avoid
working in isolation wherever possible. Where this is not possible, discuss risk mitigation st
withthe SitéManager

Employees will:
I.  Preserve the wellbeing of each child and young person
ii. Provide a safe and secure environment for all clients and employees

iji. Provide an open, wel coming environment
respected

iv. Respect the inherarorth and dignity of each child

v. Never act in a manner so as to shame, humiliate, oppress, belittle or degrade childi
young people

vi. Never engage in any activity with a child or young person that is likely to physica
emotionally harm them

vii.  Nevernitiate unnecessary physical contact with a child or young person, or do things
personal nature for them that they can do for themselves

vii. Never act in a manner so as to develop
person fdheir own needs

iX. Never arrange contact, including online contact, with children or young people outs
BIZLINK service, programs and activities

X.  Never photograph or video a child or young person without the consent of the chilc
his/her parents or glians

xi.  Never work with children or young people while under the influence of alcohol or illega

xii.  Never engage in open discussions of a mature or adult nature in the presence of chilc
young people, including inappropriate language.

Policy on Child Safety and Wellbeing-R2
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c) Employeesil recognise the right of a child or young person to:
I.  Live free from abuse including neglect or exploitation
ii. Realise their potential in every area of their life
iii. Have control over their own lives as developmentally appropriate
Ilv. Take part in decisions tlatttheir lives
v. Be given information and to communicateyithat suits their needs
vi. Raise concerns or complaints and provide feedback.
4.3 Stakeholders
a) Comply with their legal obligations under relevant Work Health and Safety legislation to prote
to physical and psychological health and safety.
5. Definitions
The National Principles for Child Safe Organisaiions provide a nationally consistent approach to
creating organisational cultures that foster child safety and wellbesegtacsassfalstralia.
1. Child safety and wellbeing is embedded in organisational leadership, governance and cultur

2. Children and young people are informed about their rights, participate in decisions affectin
and are taken seriously.

3. Families and commmities are informed and involved in promoting child safety and wellbeing.
4. Equity is upheld and diverse needs respected in policy and practice.

5. People working with children and young people are suitable and supported to reflect child sa
wellbeing values in practice.

6. Processes for complaints and concerns are child focused.

7. Staff and volunteers are equipped with the knowledge, skills and awareness to keep childr
young people safe through ongoing education and training.

8. Physical andhiine environments promote safety and wellbeing while minimising the opportuni
children and young people to be harmed.

9. Implementation of the national child safe principles is regularly reviewed and improved.
10. Policies and procedures document hagathisation is sdbe children and young people.
Refwww.humanrights.gov.au/nafidnalpleshildsafeorganisations

Child abuse includesny act comtte@idagainst a child involving a sexual offence, or an offence unde
section 49B(2) of the Crimes Act 1958 (grooming); physical violence or serious emotional or psyc
harm; serious neglect.

Reasonable belief formed if a reasonable person in thpastiom would have formed the belief on
the same grounds. A 6éreasonable beliefdé is
belief may include when:

a) Achild states they have been sexually.abused

b) Achild states they know someone who has been sexually abused (sometimes the child n
talking about themselves)

c) Someone who knows a child states that the child has been sexually abused
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d Professional observati on s leaud a ptotessional oifornmdad s
belief that the kchhas been sexually abused.

e) Behaviour consistent with that of an abuse victim is observed.

The source of abusean be any person, including client
membersfahe public, members of other services/employers and work colleagues.

Hazards defined in the OSH Aargshing that may resul)nnjury to the person; or (b) harm to the
health of the person.

Interested Partgtakeholdemeans clients, employfersjers, client's support network, referral sources,
contractors, volunteers, community services. An interestedtglaahpldéncludes a person or
organisation who engages with BIZLINK and directly or indirectly with our clients.

OSH Acineans th®ccupational Safety and Health Act 1984 (WA).
Riskis defined in the OSH Act as the probability of that injury or harm occurring.
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Policy 1.4 Information Security Management

1. PolicySummary

Who BIZLINK employees, directors, contractors, volunteers, clients, prospr
clientds suppor t(userse)t wor ks and st
What To ensure information security controls are in place to prot¢tfrBid tHeK

fraud, malicious or accidental damage, and privacy or confidentiali
BIZLINK IT includes, but is not limited to, all client, contract, service
financial, HR and strategic information whether heltbpg barlectronically
any form. All Information Technology devices, networks, databases,-\
based applications, all associated files, folders and information storage
relded to BIZLINK services.

How By implementing technical, physical and administrative security control
BIZLINKT from inappropriate, illegal or accidental misuse, exposure or ¢
data and technology.

Consequence of BreaBneachesf this policy may result in disciplinary ac
to and including termination of empldgmeiniation of supplier cont@otshel
necessary response.

Resources | ISO 27001 Information Security Management Spséenent okpplicabilit
(SoA) Australian Government Information Security Manual

BIZLINK Policy d?rivacylnformation Technology and Cyber, Saheity anc
Corruption Control

Business Continuity PRraud Control Plan

Department of Social Services; Degrhrnent of Jobs and Small Busil
Security Policy for External Service Providers and Users

Approved | 9/03/2021

2. Policy Statement

BIZLINK requires effective information security management to protect the confidentiality, intec
availability of our information and IT sYBt@mdNK ITProtecting confidentiality is essential for
maintaining the privacy of our chestecting the integrity of personal and sensitive information is critic
for ensuring client priv&ngurig the availabilityBIZLINKT is critical for service deliJssrs of
BIZLINKT will ensure that access, use and disclosure is in accordance with this policy. All usel
responsible for protecting BIZLIxdfn Tinauthorised access, modificksbruction or disclosure.

3. Incident Management

3.1Usersmust:

a) Immediately report all incidents (including near antdsesyl advice of incident to
ithelp@bizlink.asn.au

b) Refeto the following documents fdeirtananagement and reporting:

i.  Complaint or Incident Notice (COIN)

ii. Improvement Corrective Action Notice (ICAN)

iii. Business Continuity Pl&ata Breach Response Plan
iv.  Fraud Control Plan
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4. Information Security Objectives

1.

Confidentialityreat information in accordance with the Policy on Privacy and only disclose
permission or ensure the individual understands the intended use of the information.

Privacy espect privacy and uphold the indiuvi
and other identifying information will not be disclosed.

Integrityprotect data and information against unauthorised alteration or destruction.

Availabilityprowile authorised users with timely and reliable access to BiZaunNKriised
purposes.

Responde capable of responding to a data breach and protect information and physical a:

6. Continuous Improvemeamiderstand our operational risks and impbiqgeate controls to

prevent identified risks. Commit to continual improvement as cyber risks change and deve

5 Guidelines oinformation Security Management

5.1 Access Control

a)

b)

Principles
Access to BIZLINK IT must be controlled arasliiolieas:

i. Needo-Know and Nee-Use principlesusers are only granted access to the
information they need to perform their tasks.

ii.  Principle of Least Privileganly the minimum privileges necessary to complete requiret
tasks will be assigned to each user.

li.  Segregatn of Dutiesthe granting of roles, duties and associated access rights must
sufficiently segregated to minimise risk and avoid conflict of interest.

Passwords and Authentication

Access to the [OESSWebBlZhINK Cldgahdarly Thiraytys Previder
Databasée.g.JobReadyAccounting and HR pacRagast be protected vpdbswords, or
other secret authentication information, to wsdiddeatityA password complexity policy is
implemented for all BIZLINK atscddultfactor Authenticatigsnappliedvhere practical.
Passwords must be kept confidential and securely stored

Privileges
A formal user registration and terminationipoheéss:

i.  Privilegeare assigndad each uses per role / access nead, monited modiédor
revokd as required and periodically edievwensure they are complete, accurate and
that access is still required.

ii. Access rights are removed upon termination of employment @ndaodingct
suypplierspr need for access is otherwise no longer required.

Access is immediately revoked when aig&dZeINKand whennder investigation
for fraudr other condubetManaging Director detesremeking of accessequired

iii.  Users mustgree to comply with this Policy and the Policy on Information Technology
Cyber Safety and a record of this must be mérudhayedicknowledgement)
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iv. Accounts created for more than one individual to use e.g. client generic login, requir
password® tbe updated as required, that confidentiality is maintained, and that usage
can be monitored.

5.2 Statement of Applicability (SoA)

a) The Quality Manager will maintaBtatenent of Applicabi8A( The SoA will detail the
necessary controls and jagidics for inclusions, whether they are implemented or not, and tt
justification for exclusion of any controls detailed in Annex A of ISO 27001 Information S
Management Systeand the Australian Government Information Security Manual.

b) The Qualitanagement system will include documents, policies and procedures to impleme
SoAcontrols so users can comply with the requizenraittgation strategisr example,
but not limited this Policy, the Quality and ISM Mheuaformati@ecurity Declaration

5.3Cloud services
Agreements with cloud service proemigre that
i. BIZLINK has ownership of information
ii. information storage site(s) are known and within Australia

iii. information retention and disposal are in accordance ntitteceteaeping plans and
retention and disposal schedules

iv. security arrangements are in place to protect and prevent misuse.of information
v. information is managed in accordance with the Rrivacy Ac
vi. criticatlata is encrypted amdtryption imanaged BIZLINK

5.4 Cyber threats and malwaetection, prevention, reporting and management of incidents

BIZLINK I{including third party managed systems) must have security controls to prevent vulnera
to cyber threats andwmaak. Cyber security planning, processes and procedures including detect
prevention, reporting and management of incidents muSaAdéteghenust report any suspected

or actual incidentaccordance with the sectitmc@ent Management.

5.5 Dataencryption

Where possible and practicable, encryption must be used to protect the seciifigy céBIEMANK

in transias per th&oA Email is the least secure way of sharing infddseatsall be advised of
alternate methods of sharing sensitive information e.g. SharePoint and/or to encrypt files with |
information e.g. OSA request for Client Notes.

5.6 USB devices

Users will use SharePoint/OneDrive or similar as an alterm&ive to U r transferr
The use of n@thorised USB devices is prohibited and is a breach of security.

5.7 Bluetooth

Users will turn Bluetooth off unless in use. Users will ensure devices use the latest versions and |
I.e. devices thase Bluetooth 1.x, 2.0, ot E.@re bannedsers will change the default PIN code to
something hard to guess
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5.8 Data storage

a)

Data storage centreBIZLINKformatiomust be hosted, transacted, processed and supported
in data centres that are caadday high bandwidth, low latency communications, and supporte
by reliable infrastructure and utilities.

Storage on workstation or laptop computdfsrkstation or laptop computer hard drives must
not be used as primary or permanent storage forrBaZin&tkon. Confidential, personal or
sensitive information should not be stored on workstation or laptop hard drives.

Storage in output devices (printers/f&)nters, facsimile machines and other devices that
output confidential or personal informmatgd be subject to security controls. Where output
devices store information on internal hard drives these must be destroyed in accordance V
section on Disposal of storage media.

Storage on portable devic&®here portable devices are usea foagture or transport of
original data, such data must be transferred to a primary storage facility ascabon as pr:
Confidential or personal information (including digital images, downloaded client data, comn
sensitive information etc) matsbe held on portable devices unless the device is protected
approved cryptography (e.g. USB devices or laptops issued by BIZLINK; encrypted mobile
Individuals are responsible for the security of the devices at all times, including:

I. the secarstorage, backup, transmission, access and disposal of information containe
the devices

ii.  ensuring they are not left unattended or unsecured

iii. all use is appropriate and by authorised employees or contractors only (i.e. not us
friends, family aher nompproved staff).

iv. see section on USB devices.

5.9 Disposal of storage media

Storage media maintained by or for BIZLINK that is no longer required must be disposed of in ¢
manner appropriate to the sensitivity of the information. Datia @iysiceddnedia or equipment
must be removed using appropriate data sanitisation methods at the time of decommissioning IT e
(including mobile phonggproved sanitisation and destruction nvethbdgetailed in BIZLINK

IT Security 1@bcument

5.10 Mobile devices and computers

This section provides additional security considerations when using a BIZLINK owned-versus a |
owned mobile device or computer, including laptops and tablets.

a)

BIZLINK owned devicesensure the security of mobile devices issued by BIZLINK:

I. uptodate virus protection, security software patches and software updates must
installed

ii. protection of the information on the device with authenticatien masgvebrd or
biometric (fingerprint / fBke

iii. installation of remote disabling, @@slockout software must be installed

iv. reallocation, retirement or disposal of mobile devices isdoi®nvibiDisposal of
storage media.
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b) Individuals are responsible for the security of mobile devices at all times, including:

c)

i. ensuring the see storage, backup, transmission, access and disposal of informati
contained on mobile devices

ii. removing all information from the device when the device is disposed of, transferr
another person or is to undergo. repair

iii. accepting full responsittdicomply with the Policy on Information Technology and Cybg
Safety, Policy on Work Health and Safety and Policy on Motor Vehicle Use

iv. ensuring they are not left in vehicles or in the office unattended. Individuals may be
liable for any negligeresailting in lost, stolen or damaged goods, or delay in reporting
Lost, stolen or damaged mobile devices must be reported as soon as possible. If stc
report should be made to WA Police to obtain an official report number for insur
purposes. BIINK staff using the device for storing private data do so at their own risk

Privatelyowned deviceEmployees are permitted to use provenelyy devices for work
purposes, subject to the general conditions and requirements:

i. Individuals are responsible payment of costs as per the Policy on Information
Technology and Cyber Safety.

ii. If the device is to be connected to BIZLitNKal need to be loaded with specified
softwaréo protect BIZLINK infrastructure and information.

iii.  Should the device bslanil, lost or stolen, the specified software may provide BIZLIN
the capability to lock the devicéetedda held on the device.

iv. Users are responsible for the protection of BIZLINK information (e.g. emails) stored
private device at all tim@per this policy and in particular the sections on: Password:
and Authentication; Data Storage, Transfer and Disposal.

5.11 Remote access and Teleworking

The BIZLINK Cloud provides remote access capabilities for flexible work arrangements. Using the
Cloud allows employees to access informatiorhefigtpiirements listed below must also be met:

a)

Appropriate infrastructure must be based on requirements
Virus protection software must be installed and regularly updated.
Security software patches must be applied where applicable.

If using workstations and facilities over the internet to access BIZLINK IT employees must
usend / password cachingcfions nor store unsecured sensitive material on these devices.

The IT infrastructure must be stored in a secure location.
There are three types of allowable connééticpidomeHotspot to your BIZLINK mobile

BIZLINK workstationsnected to BIZLINK IT via dedicated links must not be connected to ot
networks or the internet by any means other than through the BIZLINK Cbeoeatation.
to e.g. hotel, airport, restaurant and othauldicchr unsecud@H connectians prohibited

Reasonable safeguards must be taken to protect equipment and data from theft, loss or dat
the offvorksite location.

Data files must be regularly bagkedavoid loss through equipment failure, damage or theft.
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5.12 Provision of Gest Internet Services

Providing access to the internet via personal devices for guests or visitors of BIZLINK sites sh
assessed against the business objectives and associatdtesigest internet services are
established for that site aadadole for use, privately owned mobile devices may connect to the BIZLI
system network under the following canditions

I. appropriate technical capabilities diddMsupport guest internet services have been
established for that.site

ii. guest/visitor dienical support arrangements have been established by BIZLINK,
conjunction with the IT Provider, to manage any faults or visitor connection requireme

5.13 Monitoring and logging

a)

b)

Access tBIZLINK IT is provided on the understanding that use wolidae boys should be
kept fotheretention periad per the Soi, assist in future audit and access control monitoring.
Audit logs must be checked regularly.

Devices e.g. computers and mobiles, along wittmdrpaitsie recordse the property of
BIZLINK.

I.  Management has the right to check the at@mytnine.

ii. Managementmdyi r ect an employeebs email t o |
when on leave or upon exit to monitor emails and respond as required.

iii. Management may r eiwhsenoeleaaenor upan pXit  yroatisod s
and respond as required

5.14 Network security management

Networks are managed and controlled to protect information in systems and applicatians as per t

5.15 Personnel security

The requirements listed in this section must be addressed to ensure BIZLINK employees and en
engaged by IT Providers are aware of their responsibilities in relation to information security .
suitable for the roles theyrtaide

Employees must provide identification and have a valid right to worlaipéssinakbo is
not an Australian citizen must hold appropriate work entitlements.

Employees with certain Administrator rights may need to be Australigeroit&@es s or
residents.

Employee competency must be verified bytiqnalderéificationand experienes per the
Policy on Employee Recruitment and Selection.

Employees must comfeteeeChecls and Working with Children Checks as per tha Policy o
Police Checks

Employees must sign an Information Security Declaration that details their obligation
responsibilities.

BIZLINK empé®s must be:
i. advised of their information security roles and responsibilities at orientation and as re

ii. abk to recognise cyber threats;bdeéahes and the security responses required of
them, including reporting incidents
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f)

iii. aware of the information security risks and threats in the use of social media, incl
identity theft

iv. educated on security incitamagement procedures and reporting.

ITProvider supposghould be provided by personnel who are physically located in WA and sul
to Australian and Western Australian laws and policies wherever possikieutibeme non

problem resolution, upgradmaintenance services may be provided remotely by personne
located outside Western Australia, however, such services must be subject to strict s¢
controls, network access under formal access arrangements and ongoing monitoring
JobReady (Third riadatabasenust comply with the Departments information security
requirements.

Exitchecksfor employees must include ensuring the individual has returned and accounted f
BIZLINK IT assets, including any electronic records. This includéisalhaitbin a privately
owned device. Employee exit procedures must include the restriction of accégs to BIZLI
Employees must acknowledge they do not have possession of any BIZLINK Information or
to any BIZLINKuUpon exiting

5.16 Physical security

Physical and environmental secBIZLONK IiE necessary to prevent unauthorised physical access,
damage and interferesmoe will be implemented by management as per to SoA, and will include:

Physical security perimetprotect i@as that contain sensitive or critical information and IT
facilities.

Physical entry controkecure aredasonly allow authorised personnel access.

Secure offices, rooms and facilitiglsysical security of offices, rooms and facilities are
incorporatkin planning and building.

Protecting against external and environmental thpgstsical protection and avoidance
against natural disasters, malicious attacks or accidents i.e. Business Continuity Plan in
considerations of damage from fire, flood, earthquake, explosion andsother disaster

Working in secure arepsocedurestfpersonnel andthprdh r t y pr ovi der s o
basis, unsupervised work limited to avoid malicious activities, use of fhgsigeddatks
areasand limit unauthorised access

Delivery and loading areesntrol of access points foredgland loading areas with isolation
where possible to IT facilities.

Equipment position and protectimonsideration of site and protection to reduce environmenta
threats and hazards or opportunities for unauthorised access i.e. positienhaidihdacilitie
sensitive data to reduce viewing by unauthorised personnel, secure storage facilities, envirol
controls such as humidity and temperate are monitored.

Supporting utilitiegnsure equipment from power failures and other disrupti@ssiby failur
supporting utilities is protected (emergency lighting and communications available, eme
switches/valves to cut off power, water, gas and other utilities located and working). Mana
IS to be alerted in the event of an issue.

Unattended edpmentensure that equipment not in use is sufficiently protected i.e. passwc
protected screen saver on computers, log off applications not in use, security controls si
passwords on mobile devices.

Policy on Information Security Management-R1



GIQAQualityPolicy ManuRI12.docRage30 Once printed this document is no longer conlmltarent version is as per the Document Register

i) Clear desk and clear screen padiegsitive oritical business information to be locked securely
to prevent unauthorised viewing or reproduction of information, computers locked or log
when unattended.

k) Cabling securitpower and telecommunications cabling carrying data or supporting informa
services should be protected from interception, interference or damage.

) Oftsite assetsequipment, information or software should not be-sidkenitbfiut prior
authorisation. Whenrsd#, security should be appliedsiteadssetsonsiderinthe different
risks of working out€diZLINK offices

5.17 Information security continuity management

a) Business Continuity Plavill include Data Breach Response Plan and will consider maintenan
of data security during an adverse situation.

b) Data Breach Rponse Plarthe response plan should enable BIZLINK to contain, assess ar
respond to data breaches quickly, to help mitigate potential harm to affected individuals and
with the Notifiable Data Breach (NDB) scheme.

c) Backup and disaster recoveoyesure ongoing availability of information processing facilities
backups must be stored in a remote lo€atioaritical systems and services, backup
arrangements must cover all systems information, applications and data necessary to recc
completeystem in the event of a disasbare appropriate backup data should be encrypted.

d) Security incident managemeant information security incident is any event that results in
unauthorised access to data, applications, services, networks anth@udéavimgmssing
underlying security mechanBIBEINK IT System and physical environments must be monitore
for security incidenfsdetectedincidentsre managed as per QP04 Improvement, and the
Business Continuity Plan as relevant.

5.18 Software licencing, installation and use

Only authorised and licenced software must be used in the BIZLINKnAutBysiesad software
may introduce malware oredgrusers will be restricted, as per their role, in the ability to install
download software.

5.19 Third parties and supplier relationships

Where third party organisations are contracted to provide services that include IT services, contre
contain @propriate measures to ensure the protection of IBIZhtNEdhere to policies and
procedures.

5.20 Compliance, monitoring and evaluation

a) The IT Provider, Managing Director, Quality Manager and Compliance Manager must d
internal processes to managenaonitor compliance with this policy. The IT Provider may lo
transactions and communications whether private or business related. The IT Provider m
carry out compliance audits to ascertain the levabefi@pliance with this policy gnd ma
provide updates to the Managing Director regarding the findings of compliance monitoring ax

b) Although systematic and ongoing surveillance of user emails and internet access logs will nc
the IT Provider may monitor or investigate users of BIZLINK IT. This will only occur to ¢
compliance with the requirements of this Policy atigateipassible incidents of breaches of
security, unauthorised access or Human Resources matters.

c) The Compliance Manager and Quality Manager will undertake audits as per ISO 2
requirements and will complete internal audit reports that emgogses can
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d) The Department systems are monitored and there is a Department policy on monitoring :
use:

i.  Any data or material created, captured, transmitted or stored using department IT rest
may be viewed by authorised personnel as part of ntomnmg pronesses

ii.  Users will not necessarily be notified that an item has been inspected

iii. Where inappropriate use is detected it is followed up and reported to the approy
authorities including the Australian Federal Police

iv. The department may disclasedhtents of log files or data stored on IT facilities to
appropriate third parties

v. The department may use any material gathered as evidence when misconduct or cr
action is being considered or undertaken.

6 Definitions

As per the Australian Governme | nf or mat i on Security Manu al
www.cyber.gov.au
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Policy2.0 Participation and Inclusion

1.

Policy Summary

Who BIZLINKmployeeslients and | i supportihstworks

What To ensur@IZLINK designs and delivers services that provide oppor
meaningful participation and inclusion

How By providing guidelines for employksivén our services in a manner that €

people with disability, as far as possible, to live and work in ways that t
values and to participate and be included in society.

Consequence of BreaBneabes of this policy may result in disciplinary a
to awlincluding termination of employmetiteonecessary response

Resources NSDS Paticipation and Inclusion

Approved  26/03/2021

2 Policy Statement

BIZLINK promotes valued rolpsdpte with disability and is proactive in reducing or removing barrie
that limit opportunities for meaningful participation and inclusion.

3 Responsibilities

3.1Management

Ensure policies are readily available to employees, clientstakehotders a format that
meets their individual needs.

Foster a commitment to achieving quality employment and other outcomes to achieve valu
e.g. clients work in a wide range of jobs in a variety of roles and with commensurate income

Pravide opptunities fgparticipation ofiens and othestakeholdens feedback meetings,
Annual General Meetings, surveys and quality audits.

3.2Employees

a)

b)

Paticipate in trainiregarding cultural awareness, including Aborigmaear&trait Islander
culturehuman rights apdrsorcentred approaes

Respect clients as individuals who can make a valuable contribution by participating ir
community, including work, learning and social porsatteissume that a particular job is
appropriate becausé t he c | i idemtitydbutureahgrigage, lgnguage efaith, sexual
orientation (LGBT,@)ationship status, disability or other factors.

Demonstrate positive communication and attitudes that reflect our values. For example,
positivelynd respectfully about clients and avoid the use of labels, derogattfyl| disres
patronising language.

Ensure clients have a current Job Plan completed in accordance with the Policy on Ind
Outcomes and:

i.  Consider physical or social baanérdetail strategies to overcome or lessen their impact
on achiemg participation and inclusion.

ii.  Build on existing competencies to increase the prospect of securing and mainta
emplosnent.
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iv.

Develop job preferences and, where required, traininigeelofiraent opportunities to
enable the achievarhof employment or life goals.

Engage the support net wor k, wheria i nv
developing the Job Plan.

e) Present people with disability positivelpublmations and promotgogsphotographs and
articles demonstrate people with disability in valued roles.

f) Provide clients with opportunities to secure andgomibteemployment and

Vi.

Match jobs to current and potential skills and employrasrdejaddés] in the Job Plan
or as otherwise agreed.

Ensure pay is award level or matched to productivity using the Supported Wages Sys

Provide on and-site support to facilitate inclusion and participatiemorkégr<and

othes e.g. customersyith consideration of individual needs and employment
arrangement s. Refl ecting our wvalue th
i ndividual i sed support to become compe

Use support strategies that utilise typiqaheeofiacilities, equipment, training and
servicef a manner and at times that coincide with thosekerse@.g. breaks, meals,
social events. Thwoid segregation

Use naturalorkplacsupports.g. cavorkers as mentaisose behaviours and attributes
the client can model.

Monitor placements within the same worksite to avoid the risk of creating an enclav
may promote social isolation, emphasise difference and create segregatierafrom the g
workforce.

g) Provide opportunities to participate by connecting with people and services by using
community resources, e.g. assisting clients to link in with mental health supports, leisure, rec
accommodation and advocacy servpEiasvidual needs, employment or other goals.

h) Provide clients with opportunities to have their voices heard on decisions that affect the
participation in developing their Job Plan, being encouraged to provide feedback through ¢
and groups andproting awareness of the complaints procedure.
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Policy3.0 Individual Outcomes

1. Policy Summary

Who BIZLINK employeelentsa n d  cslippoe networks
What To establigtandards of practice that recognize each client has unique sk
employment goals and support n€emls. desi gn servi c
employment goals reflect individual needs and personal objectives.
How By usingndividual employment gaalthe foundation for service provisiol
providing guidelinessfoployeet® plan, review and adjust services to facili
achievementefa c h godls ent 0 s
Consequence of BreaBlneaches of this policy may neslidciplinary action,
to awlincluding termination of employmetiteonecessary response
Resources NSDS 3ndividual Outcomes
Policy on Privacy

Approved  26/03/2021

2 Policy Statement

BIZLINK providesrvices that meet each i e n t Gneedsiandceinployntent gdals in a way that is
considerate of individual circumstances and choices. Wherever practical and within the resot
BIZLINK, unnecessary restrictions or constraints arssemovedamathise theemployment

goals.

3 Regonsibilities

3.1 Management

a) Ensure policies are readily available to employees, clientstakehotdeis a format that
meets their individual needs.

b) Foster a commitment to providing individualisesintkehtservices to achieve quality
employment and other outcomes.

c) Match employees to each client following consultation or request by the client e.g. matchir
genderdentityr experience, wherever practical, appropriate and within the resources of BIZL

d) Fund individualised sesvicefar as practical given the resources of, BjirtNi€d budget
and any policies.

3.2Employees
a) Provide servi ce an dualseegsparaemploymentgoalet cl i e

b) Engage thdient and their support netwdrk&re involved with tleerelt 6 s  dab®lane n't
development or re\sew

c) Collect necessary information and documentation about the client to developnthe Job F
accordance with the Policy on Privacy, consider:

I.  Education, leisure, vocational development and employment histor
ii.  Work related skiiteludingognitive, physical, medical, personal and social aspects

iii. Interests, likes and dis)ikesilability, barriers
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d) Provide services to achieve the objectives of the agreed Job Plan as far as practical giv
resources &lZLINK.

e) Provide a copy of the current Job Plan to the client.

f) Review the Job Plan in accordance with any Department Guiddigresyanithere is a
change in circumstance, needs or preferences or as requested

g) Secure good job matches and maintansysainable jobs:

Identify employment that matches work related siisl@mdent godts create a
shorist of suitable jdios job searar career devetopnt

Implement vocational development strategies as required to build work readiness.

Consider flexible employment options, including naturally occurring vacancies, job cre
job restructuring, job sharing apdrseg wage system arrangements.

Develosupport sategies to maintain employment.

Usethe least restrictive and intraapeorts, use flexible support strategies including off
site support and the use of naturally occurring supports e.g. a suitability matched worl
coworker or mentor.
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Policy4.0 Feedback arfi@bmplaints

1. Policy Summary

Who

BIZLINKemplgees, directors, contractasiinteers;lients prospective clien
clientds s uggueholders net wor ks and

What To establismechanisms for clients and sthkeholder® make a compla

and/or givpositive or negative feedb@okprovide a process for making
resolving complaints and ensure congui@imanagefairly,confidentiallpnd
effectively.

How

By providinguidelines foclients and other stakeholadersthe complain
managemeptocess

Consequence of BreaBneaches of this policy may result in disciplinary ¢
to amlincluding termination of employment, or other nespeses

Resources NSDS! Feedback and Complaints

BIZLINK Policy dprivacyServiceAccessRights Child Safety and Wellhe
Prevention of Violence and AggreSeipioyee Complaints

Approved  26/03/2021

2 Policy Statement

BIZLINK is committed t@faconfidentialbomplaint handling. This policy provides goiddieroes
and dter stakeholddamsmake a complantprovidethe key principles and concepts of our complaint
management system.

3 Complaints Process

The following proaess focus on client compl&iotgever, the principles applyystakeholdehat
wislesto canplain Complaints can be raised at any of the stages listed, it is generally preferred

compl
Comp

aints are addressed and resolved at stage 1 and/or with the employee directly conc
lainants have the right to inval\seiipert network or adiescg. family member, frieackre

or other service provideany time during the complaints process.

3.1What complaints may be about

Any aspect of our service including service access, the registration processn jpbbpreparati
search, job support aadrice exit.

The way we provide assistance to secure or maintain employment or assist with train
community participation opportunities

Treatment of clients
Breaches of privacy or human rights
The acceg®or physial condition of BIZLINK offices

Where thesmatters relate to our senacgsjob match,-threjob support and the actions or
inactions of employees in relation to these matters:

I.  Treatment of clients by employenarkers
ii. Rates of pay and wageesssients
iii.  Physical working conditions or Work Health and Safety issues
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e) External services or people

I.  Where complaints involve legal disputes or legal action, or where BIZLINK may
contradictory obligations to stakeholder8IZLINK will, where neags refer the
complainanbd more appropriate supports.

ii.  Asemployers of clients are also a user of BIZLINK services, BIZLINK may have contra
obligations to employers and the Managing Director may conclude that, because of
contradictory @altions, BIZLINK is not able to supp@tamantsgainst employers in
legal disputes or legal action or may only be able to provide limited support.

f) Criminal allegainse.g. financial fraud, assault, physical or sexual abuse, neglect

i.  BIZLINK will igend toraminal allegationsmediatelffhe Managing Director will report
these to the relevant Authorities and to the Department of Social Services as requirec

ii. Complainantsill be encouraged to contact the police.

iii. BIZLINK cannot investigate criactigity but will take reasonable steps to reduce
exposure to such risks to our cliergtaiatdolders

iv.  For matters related to abuse or neglect refer to the Policy on Rights and the Policy or
Safety and Wellbeing.

3.2Who can complain?

Anyone withgenuine concern about BIZLINK services and in particuleerasmpport network
e.g. family member, friend, partner, advocate, @lZldidK, employeexternal services e.g.
schools, health and other professionals, emplayei® Hwets.

3.3Timelines

The timelines for complaints handling will depend on the seriousness and nature of the compla
following provides a guide for employees to respond at all stages:

a) Acknowledgemplaints within two working days of notice
b) Complainants will receive regular feedback on. progress
3.4Documenting Complaints

All formal complaints at any stage will be documented, even if resolved immediately, for cor
improvement and monitoring purposes on a Complaint or Incident Natiqea(€3IN)ll respect
confidentiality in reporting as discussed with the complainant and anyhespoatignReview
Committee, or sabimmittee of the QRC, as deemed by the Managing Director for confidentiality
review documented contplain

3.5 Stage D Internal Conciliation
a) Conciliation bfEmployeé Manager

i.  Employeewillenouragecomplainant® try sort out the complaint or concern first by
discussing with #mployeand/ot h e e mManager.e e 6 s

ii. Employees will providlermatioabout the o mp | aighhta imioléestheir support
network (families, friends, carers, advocate) in handling the complaint asith@bout acce
external advocacy services

iii. Employeesill document acliencompla nt i n t reedmafbrmdynt 6 s no
document the complé@®IN)even if resolved immediately, for continuowsni@pr
and monitoring purposésnagers will assist and advise if this is required.
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b) Conciliation by Managing Director

I. If the omplainamvould rather not discuss theeisgth themployeend/or the
e mp | oMaeaged, or they have and are not satisfied, the canmplagress tioe
Managing Director.

i. Where the complaint involves an empl oy
havean opportunity toatiss the issue with¢benplainanif deemed appropriate by the
Managing Director, and withthenp | ai nant 6 s agr eement

iii. The Managing Director may seek external advice as required. Such advice may inclu
Department of Social Services, ComplaiolstiGtesand Referral Ser{icBRS)
Australian Human Rights Commission, its insurers, Directors or other appropriate su
and services. This advice may include information on how best to proceed with servic
assistance, particularly for comjaioltang legal disputes or legal action.

iv.  The Managing Director will report disputes or complaints that pose a risk, to the Bo
Directors.

c) Conciliation by Director of the BIZLINK Board

I.  If the omplainanwould rather not discuss the issue wittdggnigldirector, or they
have and are not satisfied;dh®plaintanprogress ta Director.

ii.  The Director will advise the Managing Director and Chairman of the complaint.

iii.  The omplainfCOINWill be tabled @aBoardf Directormeeting to discuss nlagure of
the complaint and the actions taken or required to resolve it.

3.6 Stage D External Conciliation

a)

b)

If the omplainantould rather not discuss the issue with any employee or Director, or they
and are not satisfied dbmplaint can progresheédComplaints Resolution and Referral Service
(CRRS)Fair Wortir other advocacy service of their choosing.

Where the Managing Director deems it necessary, complaints conciliated externally will be
(COINat the nextdard meeting to discuss the nature of the complaint and the actions taker
required to resolve it.

Complainantsay opt to use the Complaint Resolution and Refer(@fR8dcany other
externaservice of their choosing, at any time durimgplaentsohandling process.

Employees will inform the Managing Director of any such complaints. The Managing Direc
managethe process of the external conciliation, which may include delegation to the r
appropriate employee.

3.7 Stage 3 Disputes

a)

Wtere the complaindat used stage 1 and/or 2 and is not satishiedtivélftomplaintas

handled, they may make a further complaint to the Complaints, Resolution and Referral ¢
(CRRS)the Department of Social Services, the National Dissdbaityl Neglect Hothiadr,
Workthe Privacy Commissioner and/or the Commonwealth Ombudsman as appropriate.

Where the complaint was unable to be satisfactorily resolved, the Managing Director will inf
Board of Directors at the next Board radeisingg on the source and nature of the complaint
and the actions taken or required to resolve it.
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4 Responsibilities

4.1 Management

a)

b)

f)

Ensure that policies are readily available to employees, cliendtalirtialtiedn a format
that meets their individealds.

Promote a culture that values complaints and their effectiveResgudatsohat clignts
employeesndstakeholdelsve a right to raise complaints and/or provide feedback, both positi
and negative, regarding BIZLINK services.

Managesonplaints promptly, fairly and in -threstening manner without fear or concern of
adverse consequencdampact on servigeeserve the privacy, dignity and confidentiality of the
complainant, with due regard to the duty of care of employeessir@sd eigctan matters

of a serious nature.

Aim to have complaints resolved wherever possible and consider complaints and feedbac
positive and negative, as anrtypyty to improve our service.

Ensure@mplainants have accegslicies anddependent mechanisms for complaints, appeals

or disputes as requirktluding information about the Complaints, Resolution and Refert
ServicéCRRS)the National Disability Abuse and Neglect HotlineytkoRuinessionEgir

Workft he Commonweal th Ombudsmands Office an

Encourage cliematsd other stakeholdergive feedback, both positive and negative, and provide
avenues to provide feedback thatineidual needgy.clentand employsurveys.

4.2Employees

Do not admifault, it is important that no admission or agreement as to responsibility for any
or omissions by employeesade as this may prejudice any investigation or insurance coverag

Report to the Manadiigector immediately emyplaint thpbses an insurance exposure or
other risk.

Abuse or Neglect
I.  Immediately report to the Managing Director.
I.  Contactie National Dislaly Abuse and Neglect Hotline

ii. Contact the Police when any suspkegad activity is taking place, or where life is
endangered for advice on how to proceed.

Seek informal feedback from clients and employers to encourage them to raise any conci
prevent potential complaints.

Wheneasponding to any compéalhere to the following principles:
I.  Transparet follow procedures and document actions and outcomes (COIN).

ii. Fairdocument eviderared factbom all relevant part@smplaints will not prejudice the
complainant or respondent with respect to thef qaalityes or any form of retribution.

iii. Confidentiatespect the complairaard respondentivacy
iv. Resolvecommit to achieving a solution.
v. Boundariegefer to external sersias required.
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5 Definitions

Complaint:anything that the complainant per@sivesfair, makes them unhappy, dissatisfied or

concerned. Many complaints can be resolved immediately and are conciliated by the employee or
to whom the complaint was reported. Complaints that are not resolved immediately or remedied imi
from the agreed action being implemented will move to a formal complaint and may include dispute r

Formal Complain&nything that the complainant perceives as unfair makes them unhappy or dissat
with our service and for which a solutioesrélie involvement of management to achieve. Includes
complaints that could not be resolved informally, those considered as serious or that pose a
insurance, financial, reputation, health and safety. Complaints of this type willheeMepadéetd)to
Director.

Risk:the likelihood and consequence of a potential injury or harm occurring. This may involve Worl
and Safety concerns / incidents and/or exposure to insurance claims or legal action.

Complainanttheclient or other stakieleowho has a concern or an issue and is making a complaint tc
BIZLINK

Respondenthe person(agcused by the complainamtyoperceiveateach.
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Policy 4.1 Employé&gomplaints
1. Policy Summyg

Who BIZLINK employees, directors, contractors and volunteers.

What To establish mechanisms for employees and volunteers to make a wor
complaint. To provide a process for making and resolving complaints
we handleomplaints fairly, confidentially and effectively.

How By providing guidelines for employees who wishworkpkeea relateaimplain
on the complaints management and dispute resolution process.
Consequence of BreaBneaches of this policy maytresdisciplinary action
to and including termination of employment, or other necessary respons

Resources NSDS Service Management
BIZLINK Policy &ightsCode of Conduct
Labour Market Assistance Industry Award, 2020

Approved  26/03/2021

2 Policy Statement

BIZLINK is committed toafair confidentiabmplaints handling. This policy provides dieidance
employees and voluntézreake workrelateacomplaint and provides the key principles and concepts
of our complaint management systerh. f or ma l compl aints wil/l b
requests will be considered in determining the appropriate steps and actions.af@bmplainan
respondentsill not be intimidated or unfairly treated in anywhesgieey use this Polioyresolve

an issue.

3 Complaints Process

The following procedures focamployee and volunigerkplace relatedmplaintsthe principles
arelikethe Policy on Feedback and Complaintappieisto any stakehotidleat wisksto complain.
Complaints can be raised at any of the stages listed, it is generally preferred that complaints are a
and resolved at stage 1 and/or with the employee directly concerned. &oinetgnoadents can
involvean adveate at any tnduring the complaints pro€esaplaints will be handled on a-tteeds

know basis.

3.1Complaints mainclude concerns regarding:

a) Any aspect of our seraie@magement.
) The accessafetyor physical condition of BIZLINK effitesjuipment
) Treatmentfemployees.
d) Matters relating to contract of employment or Award conditions.
) Working conditions or Work Health and Safety issues
f) Criminal allegatiors.g. fraud, assault, physical or $&raabment

I.  BIZLINK will respond to criminal allegationstétyme&deaManaging Director will report
these to the relevant Authorities and to the Department of Social Servicasdas require
in accordance with relevant paimeBepartment Guidelines

ii.  BIZLINK cannot investigate criminal activity but widsoakdle steps to reduce
exposure to such risks t@oyroyeesjientsand stakeholders.
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3.2Timelines

For matters related to abuse or refgdedienefer to the Policy on Rights and the Policy
on Child Safety and Wellbeing.

The timelines foomplaints handling will depend on the seriousness and nature of the complaint
following provides a guide for employees to respond at all stages:

a) Acknowledge complaints within two working days of notice.

b) Complainants will receive feedback on paegrgssed

3.3Documenting Complaints

All formal complaints at any stage will be documented, even if resolved immediately, for cor
improvement and monitoring purposes on a Complaint or Incident Notice (COIN). The complaina
advised if €0OIN is required. All parties will respect confidentiality in reporting as discussed wi
complainant and any respondent.

COINs related to employee complaints will be handled as sensitive information and will be saved t
withrestricted accesSOINs will be logged on the COIN and ICAN Register as a number and date
marked as restricted and noted when closed out. There will be no identifying information on the re

3.4 Stage D Internal Conciliation

a) Conciliation by Managehe complaingis encouraged to resolve the complaint with the support
of their manager.

b) Conciliation byHumanResourceslf the complainant is not comfortable discussing with their
manager, then they can contawiahResourcesind seek advice on how to manage their
complaint. AurharResourceemployee can:

iv.
V.

Vi.

Advise on how to manage the complaint and which staff should be included
Provide information about the internal complaint process.

Advise complainants that in some situations where serious allegationfolare raisec
example, fraud, bullying, legal liability; the issue may need to be reported to the Mar
Director and managed as a formal complaint.

Where appropriagssisthe complainant to try and resolve the issue personally.
Provide information abwatilable support services, for example, workplace counselling.
Outline other options available, such as lodging a complaint with an external agency.

c) Conciliation by Managing Director

If the complainant would rather not discuss the issuidarthgbhelumarResources
employeesr they have and are not satisfigtte complaint concerns their Mahager,
complaint can progress to the Managing Director.

Where the complaint involvethee mp| oyeeds conduactusedact s
employe@espondent)ill have an opportunity to discuss the issuecouitip idn@anif
deemed appropriate by the Managiegg Dir
mediation meeting.

The Mnaging Director may seek external advice as required. Such advice may includ
Department of Social Servic€$\WAinsurers, Directors or other appropriate supports
and services. This advice may include information on how best to procgéar; particula
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complaints involviagardcontract of employmekltork Health and Safetiminabr
legamatters.

iv.  The Managing Director will report disputes or complaints that pose a risk, to the Bo
Directorand insurersvhilst maintaining confidiytss far as practical

3.5Conciliation by Director of the BIZLINK Board

I.  If the complainant would rather not discuss the issue with the Managing Director, o
have and are not satisfied, the complaint can progress to a Director.

ii.  The Director will advise Managing Director and Chairman of the complaint.

iii.  The complaint will be tabled at a Board of Directoet theatiagretion of the Chairman,
to discuss the nature of the complaint and the actions taken or requiredhilsesolve it
maintaingnconfidentiality as far as practical

3.6 Stage D External ConciliatiohDispute Resolution

a)

If the complainant would rather not discuss the issudaiidigany Director, or they have
and are not satisfied, the complaint can pnogcessdance lwihe Labour Market Assistance
Industry Awardispute Resolution, for complainants covered by .the Award

Where the Managing Director deems it necessary, complaints conciliated externally will be
at the next Board meeting to discuss the nhtioewiplaint and the actions taken or required
to resolve it.

Complainants may opt tdrase\Work or any otieernaservice of their choosing, at any time
during the complaints handling protassordance with the Labour Market Assistamnge Indus
Award Dispute Resolutighcovered by the Award

Employees will inform the Managing Director of any such complaints. The Managing Direc
manage the process of the external conciliation, which may include delegation to the

appropriate ghoyee.

3.7 Conciliation Meeting Process

Ensure the complainant feels listened to and supported.

If more than one person is present, establish the role of each person.

Explain the conciliapoocessind refer to any applicable policies and procedures.
Infornthe parties that any information obtainetiéetings confidential.

Recora chronology of events (who, what, why, when, how etc).

Ask the complainant what kind of outcome they are hoping for (best case scenario) and tf
them through nextpstez.g. you will discuss the matter confidentiallyrestionierib
determine a way in which to deal with the issue and report back to them within a set timefre

Advisethe complainant that they cannot be adversely affected because they have ma
complairdgnd explain who to report matters to internally if they do feel that they are being adv
affected.

Provide the complainant with time to ask questions.
Offer the complainant assistanck as counselling thrahgEmployee Assistancegam.

Provide the complainant with a direct contact number that they can call if they have any cc
orqueries.
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Take accurate and detailed notes of all conversations (including dates, people involved) an
any supporting documentsditme COL

If deemed necessary, providedhglainanwith a written summary of the meeting and
clarification of the next steps to be taken.

Ensure that the meeting is conducive to maintaining positive working relationships, and will
a fair, objective and independent analyswoofglant

All partieswusimaintain confidentiality

If the matter is not resqlfabbw the relevamanciliation stages until satisfactory resolution is
achievedlheManaging Director, and if the Managing Director is thireibguoplaint, the
Chair of the Board of Directorsgljd@stion as to making a final decision as tabowldiat
ordispute will be resolved.

3.8Investigating &omplainbr Dispute

Procedural fairness and transpaeemegential to a successfukplace investigation. Maintaining
procedural fairness means that you can:

protect the interests of the participantswestigation

enhance the credibility of the investigation process

rely on the investigation and findings when making employment decisions and
defendhedecisions in a court or tribunal.

investigator should ensure that:

therespondernd aware of tladlegations made against them in sufficient detail

the respondent is allowed a reasonable opportunity, including adequate time, to respond to
the allegations

the investigation is carried out in a reasonable time frame

all participants are giverogiportunity to have a support person in the interviews pertaining to
investigation

all participants are required to maintain confidentiality and sign a confidentiagy agreem
deemed necessary

the investigator has no personal interest dhbiasaitter being investigated
all participants are given the opportunity to respond to any contradictory evidence

the investigator makes reasonable and diligent enquiries to ensure that there is sufficient e
before making findings on the balgrobalbilities.

3.9Impartiality

It is critical to ensure that the person responsible for carrying out an investigation is imparti
investigator must not have a vested interest in the outcome of the matter. Employees will often
thattheir Managis not sufficiently impartial because of their involvement and role in the workplas
such a concern is raisieidimportant to consider:

whether the use of an external investigator is necessary to ensure impartiality

whether argonflicts of interest need to be disclosed e.g. if any individuals are friends outsid
workplageand
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e whether the investigator has handled any previous disciplinary matters.

If there is the possibility that a person's employment will be tberatiatgtidis are proven as
part of an investigation, then the use of an external investigatdheéoeestigation and the
process followed will stand up in any potential court [sltm@lddegconsidered.

4 Responsibilities

4.1 Management

a) Encourageomplainant® resolve any issues or concerns at the earliest oppotttumity with
respondent, where appropriate

b) Promote a culture that values complaints and their effective resoluttberigesiredse
complaints and/or provid#feek, both positive and negative, regarding BlZldiigloyees
and manageasd provide avenues to give such feedback.

c) Manage complaints promptly, fairly and #thieeat@ming manner without fear or concern of
adverse consequences or impachahymentPreserve the privacy, digmt/confidentiality
of the complainaamd respondenwith due regard to the duty of caleerdb and other
employees and disclosures required in matters of a sergogsanatumnal or Work Health and
Safety

d) Aim to have complaints resolved wherever possible and consider complaints and feedbac
positive and negative, as an opportunity to impupez\osioa and management practices

e) Ensure complainants have access to policies and independensritecwenplaints, appeals
or disputes as required. Including information &vearidfPevacy Commissioner, Fair Work,
the Commonweal th Ombudsmanés Office and

f) Encourage feedback, both positive and negative
4.2 Employees

a) Whilst mployees must provide honest accounts and report this fagtertant that no
admission or agreement as to responsibility for any acts or omissions by employees be m
this may prejudice any investigation or insurance coverage.

b) Report to the Magirag Director immediately any complaint that poses an insurance exposur
other risk.

c) Abuse or Neglect
i.  Immediately report to the Managing Director.
ii.  Contact the National Disability Abuse and Neglect Hotline.

iii. Contact the Police when any suspectddadtegty is taking place, or where life is
endangered for advice on how to proceed.

d) When responding to any complaint adhere to the following principles:
I.  Transparenfollow procedures and document actions and outcomes (COIN).

ii. Fairdocument evidence and facts from all relevant parties. Complaints will not prejudic
complainant or respondent with respect to any form of retribution.

iii. Confidentiatespect complainantl aespondent privacy.
iv. Resolvecommit to achieving a solution.
v. Boundariesefer to external services as required.
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5 Definitions

Complaintanything that tromplainanperceives as unfaimakes them unhapplssatisfiear
concernedManyomplaintsanbe resolved immediately and are conciliateld dyaitpo whom the
complaint was reported. Complaints that are not resolved immediately or remedied immediately
agreed action being implemented will move to a formal complaint and maty iredotidids

Formal Complaint @rievancea formal complaint raised by an emptoy@ente¢o an employer.

Witha formal complaint griavance, there is usuadlgreoudbreacte.g. of theerms and conditions of
employmentpolicies oproceduresThis may include legalities involved with pay and conditions,
discrimination, bullying and harassnsmititién requires the involvement of manageextetnal
conciliatiorincludes complaints that could not be resolved inforn@ilysitiered as serious or that
pose a ris&.g. insurance, financial, reputation, health and@af@gints of this type will be reported to
the Managing Director.

Riskthe likelihood and consequence of a potential injury or harm occurringaVinid/arkyHealth
and Safety concerns / incidents and/or exposure to insurance claims or legal action.

Complainanthe employee or volunteer who has a coacessoand is makingcamplaint

Respondenan employee or volunteer who is accusedonypliaghant of a breach of anyrelat&d
policy or procedufée person who is the subject or reason for the complaint.

Workplace Bullyings repeated unreasonable behaviour, direct or indirect, whether verbal, physic
otherwise, conducted by sopeor persons against another or others in the course of employment t
creates a risk to health and safety. It includes behaviour that harms, threatens, victimises, intit
offends, degrades or humiliates a worker, possibly invitatkieodotients or customers.

Reasonable management action that is carried out in a reasonable way is not bullying. An emg
manager can: make decisions about poor performance, take disciplinary action, direct and control
work is carried out. Mansegg action that is not carried out in a reasonable way may be considered bull

Refwww.safeworkaustralia.gov.au/bullyiwdfairwork.gov.au/empleggtements/bullyamgharassment
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Policy5.0 Service Access

1. PolicySummary

Who BIZLINKraployeeglientsprospective alisa n d  cslippod networks

What Entry (registration), exitrédestration) and suspension actiVitiest out the
circumstances and conditions people can access and maintaiil @i fvice
or no longer have access to a service with.BIZLINK

How By establishing guidelinestoy and exit critéhat areonsistent with contrac
obligations with the Department of Social Services and with the purpose
Applyngentry and exit procedures in a fair, equitable and consistent mar
Consequence of BreaBneaches of this policy may resligtiplinary action,
to amlincluding termination of employment, or other necessanAnsspensé.
is violent or aggressive to our staff or othbessusgended or exitedlice wi
be called if needed and legal adtidiaken if requed.

Resources NSDS Service Access
Disability Services Act 1986(Cth), School Education Act 1999 (WA)
Department of Social Services Funding Déaiielikes
BIZLINK Policy oRights Prevention of Violence and Aggres&mmaging
Challenging Behawis

Approved 26/03/2021

2 Policy Statement

BIZLINK will take reasonable steps to apgliscnonnatory procedures in respect of age, gender
identity culture, heritage, language, faith, earuntdtio(LGBTQ|)relationship statusdmability.

People with disability who are seeking a service will have access to BIZLINK based on relative r
available resources.

3 Eligibility Criteria

3.1To be eligible or maintain eligibility for BIZLINK services clients must:

a) Have completed schodhe end of the year they turn 17 years or comply with the school leav
age requirements. Students undertaking an approved school to work transition program are
from this requirement.

b) Be able to work a minimum of 8 hours per week and/chithaik themirs as defined by the
Department of Social Services.

c) Live in the BIZLINK Employment Service Area (ESA) or if they live outside of this area hav:
an informed choice and it is reasonably practical and within the resources of BIALINK to pr
service.

d) Have or be willing to undertake, a Job Capacity Assessment (JCA) and/or an Employment S
Assessment (ESAt) as required.

e) Meet the target group defined in this policy.

f) Agree to follow BIZLINK policies especially the Padiegntion of Violence and Abuse and
those in the Policy Summary Manual.
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9)

Be supported by their support net wor k, v
maintain open employment and where a support network is involved, they are considel
relevant BIZLINK policies.

Be willing to provide personal information, including income details, to BIZLINK and
government departments as required fromtitnmae

Be motivated to work and/or to develop skills to become work ready.

Cooperate thiBIZLINK employees in agreed employment preparation, job search and job su
activities including activities detailed in their Job Plan.

Be able to travel to work independent of BIZLINK, following transport training provided by E
or another sece if required.

Live in stable accommodation arrangements with access to a telephone, or other agreed r
to maintain regular communication with BIZLINK.

Not be in receipt of services from another Disability Employment Service or private
managenmd service upon acceptance by BIZLINK.

Understand and observe the circumstances where BIZLINK will suspend or exit clients f
service as detailed in this policy, i ncl

3.2Target Group

Service eligibilitgetby the Disability Services Act 1986 (Cth), which defines the target group as a pe
with disability that:

Is attributable to an intellectual, psychiatric, sensory or physical impairment or a combine
such impairments

ispermanent or likely to be permanent and

results in a substantially reduced capacity of the person for communicatiomgdiigyning or
and the need for ongoing support services.

4 Unacceptable Behaviour

Each of the following apply to BIZLINKeits officv e hi cl es and empl oyees
employed or undertaking vocational development, and other sites or places of agreed activity:

a)

Challenging Behaviours as detailed in the Policy on Managing Challenging Behaviours.
Theft from officeghicles, employees or other persons.
Wilful damage to property.

Violence, intimidation, threats, aggression, yelling, swearing, damage, verbal abuse,
harassment, physical assault.

Endangering others through acts or omissions cdefiltkyad or intentional.
Refusing to cooperate or participate in agreed activities.

Not attending scheduled appointments or work without a valid reason, and where requ
evidence for that reason e.g. Medical Certificate.

Leavingwrk duringwork hos wi t hout the empl oyer6és kno\
Refusing to follow lawful instructions from supervisors.
Refusing to accept agreed BIZLINK support and assistance.
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k) Resigning from a position secured and supported by BIZLINK without first th&iussing wi
Coordinator.

l) Declining a job that is within the range of jobs agreed to and documented in the Job Plan. Fo
with Mutual Obligation Requirements not accepting such job offers may mean income s
payments are stopped.

5 Entry Procedures

5.1Geneal Procedures

a) Entry procedures aim to be in accordance with the Department of Social Services Guidelir
theNational Standards for Disability Services

b) BIZLINK will aim to ensurestieoésshe most appropriate service, which may include referral
to another service.

c) BI ZLI NK policies wildl apply to the <clie
involved.

d) dlients must meet the eligibility criteria detailed in this policy.
e) BIZLINK has Zero Tolerance of Violence or Aggressiibed in this policy.

f) BIZLINK may reject the referral and/or will refer to a more appropriate service or if a
registered, suspend or exit from BIZLINK in accordance with the Exit procedurfeain this pol
clientdés | ob r eppottareafecked by any & thefollowngme nt s

I.  Unacceptable Behaviour as detailed in this policy
ii. Unstable living arrangements

iii. Getting to and from work or opip@mirdaments by their own means, following transport
training.

iv.  Medical fitness for work i.eicalezkemption
v. Drugsor alcohol

vi. Other barriers or circumstances that are beyond the scope and expertise of BIZ
employees

5.2Zero Tolerance of Violence or Aggression

Our staff are here to help and have the right to be treated with respect. BIZLINK is committed to |
a safe, healthy and respectful workplace for our staff and visitors. We will not tolerate unacc
behaviour as detailed in this policy,idyeoRdChallenging Behaviours and the Policy on Prevention ¢
Violence and Aggression.

6 ExitProcedures

6.1 General Procedures

a) Exit procedures aim to be in accordance with the Department of Social Services Guidelines
National Standards for Disal@lityc8s

b) Clientswill beadvised of any exit reason in writing or other manner that meets their indivi
needsExit reasons not specified within this policy, such as those related to spewific guideline
beprovided in writing and/or explained on registrationwbetiyeos is a change that will
affect the client.
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c) Clientswillhave access to information regarding instances where they can voluntarily exi
service, for examjés agreed and aksd that:

i.  Assistance to find or keep &job longer required

ii. Participation requirersemé removendlr ar e .fivol unt aryo
iii. Needs have changed
iv.  Another service is more appropriateetimdividual needs

d) Clientsnustalways meet the eligibilityrierite this policyhe they do not meet tiréeria,
theywillhavethe opportunity to modify the behaviour or circumstance to maintain eligibilit
services wherever practical provided the actions required are within the skills and resou
BIZINK.

e) Unacceptable behaviour detailed in thisgroéisylt in spension or exit
f) Clientzanappeabr compla@s pethe Policy on Feedback and Complaints.

7 Responsibilities

7.1 Management

a) Ensure policies are readily available to employees, dibsatstakeholdeis a format that
meets their individual needs.

b) Monitor that eligible applicants are registered in accordance with this policy.

c) Decide when referral to another service is required to meet individual needs.

d) Decide when suspension oraritequired.

e) Monitor thauspensions asegits are in accordance with this policy.

f) Refer to the Policy on Managing Challenging Behaviours, Policy on Prevention of Violen:

Aggression and Policy on Rights to support decisions.
7.2 Employees
a) When eligibility critésiaotmet oforunacceptable behaviour:
I.  Complete appropriate investigations and take actions .as required
ii.  Inform the Site Manager

ii. Provide the client, and their support
oppatunity to discuss changing the behaviour or circumstance to maintain eligibility or
suspension or exiting the service explained.
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Policy5.1 Managing Challengigghaviars

1. Policy Summary

Who BIZLINKemploges, clientsprospective alts c | i ent 6 s s ang
stakeholders

What To defineChdenging Behaviours and progdetance to employees on
management of Challenging Behaviours.

How By providing guidance on how to deliver services to clients with challeng

whilst minimising risk or harm to employees and others. ldentifying

challenging ebaviours that clients may displpgcifiig strategies an

performance standards in the management of chedlengmngs

Consequence of BreaBneaches of this policy may result in disciplinary ¢

to anlincluding termination of empldyaresther necessary response.

Anyone who is violent or aggressive to our staff or others may be suspel

Police will be called if needed and legal action taken if required.
Resources NSDSL Rightand5 Service Access

Occupatnal Safety drHealth Act 1484A)

Department of Social Sernbees and Guidelines

BIZLINK Policy &ightsPrevention of Violence and Aggredsiuvite Access
Approved 26/03/2021

2 Policy Statement

Clients that demonstrate challenging behaviounsawdgee promptly and appropriately, having due
regard for the human and legal rights of the client, the rights of any other person(s) affected by the
and any duty of care obligations.

3 Incident Management

3.1 Management, Employees and, where ap@j&iakeholdersust:
a) Immediately report all incidents (including near misses)
b) Refer to the following documents for incident management and reporting:

I.  Complaint or Incident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Répo

4 Responsibilities

4.1 Management

a) Ensure policies are readily available to employees, clientstakehotlders a format that
meets their individual needs.

b) Allocatsufficient resources that BIZLINK can practically provide or procure from other sour
implement the plan.

c) Appoint an appropriate employee or external consultant, if the necessary expertise is not a
within BIZLINK develop plan.

d) Considetisks andskmitigation strategies.
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e)

Suspend or exit the client where necessary in accordance with the Policy on Service Acce
Policy on Prevention of Violence and Aggression.

4.2 Employees

a)
b)

c)

k)

Promptly investigate reports of challenging behaviours.

Invole the Mnaging Director in any matsarsgards exposure to risk or hazards that may arise
from the behaviour.

Record the reported inc{dantluding a description of the challenging behaviour, the time an
place, and the antecedents (the evenig lgado the behaviour that may have been possible
triggers) and the consequences (the impact of the behaviour on the clieReancdahgrs).
future occurrences of the behaviour or other challenging behaviours

Involve the clieetmp | oyee( s) , support net wor k, wh e
behavioural consultants (where required) in the developmentled pl@ashowdnto

improve or extinguisé challenging behaviour, including an analysis of tistypatibienan

agreed strategy for intervening and measurable behavioural goals for the client.

Wit h t he crovideacopy sfthe man ® allrparties ipvolved in its development.

Employees or clients can contact the Complaints, Res8latemahServi€@RRS)or other
appropriate government department or external service, for information to resolve or pre
complaint.

Take preventive action by assessing ris
recording and implenmgnactions to minimise and control risks.

Communicate to relevantaraes and record details io tha etestindosmation regarding
challenging behaviours and assatskta$essment.

Avoid | abelling cl i enthisisiragpropriatedndfails toracogniper
that people can be impacted by their environment, health, our actions or inactions and othel
that we may or may not be awamgptément effective management of challenging behaviour b
developingnunderstanding of the person and his or her past and present experiences.

Inform clients and otbkeholderthat in accordance with the Policy on Service, Access
Bl ZLI NK regards violence and aggression
suspension or exit from the service.

Complete reporting requirements as per the Department of Social Services Guideline on St
Participants with Challenging Behaviours.

5 Definitions

Complaintanything that the complainant perceives as unfairemakegsppy or dissatisfied with the
service of BIZLINK.

Risk defined in the Occupational Safety and Health Act 1984 (WA) as the probability of injury c
occurring.

Hazarddefined in the Occupational Safety and Health Act 1984 (WA) as raiaytihasyllthét (a)
injury to the person; or (b) harm to the health of the person.

Challenginddehaviour

a)

Behaviours demonstrated by a client which are of such intensity, frequency or duration tl
physical safety or emotional wellbeing of tbe aiens is placed at risk. The behaviour limits
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the clientés ability to participate or
experiences. The behaviour may interfere with the acquisition of new skills and lee
opportunities.

b) Depament of Social Services Guideline on Servicing Participants with Challenging Beha
definesas behaviouthat any reasonable person would consider unacceptable or hostile, tl
creates an intimidating, frightening, offensive or physically dangerous situation in the workg
other location.

c) Challenging behaviours may include but are not limitkoWmthe fo

Vi.

Vii.

viii.

Xi.

physical violence against a person such as hitting, kicking, punching, spitting on or th
objects at a person

acting in a way that would cause a person to have a reglgsindaledssault was
intended @dopting a physical position or state and/or producing an object that a reason
person would consider the action constitutes a serious and imminent threat of ph
violence

damaging, defacing or destroying priopentyonally or through inappropriate and
aggressive behaviour, such as throwing objects or punching and kicking property

swearing; making offensive noises or gestures; inappropriate or suggestive comme
vilificatiomgral or written threats inguemail or social media, abuse or harassment,
inappropriate touching or stalking

threatening suicide, or causing injury to ergeselfing

persistent refusal to follow necessary treatment procedures for medical conditions st
epilepsy, diabetesoot her condi tions that, i f not
health

persistent refusal to comply with psychiatric treatment including appropriate us
prescribed medicines that when not taken can lead to poor mental health inclu
hosptlization

persistent refusal to participate in agreed empdbgtee @ctivities

creating a nuisance in public, including begging, harassing, soliciting or engaging in ci
activities

extrememanipulativdehaviour, including mischievous acausag@inst others,
inappropriately engaging emergency support services or persisiagtth@gervices
of BIZLINK

anyothetbehaviour that is deemed inappropriate and warrahstaneing recorded.
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Policy5.2 Prevention of Violence and Aggression

1.

Policy Summary

Who BIZLINKemploges, directors, contractors, voluntkenss pr ospect i
support networkssitorandstakeholders

What BIZLINK ha=ero tolerancdéworkplace violence and aggreBsinNK is committer
providing a safe and healthy working environment free of violence or aggres:

How By defiing behavioudeemed asvorkplace violence and aggressiomraviding

guidelinem the managementvofkplaceiolence arafgression
Consequences of BreaBheaches of this policy may result in disciplinary action
including termination of employmetiteonecessary respoAsgclientvho is violer
or aggressive ynhe suspended or exiRaldice will be called if needed and lega
taken if required.

Resources NSDS Rightand5 Service Access
Occupatnal Safety and Health Act(1@8y
Department of Social Sernbees anGuidelines
BIZLINK Policy dtightsChild Safety and Wellbeliwllenging Behavipo&@srvice
AccessCode of ConduBard Code of Condieigedback and ComplaiBtaploye:
Complaints

Approved 26/03/2021

2 Policy Statement

BIZLINK employees have the right to a safe and healthy work environment free from violen
aggression. Violent and aggressive behaviour is a work health and safety issue, is is1aaiceptable &
toleratedBIZLINK will not tolerate any form dae®rkplence and aggression by any person, including
clients, t he clientéds support net wor k, c a

services/employers and work colleagues. BIZLINK will take action to minimise any risks and wil
anybreaches of this policy result in action including criminal charges to protect our staff and stake

3 Incident Management

3.1 Management, Employees and, where appli&hlesholdersust:

a) During an incident:

Remain calm

Isolate the area and remowmiadicessary persons

Assess the situation, maintain safe distances and note the exits

Attempt to eescalate the situation using verbal techniques where appropriate
Ensure safety and wellbeing of self and others

b) Immediately report all incidents (incledingisses)

c) Report all security breaches, dangerous or potentially dangerous situations, incidents of vi
aggressive behaviour, any safety or security issues that come to their attention

d) Refer to the following documents for incident managespertiragd

I.  Complaint or Incident Notice (COIN)
ii.  Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report
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4 Responsibilities

4.1 Management

a) Ensure policies are readily available to employees, clientstakehotders a format that
meets their individual needs.

b) Ensurgas reasonably practicabkecure and safe work environment.

c) Provide training on preventing and controllingioleksef and to respond tesdalate and
defuse situations.

d) Implement a process and procedurk &msessment and response

e) Coodinate necessary respomisie relevant parties and authorities.

f) Refer toelevant policies and Department of 8odizdsSGuidelinessupport decisions.
4.2Employees

a) Be familiawith relevant risk assessments and proeedngput themselves at risk.

b) Follow safe work practices and comply with health and safety instructions.

¢) Avoid working in isolatibrerever possible. Where this is not possible, discuss risk mitigatit
strategies with t8#e Manager

d) Ensure that contact appointments with clients, especially registrations or first contacts, tak
at a BIZLINK site with at teastaff present

e) Document any incident or near miss in the client notes and on a Complaint or Incident
(COIN). Managers can assist and advise if a COIN is required.

4.3 Stakeholders
Not put themselves at aisét 6llow safe work practices and comply with healiétyanstructions.

5 Definitions

Workplace Violence and Aggressagtions and incidents that may physically or psychologically hari
another person. Violence and aggression are present in situations where employees and/or other p
threatened, attacked or physically assaulted at work. Examples include, but are not limited to: verbal
or psychological abuse; threats or other intimidating behaviours; physical attack, such as hitting, f
pinching, biting, grabbing, pgistti scratching; aggravated assault; threats with a weapon or objec
throwing objects / furniture; sexual harassment, sexual assault and any form of indecent physical ¢

Hazardanything that may result in injaerson or harm the healdpefson.

Stakeholdemeansany interested party includimgnts, employers, funders, client's support network,
referral sources, contractolsnteers, community senaogperson or organisation who engages with
BIZLINK and directly or indiveitlyur clients.

Riskis the probability of injury or harm occurring.
Near Misgan event that did not result in injury, illness, or damage but had the potential to do so.
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Policy6.0Service Management and Quality

1. Policy Summary

Who BIZLINKemployees, directazentractors, volunteaignts prospective clien

client 6s sndgigieholders net wor ks

What To continually imprdke effectiveness air quality managemsydtemand

achieve the highest standard of individualized service for peopls.with di

How By establishing guidelines for effective and accountable service man

leadership to maximize outcomes for individuals. @dathpllgengriorities &
conditions within the current government funding agreement, governn
standards, and international quality standards.

Consequence of BreaBneaches of this policy may result in disciplinary ¢
to an includingng@nation of employment, or other necessary response.

Resources NSDS Service Management

ISO 9001Quality Management Systel8© 27001linformation Secut
Managemeniational Standards for Disability Sefisabity Services A
1986Cth)
All Pécies

Approved  26/03/2021

2 Policy Statement

BIZLINK ainte maintaia level of service quality that meets or surpasses the expectations of our cli
and othestakeholderSmployees are committed to this policy and continually improving the effectivel
of our quality management system.

3 Quality Objectives

1.
2.

N o o bk~ w

Satisfactiorachieve a high level of client and employer satisfaction with BIZLINK services

Certificationmaintain National Standards for Disability Services and ISO 9001 certification
comply with ISO 27001

Performancenaintain high performance to i2isability Employment Services panel selection
Safeprovide a safe and welcoming work environment

Integrityoperate with honesty

Continuous Improvemestrive for service excellence and opportunities to improve

Service Excellengecluding:

A Matching jsldo client skills, potential and informed choice
A Securing sustainable employment with quality employers
A Achieving hours of work that match client capacity

A Securing award level pay or matched to productivity

A Support that meets the needs of the cliemptoyke

A Persorcentred and respectful of privacy
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4 Information Security Objectives
1. Confidentialityreat information in accordance with the Policy on Privacy and only disclose
permission or ensure each individual has an understanding of the intended use of the inforn

2. Privacr espect privacy and upho lathersaatitformatod i v |
and other identifying information will not be disclosed

3. Integrityprotect data and information against unauthorised alteration or destruction

Availabilityprovide authorised users with timely and reliable access tof@lZuthi¢is€d
purposes

Responde capable of responding to a data breach and protect information and physical as¢
6. Continuous Improvemeuanderstand our operational risks and implement adequate controls
prevent identified risks. Commit to continwvahmapt@as cyber risks change and develop.
5 Responsibilities

5.1Managing Director

a) Provide reports and advice to enable the Board of Directors to govern our service and mor
performance against legal or contractual requirements, figaatgs and

b) Ensure BIZLINK

I.  maintains Disability and Quality Management System Certification

ii. complies with ISO 27001 Information Security Management

iii. has a current Strategic Plan

Iv. has a policy for each National Standard

v. has a Disability Employment Steatdgy Indigenous Employment Strategy
vi. has a Business Continuity Plan
vii. has a Fraud Control Plan

5.2 Quality Manager

a) Document the Quadind Information SecuBbjectives in tid@uality Policy Staterfehts
PolicyandtteQual i ty and | SM Manual 6

b) Undertake or oversee audits and record the performapeaiMamnmagemer8ystem and
continuous improvement initiatives.

c) Provide access for all employees to the QRC meeting minutes, relevant Local, State
Commonwealtlo@rnment legislation, standards and regulations.

5.3Manages

a) Ensure policies are readily available to employees, clientstakehotlders a format that
meets their individual needs.

b) Provide opportunities for clients andtattedroldets providdeedback on how BIZLINK is
managed

c) Recruit employees with the relevant skills, values and training to assist people with disal
secure and maintqualityemployment.
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d) Provide training opportunities for emptoyeest our quality objectivdsuaderstand their
obligations and responsibilities.

e) Promote a culture that respects clierstalketibldersght to raise complaints and/or provide
feedback, both positive and negative, regarding BIZLINK services. To use such feedbac
mechanism tmprove service.

5.4Employees

a) Encourage clients and ost@keholdet® participate in annual general meetinégs;taatis
surveys, qualitycits and other opportunities to give feedbawlBIZLINKs managed.

b) Continuously imprgyarsonaskills and knowledge through training, performance managemel
and relevant ustry qualifications

c) Improve service to clients by responding to fesdisicly auditarsd proactively contributing
to continuous improvenaetivities.
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Policy6.1 Board Code of Conduct

1. Policy Summary

Who Directors upon filling a Board vacahegted to the Board of Directors.

What Toset out a code of conduct to govern the decisions and actions of
Directors, the Bodrd.ensure BIZLINK implements effective and accounta
governance and leadership

How By providirguidelines for Directors to ensure tirethadbest interests of BIZI
and in accordance with their statutory and fiduciary .obligations
Consequence of BreaBneaches of this policy may result in disciplinary
to an includimismissal from the Bpardther necessary response.

Resources NSDS5 Service Management
BIZLINK Constitutidissociations Incorporatidn2B8tBWA) Disability Service
Act 1986 (Cth)
All policies

Approved  26/03/2021

2 Policy Statement

The Board is committed to the establishment and maintendca ofiharetand is proactive in the
prevention of fraud, corruption or other illegal activities. The Board requirsétatviractor
ethical manner and upholds each standard of behaviour and any other requirement of this Code of
At all times Direstavill act in the best interests of BIZLINK and in accordance with their statutory
fiduciary duties. Directoils belve in an acceptable manner in all their dealings afitheany
stakeholdef BIZLINK and the general community.

3 Incident Management

3.1DirectorsManagement, Employees and, where appli&ihlesholdersust:
a) Immediately report all incidemtisiding near misses)
b) Refer to the following documents for incident management and reporting:

i.  Complaint or Incident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report

4 Code of Condu&uidelines

4.1 Revenue raising / biddifgy contracts

BIZLINK can access funds from Government grants and contracts as well as from donatio
sponsorships. The bidding for, or acceptance of, any revenue source or the undertaking of any
fundraising will be considered by the Bumw i

a) The extent thainderequirementsfect theriorities, objectives, values or any other matter the
Board views as vdald whether such changes are worth acBeptioglarly as regards the
capacity of BIZLINK to run isslaginesssecuring and maintaining quality employment for
people with disafilit
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b) BIZLINKs a nofforprofit,Public Benevolent Institution (PBI) with charitable status as per tf
ACNC Charity Regist&e Board will consatgy potential impact on this status.

4.2 Financial accountability and solvency

The principles of good corporate governance apply in equal-forpeofiisndhilst Directors are
volunteers, they are ultimately responsible for ensuring the effeativce gbBIZLINK. As the
Australian Government predominantly funds BIZLINK, it is important resources are managed pi
Direct®; regardless of their area of expertise, must take reasonable steps to prevent trading
insolvent or becominglvest.

4.3 0bligation to disclose fraud, corruption and other illegal activities
a) Directormustdisclose any suspected or actual fraud, corruption and other illegal activities.

b) A Director charged with an offence, or convicted in court of amystffieneetely report
the fact and circumstances of the charge or conviction in writing to the Chairman.

c) Where a Directaishesto withhold this information, allowable only in circumstances whel
BIZLINKs notaffectetby the charge or conviction, the Diseetpiired to retire from the Board
with immediate effect.

d) The Chairman wildkedecisions regardimbethethe charge or conviction is relevant to their
role as a Director. The Chairman will take due disclosure and appropriate documentatior
actng to preserve the right to privacy of the Director so charged or convicted.

e) Directors will refePuicy on Fraud and Corruption Qonélation to such matters.
4.4 Declarations of conflict of interest

a) In contributing to decisions and aetiensby the Board, Directors will act honestly, in good faitt
and in the best interests of the Board, BtHefE<and the community.

b) Directors will not allow personal interests or the interests of any associated person to conf
the interestsf BIZLINK.

c) An actual conflict of inteedistinguished by such an interest tctangpur a person or
organisation where there is a private interest.

d) The Boaravillresolve the conflict of interest. Depending on the nature and circumstances o
conflict, the Board may:

i. Take action to ensure that the relevant Director does not have access to BIZLINK infor
that is relevant to the conflict.

ii.  Require the Director to remove themselves from discussionsmakiegistevant to
the matterdhis the subject of the conflict.

iii. Take steps to ensure that deliberations of the Board are not influenced by the conflict

iv. Deemt he Director 6s i-mgkingandissrecaieinectaissa ri yn ptua
whileconsiderindpedeclaredonflict

e) Where declarations of a conflict of interest are maalBaaningeetinguch declarations,
discussions and decisions wdthdemented in timénuts.

f) Declarations of a conflict of interest will otherwise be reported to the Cleainmeaeaind do

g) Directors are to consider whether other activities impose an ongoing conflict of interest th
interére with their abilitypé&otigpate in Board decisiwaking or their ability to prépasnd
reguldy atten@oard meetings.
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4.5 Promotion marketing and other communication activities

a)

b)

c)

The Board will ensure that any commercial business or sponsorship that it authorises will n
the reputation of BIZLINK and is commensurate with its objectives and values.

Directorsvillensure that coments to the media about BIZLINK are made through the Managir
Director and/or Chairmbithis is not possilelg).due to their availability, a Director who is
knowledgeable on the matter may cofolognihg consultation with the Managing. Director
Drectos musadvise the Managing Director of any media comments piasboal as

Directorsnusinot make or authorise a statement to any media or entity or person, which, to
knowledge, is false or materially misleading.

4.6 Reporting and consequesoaf norcompliance

a)
b)

c)

Refer ay issues or matters related to this Code of Conduct to the Chairman.

The Chairman will initiate and facilitate discussion and arrive at the agreed actions with the
or individual Directors on such matters and suchith&igownsth due consideration to relevant
BIZLINK policies, procedures, constitution or other guidelines, regulations or legislati
appropriate.

Where such matters require account, the decision and theallegsimocess will be
recorded. This ynee minutes of meetings or other forms related to risk or quality managen
routinely used by BIZLINK.

5 Responsibilities

5.1Directors

Understanthe roles antesponsibilities of a Director and thbusoress and strategic
objectivesf BIZLINK and the legislative and contractual framework in which it operates.

Actas an ambassador in their public and private dealings with other persons or organisatio
promad BIZLINK values, aims and objectives.

Not making improper use of information gained through their position as a Director to gain,
or indirectly, an advantage for themselves or any other person or entity, or cause detrin
BIZLINK.

Prepae for Board meetings and agenthny Board etiegs as possible and teap@liogies
in advance if unable to attend

Seek additional information, including expert and independent legal and financial advice,
necessarip makevellinformed decisions.

Acceptaskghey are competent to performagisthstorily complahy tasks allotted to them
by the Board within the agreed period.

Ensure civities such as entertainment, functions and travel with its associaegtezpenses
justifiable in terms of appropriately promoting the interests of BIZLINK.

Not seek any form of reward or remuneration for any work undertaken on behalf of BIZL
relation to nanonetary gifts, a gift of any nature must not call intchquessigrity of the

Board or Directors. A Director may accept a gift or benefit where it does not influence, or h
potenti al to influence, I n such a way as
integrity and impatrtiality or to creatdli@t of interest or perception of a conflict of interest.

Monitor and review the current and future financi&b positiche organisation is solvent.
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i) Apply the highest standards of personal anddutetgrity their dealings vattystakeholder
BIZLINIKemployees, volunteers, clieli@asupport networks, advocates, employers, funder and
fellow Directors.

k) Not verbally, physically or emotionally abuse, threaten or stakedohigyf BIZLINK ph
have sexual relationshipsanigiclient.

) Support zero tolerance of child abuse an

m) Support zero tolerance of any form of workplace bullying and that Work Health and Sa
everyoneds responsibility.

n) Take reasonable steps to ensurethe safety and health and to act in ways that protect the
safety and health of ather

0) Observe the BIZLINK policies related to avoiding all discriminatarydfivaaijgieslding of
human and legal rights and equal employment opportunity.

p) Observe gnconfidentiality guidelines established by thid@oamdroperly disclose or allow
disclosure of any confidential information cha@igBdardduties unlegbat disclosure has
been authorised. Confidential information received byllrimp&oesd duties remains the
property of BIZLINKke reasonable steps to ensure the confidentiality of information storec
transmitted in any form.

5.2Managing Director
In addition to the responsibilities of a Director:

a) Ensure Directors can readitgss information e.g. legislation, contracts, standards, constitutic
and policies relevant to their duties as a Director.

b) Provide new Directors with an induction package.

c) Provide timely and accurate financial data, information and reports esabguibad ¢tors
to make informed decisions regarding finances and performance and/or to seek further ane
explanations of any matter.

d) Maintain records of all Board meetings.
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Policy6.2Code of Conduct

1. Policy Summary

Who Employeewolunteerand contractors.

What To set out a code of conduct to govern the decisions and actions
employeesolunteers and contracidne policy focusesgpernformance aities,
behaviours anesponsibilitiebo ensuremployees, volunteers and contractc
at all times, in the best interests of BIZLINK and in accordance with the
their role and job description.

How By providinguidelines for employedunteer and contwaperformance of th
duties, behaviours and responsibilities
Consequence of BreaBlneaches of this policy may result in disciplinary
to awlincluding termination of employment, or other necessary response

Resources NSDS Service Management
Disability Services Act 1936)

All policies

Approved 26/03/2021

2 Policy Statement

The BIZLINK Board, management and employaeesrégted to the establishment and maintenance
of an ethical culture and are proactive in the prevention of fraud, corruption or other illegal ac
BIZLINK management requires engphglaeateers and contractdyshave in an ethical manner and
uphold any other requirement of this Code of Toaduah. the best interests of BIZLINK and in
accordance with their job descriptioinactpolicies and procedurBsbehave in an acceptable
manner in all their dealings wistaksholdef BZLINK and the general community

3 Incident Management

3.1 Management, Employees and, where appli&Galesholdersust:
a) Immediately report all incidents (including near misses)
b) Refer to the following documents for incident management and reporting:

i.  Complaint or Incident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report

4 Code of Conduct Guidelines

4.1 Obligation to disclose fraud, corruption and other illegal activities

a) Employeewolunteers and contragtarstreportany suspected or actual fraud, corruption and
other illegal activities.

b) An employee, volunteer or conthatged with an offence, or convicted in court of any offence
must immediately report the fact and circumstances of the charge ior watiagtio the
Managing Director.

c) The Managing Director will make decisions nétfa@dihgrge or conviction is relevant to the
ongoingngagement of the employee, volunteer or coht@ditanaging Directortai
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action in accordancénwélevant policies and contratilst acting to preserve the right to
privacy of themployee, volunteer or contisirarged or convicted.

d) Refer to the Policy on Fraud and CorruptiorfdCsatioimatters.
4.2 Promotion, marketing and other commation activities

a) Any commercial business or sponsorship must be authorised by the Managing Director ar
be commensurate with the objectives and values of BIZLINK.

b) Employees, volunteers and contracistrensure comments to the media aboutBEiHdi$K
are made through the Managing Director. If this is not possible e.g. due to their availabi
employee who is knowledgeable on the matter may fobowmentconsultation with the
Managing Directbine Managing Directarst be adviseflany media comments as soon as
practical.

c) Employees, volunteers and contractsisot make or authorise a statement to any media or
entity or person, which, to their knowledge, is false or materially misleading.

d) Email communication will be in accowddntiee Policy on Information Security Management
and the Policy on Information Technology and Cyber Safety. BIZLINK email is BIZLINK inte
property. The Managing Director can agthmigs® be checked or monitoredyatime

5 Responsibiligs

5.1 Management

a) Ensureemployees, volunteers and contraetoneadily access information e.g. guidelines,
standards, policies and procedures relevant to their duties.

b) Provide an induction for new emphoaeslunteers
5.2EmployeesVolunteers and Contractors

a) Acquire levels of knowledge about thrisimessral strategigbjectivesf BIZLINK and the
legislative and contractual framework in which it opdniteslades to individual job
requiremengnd contracts

b) Act in accordaneéth the charter, values, proceduwksiesjob descriptioand contract
including understanding of individual role and responsibilities

c) Cooperate with management, emploghegeerand other services to promote and deliver
quality services to clients.

d) Act as a representative of BIZLINK in their dealmifyerptirsons or organisations and
promote BIZLINK values, aims and objectives.

e) Not make improper ustheir position mformation gained through their employment to gain,
directly or indirectly, an advantage for themselves or any other personausentietriment
to BIZLINK.

f) Not expose BIZLINK doesse consequences leggl action and/omirace claimdue to
their actions or inactions.

g) Report any suspected or actual fraud, corruption and other illegal activities committe
themsels other employe@slunteers, contractoranystakeholdéhat may affect BIZLINK.

h) Only aceptaskghey are competent to perdmhsatisfactorily complete any task allocated to
them bBIZLINK or their manag#hin the agreed period.
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Demonstratmtegrity and humanity and observe the BIZLINK policies related to avoiding
discriminatory practices including those redaamglaxe bullyitige upholding of human and
legal rights and equal employment opportunity.

Present themselves in a raatimat is appropriate to the duties undertaken and that will not ca
clientor BIZLINK in a negative light.

Not smokexcept in designated smoking areas and at appropriate break times

Not consume or lredertie influence of alcohol*; take umdmthe influence of illegal drugs
or legal drugkatmay similarly impaerformance and/or judgembitsundertakinglZLINK
business or otherwise representing BIZLINK.

*Functions that allow the consumption of alcohol, whether during or &fberdusheres
the employe&olunteer or contraa®Qr could be viewed as a BIZLINK represemiative,
meethis Code of Conduct.

CompletéhePolicy Acknowledgement form to agyedynent to comply.

Apply the highest standards of persndatand integritg their dealings with stakeholder
BIZLINKemployees, volunteers, clielsiisupport networks, advocates, employers, funder
and Directors.

Not verbally, physically or emotionally abuse, threaten or $takedohieyf BIZLINK, not
have sexual relationships with any client.

Support zero tolerance of child abuse an

Support zero tolerance of any form of workplace bullying and that Work Health and Sa
everyonsbidtg. respon

Take reasonable steps to ensure their own safety and health and to act in ways that prot
safety and health of others.

Encouragelients and oth&takeholdets raise issues or concerns and seek to resolve them in
a northreatening, ndafensive manner.

Ensure ivities such as entertainment, functions and travel with its associaestezspenses
justifiable in terms of promoting the interests of BIZLINK.

Process asts incurred whilst undertaking BIZLINK business in accordiayCialiiy
Procedussand the Policy Bmancial Management

Only use BIZLINK premises, vehicles, equipment or other resources as required to
employment obligations and in accordance with any associated policies.

Adhere to the PolicyPoivacy andhimproperly disclose or allow disdbanyconfidential
information receididingemployment, unless that disclosure has been authorised by BIZLIN
Confidential information receluedgemployment remains the property of BIZakeK.
reasonable steps to ensure the confidentiality of information stored or transmitted in any for

Completthe Information Security Declaration form to signify agreement to comply.
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Policy6.3 Employee Recruitment and Selection

1. Policy Summary

Who BIZLINK employeeslunteerand prospective employees and volunteers.

What Toset out the recruitment atetws procedurasmdensure BIZLINK employs
best people to provide our service and meet our legal.obligations

How By providirguidelines on recruitment and selection to assess prospective

against Selection Criteria, Job Descriptions drfeofarenand Reference Ci
procedures

Consequence of BreaBneaches of this policy may result in disciplinary ¢
to amlincluding termination of employment, or other necessary response

Resources NSDS Service Management

EqualOpportunity Act 1084\), Disability Discrimination Act 1992 SEX
Discrimination Act 1(@8#4), Raal Discrimination Act 187 Australiarluman
Right€€ommission Act 1@8#), Minimumr@iitions of Employment Ac(\0No®)3
Fair Work Act 2008()C Privacy Act 1988(Qtlational Employment Stand
Labour Market Assistance Industry A@ard 20

Department of Social Sernbees and Guidelines

Indigenous Employment Strategy, Disability Employment Strategy.
BIZLINK Policy @ode of ConductuBbEmployment Opportunity, Police C
Employee Training and AppraiszdcyEmployee Complaints

Approved 26/03/2021

2 Policy Statement

The Board and management of BIZLINK are committed to recruiting the best employees. We us
open,merkbasedrecruitment and selection system that assesses prospective emplogees agair
Selection Criteria dotb Description and formal Police and Reference Check procedures.

3 Responsibilities

3.1 Management

Policy on E

Ensure policies and information related to the repmotestare readily available to
prospective employees and sithiezholders

Maintain akmployment Contrdot) DescriptioBelection Criteaiad IntervieQuestionfor
each psition.

Maintain advertisarg recruitmemiocedures

Maintain infoiation for prospective applicants including advice on how to apply, an Applicatic
Employment form, salary information including advice on the provision of mobile phone, co
motor vehicle as applicable to the position, Charter and VaNKs of BIZLI

Maintaian Employee Reference Check Report.

Maintain a conditional offer of emplgankageThis will include a Contract of Employment,
Job Description and letter. The letter will include: start date, salary, location and a request to
a airrent National Police Certificate, International Police Check and Working with Children
(or receipt until WWCC card issued) as required for the position and in accordance with the
on Police Checks.
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g) The Managing Director will appoint empkseasn operational need and determine the most
appropriate form and level of advertisement for each vacancy as it arises. The Managing L
will decide whether

I.  Advertisénternally andfexterndy.
ii.  Appoina suitable current employee t@$p.

iii. Appoina suitable external applicant to the position e.g.iagppobactial applicants,
Ahead hunt o or be approached by experi

iv. Considejob sharing, job creation or modification of job descriptioate tthdacilit
employment of a person with disability or Aborigimak dtrait Islander person a
appropriate.

v. Use a recruitment service e.g. for positions such as Accounting, Managemen
Administration.

h) The Managing Director will ensure that applicantsRefapatee Checks, Police Checks and
an Application for Employmantordance with this policy

i) TheManaging Director will choose the selection panel, which will ordinarily consist of the re
Site Manager, Department Manager, and/or the Operations Manager and other senior s
required.

i) The Managing Director will make the final deaighimapplicant to appoihhd applicant
meets the required standards, the position rreadvbdised.

k) The Managing Director may select the next best applicant from the interviewed applicants w
Reference Check Reports or Police Checks aractmyatiEho applicant meets the required
standards, the position may-advetised.

3.2Employeesvolved in recruitment process

a) Adhere tthe Policy on Equal Employment Opportunity, Policy orcRpiRmiGhen Privacy,
Indigenous Employmente&gfyandDisability Employment Strategy.

b) Maintain a record of applicants.

c) Offeran interview tpg@icants whoeet th&ssentigbelection Criteria. The selection panel may
further reduce the shisttto those who have also m&edimbleriteria if the number and
calibre of applicants suggests this is appropriate.

d) Advise applicants as requégarding outcome of applisadiuth offers for interviews.

e) Conduct interviewgth the selection paneln appropriate setting and, as far as practical, on the
same day or consecutive deglsen ot es on applicantds resp-
comparative analysis of appdica

f) Consider shdrti st ed applicantsdé r eagreammsmeeddtheo t h
Managing Directioe applicant who best meets the selection criteria for the position.

g Contact at | east two of Thhereteommeddads
applicanghouldb&vi t h respect to fulfilling the du
claims against the selection criteria.

h) Compl ete a Reference Check Reporositionaasd r eg
discuss the report with the selection panel.
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i) Ensurehe successful applicant retursigned copy of the Contract of Employment and Job
Description and siggphny required Police Checks to signify acceptance of the offer c
employment.

j)  Respad to nsuccessful applicaagsequired regarding the recruitment process and refer to th
Policy on Feedback and CompRamtits; on Employee Compl&alisy on Equal Opportunity
Employment and this Pabcyequired

k) Unsuccessfapplicantwillhave two working days to raise any concerns following receipt of adv
regarding the outcome of the selection process. This is to avoid undue delay in appointi
successful applicant.

l) Destroydocumentation ategdd to unsuccessful appliceofiderdlly, six months after the
successful applicant has commenced.
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Policy6.4 Equal Employment Opportunity

1. Policy Summary

Who BIZLINK employees, dirsctcontractors and voluntgeopective employe

and volunteers

What To ensure that employee selection, training and promotion practices

merit. As BIZLINK assists people with dis@bikecure positions in o
employmeand provides services to a cross section of people from divers
cultural backgrounds, we aspire to recognise and benefit from the ¢
experience and perspectives that our employees can bring.

How By providinguidelines for emplogimescruitment, selection, training, pror

performance management and termination practices particularly as 1
prevention of discrimination.

Consequence of BreaBneaches of this policy may result in disciplinary
to awlincluthg termination of employment, or other necessary response.

Resources | NSDS Service Management

Equal Opportunity Act (W&¥), Disability Discrimination Act 1)92%€Ex
Discrimination Act @A) Racial Discrimination Act(QabAustralianutran
Rights Commission Act @8gMinimum @ditions of Employment Act 1993
Fair Work Act 200¢h) Labour Market Assistance Industry A@ard 20
Disability Employment Strakedygenous Employment Strategy

BIZLINK Policy damployedrecruitment and Selectitmployee Complair
Feedback and Complaints

Approved | 26/03/2021

2 Policy Statement

BIZLINK will ensure that prospective and current employees are not discriminated against on the
of sex (gender identity), relationship status, pregnancy, sexuallGRnt&@am(ly responsibility

or family status, culture, heritage, dengeligious or political conviction, impairment, disalility, age
any other extraneous factors. Equal opportunity principles will be itcenpol@ategetruitment,
selection, training, promotion, performance management and termisation practice

3 Responsibilities

3.1Management

a)

b)

Ensure policies and information related to recruitment, selection, training, promotion, perfo
management and termination are available to employeestakehatiders

Ensure ecisions relatéal recruitment, selection, training, promotion, performance managem
and termination are made without regard
to carry out the requirements of the position as detailed in the SeledbbrDesteiion

and Performance Appraisals.

Maintaimpolicies and proceduresicreate a work environmentuptatdlds an ethical culture
proactive in the prevention of discrimination in any form.

Ensurehte Policy on Code of Conductsdéiexpeetl behaviours and responsibilities of
employees and volunteers.
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e) Maintain Job Descriptions, Selection Criteria and PeXjgpnasgsdaimplates for pbsitions
thatreflect the competencies required for successful job performance.

f) Address any matteat does not comply with the principles of Equal Employment Opportunit
accordance with the PolicyEmployee Complaints and/or the Poliegedback and
Complaints.

I. Take immediate and appropriate steps to minimise or eliminate unlawful harassr
discrimination, and bullying in the workplace.

ii. Encourage feedback and facilitate complaints regarding Equal Employment Oppor
concerns.

g) Ensure BIZLINtfficesare physically accessible, where possible to Australian Standards 14
Design for Access arubility.

h) Implementorkplace modifications and/or assistive equipment dsriedivickchl employee
needs with consideration of the available resources of BIZLINK.

i) Maintain and implemerihdigenous Employment Strategy and Disability Emplatggent St

I.  Consider the engagement of people withydiedbiltoriginal or Torres Strait Islander
persons, including from our own register of clients, as vacancies become available.

ii. Create flexible work arrangements to facilitate engagement.
3.2Employees
a) Canplete the Policy Acknowledgement form twosigmifsnent comply witistedoolicies.

b) Understand and commit to the principles and legislation relating to equal opportunity and a
it in the workplace.

c) Comply with this policy and treat @uebe clients asihkeholders BIZLINK with respect
and professionalism without regardrelevamt criteria or distinctions.

d) Refrain from engagingdtimisatiodjscriminatory or harassing behaviour.
e) Report to managent if they believe thayoh someone else has been treated unfairly.

4 Definitions

Discriminatioroccurs if a person treats, or proposes to treat, a person with an attribute unfavou
because of that attribute. It can also occur if a person imposes, or proposes to impose, a requ
condition or practice that has, or is likely to havet tfielistidvantaging persons with an attribute; and
that is not reasonable.

Equal Employment Opporturdgnsists of ensuring that all employees are given equal access to traini
promotion, appointment or any other employment related issue without regard to any factor not r
their competency and ability to perform their duties.

Victimisatiormeanssubjecting, or threatening to subject, a person to any detriment because they
asserted their rights under equal opportumadiaa complaimtlped someone else make a complaint
refused to do something because it would be discriminatianassxgat or victimisation.

Workplace Bullyings repeated unreasonable behaviour, direct or indirect, whether verbal, physic
otherwise, conducted by a person or persons against another or others in the course of employn
creates a risk tedith and safety. It includes behaviour that harms, threatens, victimises, intimid
offends, degrades or humiliates a worker, possibly invitatkieo cclients or customers.

Refwww.safeworkaustralia.gov.au/buliyiwdairwork.gov.au/empleggements/bullyamgharassment
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Polcy 6.5 Police Checks

1. Policy Summary

Who BIZLINKraployegand volunteeasid prospective employees and volunteel
What Tosafeguard BIZLINK and its clients against recruiting employees or vc
have any Police Check that would raise reasonable doubts about thei
work witlind support péople with disabitit who pose an unacceptable ri
regardshe prevention of frazatyuption or other illegal activities

How By providing guidelitegnsure employees and volunteers have Police C
required to minimize risk or harm. Recognising the legal and moral
obligations to cliergsployers and the broader community. Pirafaidimagiol
about theequirements apobcessing of Pol@kecks

Consequence of BreaBneaches of this policy may result in disciplinary ¢
to awlincluding termination of employment, or otbsargeesponse.
Resources | NSD$ Service Management

Working with Children (Criminal Record Checking) Act 2004(WA), Spe
Act 1988(WA), Fair Work Act 200€paytment of Social Services Dee
Guidelines

BIZLINK Policy étightsPrevention of Violence and AggreShitthSafety ar
WellbeindPrivacyFeedback and Complaigisployee Complaints
Approved 26/03/2021

2 Policy Statement

BIZLINK is committed to ensuring that clients are free from any form of abuse or neglect. We w
protectBIZLINK anstakeholderBom unacceptable riskisis policy aims to minimise the risk of
engaging or continuing the employment of empl@jesteers with a relevant criminal record.

3 Incident Management

3.1 Management, Employees and, where appliGaleholdersust:
a) Immediately report all incidents (including near misses)
b) Refer to the following documents for incident managemengnd reporti

I.  Complaint or Incident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report

4 Police Check Guidelines

4.1 Successful Applicants

BIZLINK requrapplicants with satisfactory reference checks to supply Polatetli&ieokan
expenseThis requirementl! be in writing as per the letter of offer for employment or volunteer wc
Applicants musatisfactorily pass the National Police Certificate, WWCC if applicable and Interna
Police Checks if applicaBleleemed byetiManaging Director, prior to commencing employment or
volunteering
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4 .2 International Police Checks

a) Successful applicants who have resided overseas for 12 months or more in the last ten year
contact the relevant overseas police service to obtain a Police Check. Some countries \
release information regarding an individual for pénsdpaltypurposes.

b) Wherean Internatiorfablice Check cannoatiained:

I.  The Manager will conduct at least two referee checks with individuals who personally
the applicant while they were residing in the other country.

ii. The Manager valkreferees whether they have knowlefermation, whisiould
adversely affect the applicant from performing the job, including any relevant cri
offences.

iii. The Manager will vaefgreeredentials.

iv.  Such applicants shoultl cmmmence employment until this process is satisfactorily
completed.

v. The currency of such checks will be at the discretion of the Managing Director.
4.3Reimbursement of Check Costs

a) BIZLINKwill reimburse the expense of Police Checks only if thesapmattd as an
employee or volunteer and only if the expenses were incurred because of the request by B

b) For clarity, as a National Police Certificate will be accepted if dated up to one month priol
offer of employment and the WWCC upaiplibree years,aldplicants will not be reimbursed
for Police Checks undertaken prior to the request by BIZLINK to do so.

c) Employeeand volunteevsll be reimbursed for the expense of Police @edkarifiging
Director deems the checks satiséactory.

4.4 Assessing Police Checks

a) The Managing Director will determine whether a Police Check is satisfactory and will asst
empl oyee or volunteerds ongoing suitabil
convictions with regardhe potential risk to the operations of BIZLINK and/or the safety a
minimisation of harm to our clients.

b) The Managing Director will rediay taelevant policy or guideliagsessing such matters.

c) An applicant, employee or volunteer shoulhmaticaity be precluded from a job or placement
because of their police record. The Managing Director will manage the assessment proc
determine suitability for (ongoing) employment or placement. As such, the Managing Direc
ensure that:

I.  The aplicant, employee or volunteer confirms that the details of the disclosed recorc
correct

ii. Assessment of the disclosed record of the applicant, employee or volunteer is ma
accordance with theessment criteria detailedbat 4.

iii. The Managing Dimctay seek additional advice before employment or placement
formally offered, declined or terminated (relevant Board Directors, peak organisa
CCIWA, lawyer)

Ilv. Following advice, as required, the Managing Director, will confirm theith@come to
place, employ, not employ or terminate employment / placement of the individual (w
without reference to the details of the disclosed record), and
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4.5The

k)

v. Ensure that any decision made for or against egobesqustified amsidocumented.

Wherelte Managing Director determines that the Police Checks of successful applicants rev
disclosed court outcomes, outstanding charges or other apgttensrttent may be confirmed
and the applicant can commence as per tlieoffgyment or plament

Where the Managing Director determines that the Police Checks of existing employe
volunteers reveal no disclosed court outcomes, outstanding charges or other matters, empl
or volunteering will continue and no written confirmation will be require

Managing Director waferto the following assessment criteria:
The relevance of the criminal offence, in relation to the job or placement

The nature of the offence and the relationship of the offence to the job or placement for wh
appltant is being considered or that the existing employee or volunteer undertakes

The length of time since the offence took place
Whether the person was convicted or found guilty and placed on a bond
Whether there is evidence of an extended police record

The number of offences committed which may establish a pattern of bemakieginevhich
applicant unsuitable

Whether the offence was committed as an adult or. a juvenile

The severity of punishment imposed

Whether the offence is still a crime, thed the offence now been decriminalised
Whether there are other factors that may be relevant for consideration, and
The person's general character since the offence was committed.

4.6 Unsuccessful Police Check:

a)

Where an applicant, volunteer or employeeisdlibsed record is not cleared by the Managing
Director to be engaged or to continue empboyaha@nieering, the Managing Director will:

i. Inform the individual of the decision and its.rationale
ii.  Provide an opportunity for the individual to descesslts, and

iii.  Inform the individual of the opportunity for the decision to be reviewed in accordanct
the Policy damployee Complaints

5 Responsibilities

5.1 Management

a)
b)

Ensure employees, volunteers and applicants haveBiZtéS¥tBolicies

Implement policies that reiteratentortance of risk managemenbasider risks and risk
mitigation strategies.

Respond to any reports of incidents involving breaches with reference t&thpl®aEy on
ComplaintReport sirus offences to the relevant Government Department and/or police a
pursue laying of charges and prosecutions against offenders where appropriate.

Authorise payments to reimburse the cost of Police &@twrkisince with this Policy
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e) Check the valigi of any successful applicants existing WWCC card Vvia
https://workingwithchildren.wa.gov.a@lcdation

f) Advise prospective applicants of the requirement teatisfadeoay National Police Certificate
and Working with Children Check if applicable prior to commencing employment or volunte

g) Maintain a central record to document the currency of all applicable Police Checks and
individuals when they rteduk updated.

h) Store and use Police Check documentation in accordance with the Policy on Privacy at
contractual requirements with the Department of Social Services.

5.2Employeesnd Volunteers

a) Refer to this policy and the curepatrtthent &ocialSevicesgui del i nes regar
Records Checks Guidelineso for further
Checks.

b) Must supply a National Police Certificate

I.  Successful applicants must supply a current* National Police Cedlificate at th
expense.

*Current will mean that the supplied original National Police Certificate is dated no mot
one month prior to the offer of employment.

ii.  Supply a new National Police Certificate at their owwlesyiaegse/ NWCC is due for
renewalf applicable or every three years from the date of their previous BIZLINK appr
check.

c) Must supply a WWCC and/or receipt citseie own expernser to participating in such
activities:

I.  If required by legislation.

ii.  Will be working directlyehildren in an unsupervised environment and/or who will go int
schools arhildcareentres to provide presentations or other direct service provision

iii. Managers, Administration and cledhest ordinarily require a WWE®/drking with
Children @eening Unit can provide advice.

iv.  Must maintain a current WWCC as per the expiry date of their WWCC if applicable.

v. The validity of the WWCC card can be checked via
https://workingwithchildren.wa.gov.aalidation

d) Must allow management to check the validity of their driver licence and the status of demer
in accordance with the Polityobor Vehicle Use where an employee or volunteer is required 1
drive a motor vehicle for work purposes using either a private vehicle or a vehicle suppl
BIZLINK.

e) Apply for reimbursement of Police Checks in accordance with this policycediteésant pr

f) Report to the Managing Director immediately any charges, fines or convictions. Any breact
clause wil!/l be treated as &émisconduct 6 o
the offence, and the Managing Director wipppiaheiate action in accordance with the
empl oyeebs contract of empl oy ment whi ch
dismissal. Volunteers may be requested to stand down from their position as volunteer.
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6 Definitions

Police Checkncludes Crinal Record Check, National Police Certificate, National Police Check
Volunteers, State Traffic Certificate, the Working with Children Check, International Police Check
other check required for the activity. Police checks assist orgat@sationg twhether someone is
suited to the activity. One check cannot substitute for another.

Activities that require Police Cheskdude those where:

a) The activity is subject to industry accreditation requirements, industry standards, or a
requirement that the activity can only be done by people who have not been convicted of p:
crimes.

b) The activity is specified by the Department of Social Services as requiring criminal records

c) Itis an activity with regular or unsupeoritzd with children, the elderly, or other classes of
vulnerable people.

Working with Children Check (WW&€)mprehensive criminal record check for people working wit
children in Western Australia. The WWC Check aims to protect children by:

a) deterringgople from applying to work with children where they have a relevant charge or cony
on their criminal record that indicates they may harm a child

b) detecting new charges and convictions of those people who hold a current WWC Car
preventing therorfr continuing to engage inreltaited work where their criminal record and
behaviour indicates they may harm arahild

c) protecting children by creating awareness that child safety is a whole of community respor
Ref:https://workingwithchildren.wa.gov.au/about

Spent Convictiohaving a conviction declared spent effectively limits the disclosure of that convic
For example, a conviction that has been spent is not listathbRaliNatertificate. However, certain
government departments, licensing bodies as well as the Police and Courts of Law have exemptic
the Spent Convictions Act 1988 (WA) and have access to convictions that have been spent.
Ref:https://www.police.wa.gov.au Potes/NatiorRabliceCertificates

Applicantmay include an applicant for a paid employment vacancy or an applicant for a volunteer
e.g.student placement or unpaid position e.g. work experience.
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Policy 6.6 Employee Training and Appraisal

1. Policy Summary

Who BIZLINKemployees and volunteers.

What To ensure BIZLINK supportseoysloyees to provide the best possible
through o@mployee supervision, performance appraisals and training.

How By providinguidelines to ensure that employees are supervised, app

provided with access to training
Consequence of BreaBneaches of this policy may result in disciplinary ¢
to and including termination of employment, or other necessary respons

Resources | NSDS &ervice Management

BIZLINK Policy on Financial Management

Approved | 26/03/2021

2 Policy Statement

BIZLINK wdhsure that employees are appropriately supervised anchapphasedining achseve
the objectives of BIZLIFiKmal supervisivillink to agreed training and development goals.

3 Responsibilities

3.1 Management

a)
b)

Provide equitable access to training and development for all employees.
Set an appropriate budget for employee training.

Ensure new employees complete a formal induction during their probationary period and pre
within one month of commgnc

Usethe &mployee Manpia@d Qu al i t y a anddolicys Mandsiia key iaduddion
materialfornew employees

Ensure mployeesign thePolicy Acknowledgendfarn tasignify commitment to comply with
listedpoliciesind documents

Maintaira current Key Position Requireffd?i®y andraining Recdat each employee
Completerpbationary emploggeerformance appraipabr to the expiry of thmeaths.

The Managing Director may offer an extended probationary period owotrtayoéfiect
permanent employment.

Completan annual performance appfaissdch employee

Providemployeewith sufficienbtice of performance appraigaisgare and identrining
needs and goals.

Maintain rmAnnual Performance Appragalant to each role whiobudhestemployee
strengths and areas for improvement and recommendations for further training and develoj

Providemaployees directed to improve their performance or medifgtadvaekaviouith
advicen writing anmtovide reasonabfeeriodo improve or change the behaviour as required.

Identify internal or external trainmgedteache mpl oyeeds agreed tra
needs or goals.
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n)

Ensure training paid for by BIZLINK directly benefitsFBiZidNipproval for training
consultation with the Managing Dised@levanQuality Procedar® determine whether
BIZLINK will:

I.  pay the full cost

ii.  require the employee to contribute

iii. require the employee to pay the costs in full
Iv. allow training to belertaken during work hours
v. pay the employee whilst undertaking training

Considethe needs of BIZLINK and the valuedetuBIZLINKRProvide feedbaekhen a
training request is deniedrelgtive needbudget restrictioragkl of context to teeds of
BIZLINK or other substantiated circumstances.

3.2Employees

a)
b)

Identify and share training and development ideas, opportunities and experiences.
Request training as required to improve service performance

Obtain relevant certificatedetoonstrate attainment and provide to management to add t
personnel file.

Repay costs as required when agreed training obligatiomst are not
Useindustry provided training and conference opportunities wherever relevant and feasible.

Report any conceragarding induction, training or appraisal in accordaf@eniibality
Procedusand the Policy Bmploye€omplaints.
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Policy6.7Work Health and Safety

1. Policy Summary

Who BIZLINK employees, directors, contractors, volunteers, clients, prospe
client 6s s ugigheholders net wor ks and

What To maximise the safety and health of BIZLINK employees, clients and v

How By providinguidelines for tiientification of potential risks and hazards to

workrelated accidents, injuries or illQagine processes iforestigation ar
documentation of work related accidents or near nfisseskwiinimisation.
Consequence of BreaBineaches of this policy may result in disciplinary
to and including termination of employment, or other necessary respons
Resources | NSD$ Service Management

Occupational Safety and Health Act 1984(WA), Occupational Safety
Regulations 1996(WA)

BIZLINK Policy &@mployee Complaifisancial Management, Risk Manag
Approved | 26/03/2021

2 Policy Statement

BIZLINK aims to minimise the risk of illness, accident or injury whilst working by promoting Wor
andSafety practices that are consistent with legislative and regulatory requirements.

3 Incident Management

3.1Management, Employees and, where appliGiakeholdersust:
a) Immediately report all incidents (including near misses)
b) Refer to the following docurf@mitscident management and reporting:

I.  Complaint or Incident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report

4 Responsibilities

4.1 Management

a) Provide employees with information about Work Health and Safety raspomsibiliteEs
including the Act, Regulations, Codes of Practice and BIZLINK Employee Manual.

b) Assess risks and develop mitigation stratediagafdous tasks, wor&ctices, weork
environments or any other matters that may give rise to injury or illness

c) Understand that workplace bullying is a threat to the health and wellbeing of employees, vol
and clients and aim to mitigate all forms of workplace bullying by maintaining a culture of op
support, and accountability.

d) Documentvorkrelatedaccidents, injurigBnhessescomplaints or concerns regarding Work
Health and Safdtyestigate all wadtated accidents, injuries and illnesses and take appropriate
action to minimise future occurreecegsomplaint or Incident Notice (COINyemnt
Corrective Action Notice (ICAN), Accident / IncidéAti Report

e) Maintain comprehensive insurance as per the Polnciah Management

Policy on Work Safety and Health-R9
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f)

Encouragemployees to undertakerkrelated preventative cargl reimburse costs in
accordance Withe Policy éiinancial Management

i.  Maintain aBmpoyee Assistance Program (EAP).

ii. Reimburse the enfipocket expent® workelated vaccinatios covered by Medicare
e.g. cost efaccine.

iii. Reimburse the cost of First Aid Certificates.

iv.  Supply oermburse the cost of PPC&E where there is a demonstrated need and where
items are required for the purposes of the workplace.

Ensure thEmployee Manual includes Work Health and Safety matters in fodhelirdgtail,
Security Procedur€ésmmunable DiseasgSeneral Safety Guideliésrkplace Bullyargl
Universalygiene Procedures

Ensure BIZLINK offices have apprepr@iedetection and safety equipment and emergency
or evacuatigrocedures

Monitor employemesheet® ensure apppaate hours, breaks and-tifiielieu are taken to
minimise the effects of fatigue.

Provide employees with safe and reliable \a=hmdeshe Policy on Motor Vehicle Use, with
consideration of comparative ANCAP (Australasian Ness@anABsogm) safety ratings.

4.2 Employees

a)

Must take reasonable care of their own health and safety and the health and safety of othel
workplace. Thisclude cooperating with Managers amdor@rs in complying with any
applicable Work Health and Safatja&taand/or Code of Practice and/or any lawful instructions
information and training provided in relation to such matters.

Takereasonable steps to assess wottagieds and report and/or mitigate any risk of illness,
accident or injury at work.

Repot immediately arsks that posghreabr conceno the operations of BIZLIK#eW@fork
Health and Safety of stakeholdé¢o theSite Managésr response and management.

Access the Employee Assistance Program (EAP) as required.

Havevoluntarily vaccinations against viral diseases e.g. Hepatitis, Seasonal Influenza, F
tetanusCOVIEL9or any others that a GP colssadeorkelated risk

Maintain a current First Aid Certificate.
Comply with any manual handling procedureeregaated to reduce the risk of injury.

Attend workplace inductions with the client wherever practical and appropriate for instructio
manual handling that relates to the position.

Identify potential risks and request or use availahle PPC&E

Remrt any issues or concerns related to work hours to theif dkaleayerandmeoftin-
lieu as per the employment contract and as arranged by mutual agreement with the Manag

Use Motor Vehicles as per the Policy on Motor Vehicle Use, intbudang mhalved in an
accident.

4.3 Stakeholders
Follow safe work practices and comply with health and safety instructions.
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5 Definitions

Hazardn relation to a person, means anything that may result in injury to the person; or harm to the
of the pson.

Riskin relation to any injury or harm, means the prolbatiiityuo§ br harm occurring.

Employee Assistance Program (E#BYides an independent, confidential and professional counsellir
service to employees and their imniadidites. The program prewidert to medium term assistance
and there is a limit on the number of sessions available. The EAP is an employee benefit provided by
and there is no cost to employees or their immediate families.

Personal Protectiveldthing and Equipment (PPC&EPPE may include eye protection, hearing
protection, steedpped safety boots, slip resistant shoes, overallmagkgesas otherwise required
by the workplace.

WorkplaceBullying is repeated unreasonable behaviour, direct or indirect, whether verbal, physic:
otherwise, conducted by a person or persons against another or others in the course of employn
creates a risk to health and safety. It includes behaviour theedtanmss victimises, intimidates,
offends, degrades or humiliates a worker, possibly invitatkieo cclients or customers.

Refwww.safeworkaustralia.gov.au/bulyinwcfairwork.gov.au/empleggtements/bullyammgharassment

Policy on Work Safety and Health-R9
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Policy6.8Financial Management
1. Policy Summary

Who BIZLINkemployes directaror voluntegr

What To ensure BIZLINK operates within a responsible, sustainable financial 1
has adequate resources to provide our servpEraie with integrity and me:
legal and contractohbligations.

How By providing guidelines fostidwedards of practicetli@r accountinmvesting
purchasinglelegatiorand insurance activities of BIZLINK.

Consequence of BreaBineaches of this policy may result in disciplinary
to andncluding termination of employment, or other necessary response
Resources | NSDS 6 Service Management

Department of Social Services Deed and Guidelines

BIZLINK Policy étisk Management, Fraud and Corruption Control
Quality Procedsrd=raud Control Rlanvestment PlaDelegation of Authpi
Delegation Schedule

Approved | 9/03/2021

2 Policy Statement

This policy supports BIZLINK emplayd&irectordy providing the parameters for undertaking
accountingnvestingpurchasingdelegatioand insurance activities. In addition, this policy aims to
ensure that Directors, employees, and unpaid persons e.g. volunteers, work experience particip
clents engaged in vocational development activities, are appropriately insured and indemnified.

BIZLINK is a charity registered with the Australian CharitiesRuofitNEdmmission (AT Bz
operates as a fotprofit. A ndbrprofit is an organisation that does not operate for the profit, person
gain or other benefit of people such as members, employees, boards or their friends or relativ
definition of mrprofit appkeboth while the charity is operating and if it ends operations.

The Board must ensure that:
1 Fnanesare managed responsibly
1 BIZLINKoes not operate while it is insolvent, and

1 BIZLINKnees its ACNCobligations, including continuing to work towdralstatsie
purposes and renagmotforprofit.

3 Responsibilities

3.1Board
a) Investment

With referencettie ACNCa noforprofit, such as BIZLINK, can make a surplus, providing it is
used to further its purpose. Generating a surplus is generatlygoaaspiatice. A surplus

is important for financial viability and can help account for expected and unexpected
expenses. There may be times wheffiogpnafithasa deficit. A planned deficit, as part of
financial management and overall @peratay in fact be helpful for long term success. For
instance, a defiiwtdeliver services and retain staff during a disaster e.g. pandemic.

Policy on Financial Management-R1
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There are several ways that a surplus can be used, dependirgrpndfiis porposes and
any relevargquirements in its policies or the law. For example:

* implementing a new project or service

e acquiring property, plant or equipment

» keepingashin reserve

* making &éanpayment

* acquiring investments. invest its funds by purchasingdrdads deposits
* donating funds to another charity with a similar charitable purpose

Directorsvill determine future financial planning strategies to ensure BIZLINK is abl.
maintain its operating budget and create growth while observing statcisaaitable
purpose.

Directors will ensure thatashassets oBIZLINKorovide for its leregm financial
viabilityAnycashassets not required for the current operating budget will be invested
accordance wittelnvestment Plan.

The Investment Plaitl detail thmanagment otash assets not required for current
operating expenses to maximise earnings, while retaityngngamising risks, and
observinthe charitable status and purpose of BIZLINK.

Directors will revidwe investment PEong with the Annual Budget, and as otherwise
required by the Boardrtsure that:

A All interest and other earnings frormsgestments are part of the annual operating
budget.

A Funds are utilised to achieve a balanced operating budget.
A Capital growth achieved generate income.

A There is readgaess to cash to cover current lighitiissblish new projetis
unfoeseen expenses.

A It aligns with the objectives &tthegic Plan.

A Investments are made with low to mediunveitknents provide for security of
capital over the medium to long term.

A BIZLINKnvest with reputable, established, financial institatidtis organisations
whose operations are socially respansitibenpatible with tredues of BIZLINK

A The Delegation Schedule is current and reflects the objectives of the Investment
and Annual Budget.

b) Contracts

The Board will approve to affix the Common Seal to formal legal contracts at its discre
where otherwise required by the other party to a contract.

If the Common Seal is affixed, the Board will approve the Managing Director or Direc
sign itWhere two signatures are required, one will preferably be the Chairman.

c) Delegation of Authority

The Delegati@hAuthority provides a framework for delBgatitkgithoritylt is a key
element in effective governance and provides formal awttimutiart@mpployees to
commit the current or future assets of BIZLINK

Policy on Financial Management-R1
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ii.  The DelegatiofAuthority will be signed by employees who have delegated authority to
on behalf of BIZLINK.

iii. The Delegatiar Authority aims to ensure that appropriate enhglogeabs level of
authority necessary to discharge their responsibilities and to ensure internal contro
effective.

iv.  The DelegatiafAuthorityill reference the Delegation Schedule for specific parameter
based on employee position.

Delegation Swdule

I.  The Delegation Schedule will be approved by the Board and reviewed from time to ti
required to meet the objectives of the Investment Plan, Strategic Plan and Annual Bu

ii. The Delegation Schedule will document the employees positiomng.{ireleanag
Finance Manager, and will detail the activity, conditions and spending parameters.

Budgets

I.  The Managing Director will prepare an annudbBBdgetl approval prior to 30 June
each year.

ii.  The Board will approve a Budget fdiireahal year that will form the parameters for
purchasing.

iii. The Managing Director will engage appropriately qualified accounting employee
undertake the accounting requirements of .BIZLINK

3.2Financial Management

9)

The Managing Director will presentalimaports to the Board of Directors on the preceding
month and/or quarter of activity including an Income Statement and Balance Sheet.

The Managing Director has authorisation to make purchases on behaif afddizahdi
with the signed and current DelegBigtmority.

Prior to angctivityhat is outsidee Delegatiai Authoritythe Managing Director will consult
with the Chairman and other Directors as required. The Managing Directoreathyf then pro
approved by the Chairman or resolved by the Board (as required).

The Board of Directors rseistt a suitably qualified and independentabditelected by
the memberstapeach Annual General Mestipgr the Constitution

The Managing&itor must ensure that an independent auditor, as elected at each Annual Gel
Meeting, undertakes an annual financial audit.

The Managing Diregtiitable the financial audit at the Annual General Meeting.

The Managing Directolt maintain AnnuReports and the Minutes of the Annual General
Meetingas per the Document Register.

3.3Management

a)

b)

The Managing Director will prepare an Investment Plan, as part of the annual Budget ar
reference to thabjectives of tl&rategic Plan. The InvestiEm must conform with the
principles detailed in this Policy.

The Quality Manager wiuee that Quality ProcedureA@iministration, Promotion and
Purchasingncludes detail on the following: selection and register of suppliers, approva
purchaseand quotes, manner of payment, fraud control and prevention.

Policy on Financial Management-R1
Supersedes Policy on Accounting, Purchasing and Insurance



GIQAQualityPolicy ManuRI12.docRageB4 Once printed this document is no longer conlmltarent version is as per the Document Register

c) The Quality Manager will maintain a Fraud Control Plan that is reviewed by the QRC ev
months as required by the Department of Social Services.

d) The Finance Manager will ensure that {sagreemadm accordance with the Delegation
Schedule, DelegatidAuthoty andwith due consideration to the mitigation of fraud, corruptior
or other illegal activities.

e) The Finance Manager will prepare finance repants tetadvenue and exjperel as
required by the Board and Managing Director.

f) The Finance Managerasdist th€inanciadudibr to complete the annual audit.

g) Managers have authorization to make purchases on behalf @ B&ZLtiNKDelegation
Schedule, this PolieyevatQuality Procedsand the Policy on Fraud and Corruption Control.

h) The Managing Direaindelegateill approve invoigesr to payment.

i) The Finance Manager will ensumetttabnic fund transfams protectesithappropriate pin
security measures and limits that will require a second manageras peitttbeseraud
Control Plan

i) The Managing Director will ensure that BIZLINK maintains current and comprehensive ins
cover in accordance with any fumingats or other legal requirement or obligation to do so.

k) The Finance Manager will forward the relevant sections of any contracts or oftteen documer
timetotime as requiredg. when new or amended, to our insurer and/or insurance broker
ensure that appropriate and adequate coverage is maintainethalualirtgnes

» Directors and officers liability insurance for Directors and employees.

« Journey accident insurance for Directors and employees who are travelling on BlZ
business.

* Profasional indemnity insurance for Directors and employees.

* Workers' compensation for employees.

« Comprehensive motor vehicle insurance for all BIZLINK vehicles.
e Public liability insurance.

« Building and contents insurance that will include electricat poptigxtien
insurance and coverage for laptop computers used outside of BIZLINK offices.

* Group Accident Insurahcaccident insurance for work experience students and
voluntary workers, including travel to and from work.

* Cyber insurance to cover bussihakility for a data breach involving sensitive
stakeholder information, sutdxdderumber<Centrelink CR&edit card numbers,
account numbers, driver's license numbers and health records.

3.4Employees

a) AdhergorelevanQuality Procedsr@olicyn Fraud and Corruption CoRteald Control Plan
(FCPanNd the Policy on Risk Management.

b) Obtain approval from tiaimager prior to making purchases on behalf of Bh&_tidse
should not prevent BIZLINK employees from acting in thetbedtBhfeidK or its clients.

c) Obtain a receipt émypayment mada behalf of BIZLINK or for the purposes of providing clien
related services.

Policy on Financial Management-R1
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Policy6.9 Risk Management

1. Policy Summary

Who BIZLINK employees, directors, contiaatomsunteers.

What Toestablish standards of practice fmletitdication anthnagement of rigk.
minimise risko our organisation, employees, volunteers, clients or the gel

How By providinguidelines tolentify applicable risks and management proce

mitigate risks.

Consequence of BreaBneaches of this policy may result in disciplomanyp
to and including termination of employment, or other necessary respons
Resources | NSDS Service Management

Occupational Safety and Health Act 1984(WA), Occupational Safety
Regulations 199%6A)

BIZLINK Policy ddork Health aBafety, Fraud and Corruption Control, En
Complaints

Fraud Control Pl&usiness Continuity Plan, Quality Precedure
Approved | 26/03/2021

2 Policy Statement

BIZLINK employees and Directors will aim to identify and manage resthedisaiy adileict BIZLINK
assets, functions, objectives, opsratidrany of gsakeholderfkisk management will form part of
strategic, operational and management responsibilities and will integrate with operational, strat
planningrocesses.

3 Incident Management

3.1 Management, Employees and, where appliGbalesholdersust:
a) Immediately report all incidents (including near misses)
b) Refer to the following documents for incident management and reporting:

i.  Complaint or Incident NoticlN)CO
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report
Iv.  Business Continuity Plan
v. Fraud Control Plan

4 Responsibilities

4.1 Management

a) Use the Plan Do Check Act (PDCA) cycle aé igutlzel i t y  aanddletdilesi O Ma n u
9001 andeflect the PDCA in our COIN and ICAN system forrisisamichgmplementing
mitigation strategies

b) Engage consultants to advise and assist in the risk management process, or managem
specific risks or categories of risk as appropriate.

c) Usethe Coplaint or Incident Notice (Claiptovement Corrective Action Noticeah@/AiN)
Accident/Incident Report @dR)e key tools for reporting and recording risk.

Policy on Risk Management—R8
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The Quality Review Committee will analyse, plan, action and monitor any strategic
organisational risks identified through the review, SCERNENE AIRS

The risk management focus of BIZLINK will align with strategic planning, governance,
management, continuous improvement and financial management.

Maintain and update asireda Business Continuity BlahFraud Control Rtaminimise or
mitigate key risks that would significantly affect business operations

4.2 Employees

a)

Be aware of and take a proactive role in risk management. This includes identifying and re
potetial or actual hazards or risks and being involved in the process to devdlop strategi
mitigatéhe hazard or rislg. the Business Continuity Plan and Fraud Control Plan.

Reporto the Managing Director for immediate response and manggiskihat pose an
imminent threat to the operations of BlIZL\Witkorlealth and Safety of clients or any
stakehold@r any such matter with a severe consequence

5 Definitions

Riskis the probability that an occasion will arise that presents a damganisatuemployees
volunteergliens or the general public. It includes, but is not limited to, physical, financial, reputatiot
legal hazards.

Hazardneans anything that may result iromiianyn to a person or cause detrimentdgarisation.
PlanDoCheckAct Cycle (PDCA)

Planestablish the objectives of the system and its processes, and the resources needed to delive
in accordance witlakeholdergquirements and the organisations policies, and identify and addre
risks and opportunities

Doimplement what was planned

Checkmonitor and (where applicable) measure processes and the resulting services against p
objectives, requirements and planned activities, and report the results

Acttake actions to improvégomance, as necessary

Policy on Risk Management—R8
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6.10 Fraud and Corruption Control

1. Policy Summary

Who BIZLINK empbms, directors, contractors, voluatestakeholders

What To establish standards of practice f@reékention and management of
corruption and other illegal actiViliegerate with integrity and meet our le
contractual obligations.

How By providinguidelines to prevent any fraud, corruption and other illegal a
Consequence of BreaBneaches of this policy may result in disciplinary ¢
to and including termination of employment, or other necessaf\s iBEfl0N
is fundedybthe Australian Government it is important to note that The Ci
Act 1995(Cth) provides that offences involving fraudulent conduct
Commonwealth are punishable by penalties including imprisonment.
Resources | NSDS Service Management

Crimes Act 19(@th) Criminal Code Act 1995(Cth)

ISO 27001 Information Security Management, By&t@08d: 2008 Fraud .
Corruption Control

Fraud Control Plan

BIZLINK Policy oRinancial ManagemeRtsk Managemeriteedback an
ComplaintEEmploye€omplaints

Approved 26/03/2021

2 Policy Statement

BIZLINK will aim to prevent any fraud, corruption and other illegal patiofigs.risk management

and good corporate governance approach to its overall operations, erDpleytes afit be
proactive in identifying and managing fraud, corruption and other illegal activities. Employees and
will promptly report concerns or suspicions of any fraud, corruption and other illegal activities or
and management pridlvide appgodate whistleblower protection

3 Incident Management

3.1 Management, Employees and, where appli&Galeholdersust:
a) Immediately report all incidents (including near misses)
b) Refer to the following documents for incident managespertiragid

I.  Complaint or Incident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report
Iv.  Fraud Control Plan
v. Business Continuity Plan

4 Responsibilities

4.1 Management
a) Ensure that policiesarailable to employaed othestakehdlers

b) Review the Fraud Control Plan in accordantee v@ttant Agreement and associated
Department Guidelines.

Policy on Fraud and Corruption Control-R8
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Minimise or mitigate the opportunity for fraud, corruption and otkietieitl exyad\aariis.

Document and secure all data, informatimieonce of suspected or actual fraud, corruption and
other illegal activities or events, ensuring it is avalleblarid/poother authoritiesqsred.

Report fraud, corruption and other illegal activities, in accorddficaidvidotiiglan and
thePolicy oEmployee Complaintth due consideration for the protection of whistleblowers.

Undertake risk assessments regarding fraud, corruption and other illegal activities in accc
with the Policy on Risk Management.

Maintain Policies Codes of Conduct that cover every person engaged by BIZLINK either :
paid employee, Director, volunteer or contractor.

Supporivhistleblowets report any concerns or suspicions of any reportable conduct. Su
reports will be handled in a mareteprisserves the whistleblowers privacy, dignity and
confidentiality, with due regard to the duty of care of BIZLINK and disclosure which may be
in matters of a serious nalf@rm Wstleblowers of progress regarding the reported matter.

Takeprecautions not to employ, engage or elecsamyvperwould have a role in BIZLINK
governance, management, financial administration or the conduct of therseis/iaay
actual or possible concern relating to bankruptcy, fraud, cahrapiltagal activity deemed
as improper conduct.

Complet®olice checkas part of the recruitment process of all employees and volunteers
accordance with the Policy on Police Checks.

4.2 Employees

Complete the Policy Acknowledgement form to signifgrdotmmiamply with the policies
listed, in particytdme Code of Conduct and commit to upholding this code.

Cooperate in any audit or investigation undertakarbbhalf of the Commonwealth.

Review the Fraud Control Plan to understand the potential avenues for fraud, the conseque
such fraud, and the mitigation strategies in place to minimise any opportunities for fraud.
management of any suggestions to improve the FrauliControl P

Complete training in Fraud Control as required.

Report fraud, corruption and other illegal activities, in accordance with the Fraud Control P
the Policy damploye€omplaints with due consideration for the protection of whistleblowers.

Devéop an appropriate awareness of the organisational and operational systems, proce
policies and procedures in relation to fraud, corruption and other illegal activities or condu
extent of such knowl edge wleadnd level ef responsiloiigyn s
For instance, the Finance Manager will be conversant in fraud prevention systems as r
accounting and financial management practices.

4.3 Stakeholders

Report any concerns or suspicions of any reportable condu€rasdg€otiiteol Plan andPiblecy
on Feedback and Complaints.

5 Definitions

Corruptionis dishonest activity in which a Director, employee, volunteer or contractor of BIZLINK
contrary to the interests of BIZLINK and abuses his/her position of trust in order to achieve some
gain or advantage for him or herself or for another pertsgn Corruption can also involve corrupt
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conduct by any BIZLINK employee, director, or a person claiming to act on behalf of and in the int
BIZLINK, in order to secure some form of improper advantage for BIZLINK either directly or indirect

Fraudisdishonest activity causing actual or potential financial loss to any person or entity including
moneys or other property by employees or persons external to the entity and where deception is us
time, immediately before or dimatedy following the activity. This also includes the deliberate falsificati
concealment, destruction or use of falsified documentation used or intended for use for a normal
purpose or the improper use of information or position fanpecsdraériefit. The theft of property
belonging to an entity by a person or persons related to BIZLINK but where deception is not use
considered o6fraud©o.

Reportable Conduet conduct by a person or persons connected with BIZLINK tleat, af dmgy v
person acting in good faith, is:

a) Dishonest, fraudulent, corrupt

b) lllegal (including theft, drug sale/use, violence or threatened violence and criminal damage
property)
c) In breach of Commonwealth or state legislation or local dawtsority by

d) Unethical (either representing a breach of any of the BIZLINK Codes of Conduct or the N
Standards for Disability Services or Human Rights or Contractual Compliance or generally)

e) Serious and substantial waste of BIZLINK gsesource
f) Repeated instascof breaching quality or administrative procedures
g) An unsafe wepkactice

h) Any other conduct which may cause financidinanoiah loss to BIZLINK or be otherwise
detrimental to the interests of BIZLINK.

Riskthe chance of something happeningltiive a negative impact upon objectives.

Whistlebloweanystakeholdeaf BIZLINK, including a Director, employee, volunteer, contractor, clien
employer, who, whether anonymously or not, makes, attempts to make or wishes to make a r
connection with reportable conduct and where the whistleblower wishestiorhagaipsoreprisal

for having made the report. A whistleblower may or may not wish to remain anonymous.

Policy on Fraud and Corruption Control-R8
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Policy6.11 Client Training and Support

1. Policy Summary

Who BIZLINKemployees, volteers, cliedsdc | i ent 6s support
What To optimiselient employment opportunities through access to training «
that is relevant to their employmentTgoalssure thalient training and sup
achieve individual outcomes whilst promoting participation and inclusior
How By povidingyuidéines for employees regarding client training and support
indivdual outcomgsarticipation and inclusion

Consequence of BreaBineaches of this policy may result in disciplinary
to and including termination of employmenthecetfsary response.
Resources | NSDSL Rights? Participain and InclusidhJndividual Outcomes and 6 Se
Management

BIZLINKPolicy anFinancial Managemédarticipation and Inclusion, Indi
Outcomes

Approved | 26/03/2021

2 PolicyStatement

BIZLINKuvillprovide clients with the training and services they need to support the achievement c
employment goals and take adeaot@mployment opportubitiesd on relative need and available
resources

3 Responsibilities

3.1 Management

a) Provideclients withssistanceo pay for or reimbeithe sacessful completion of courses or
training based on retativeed and available resources, as per the Pélingnoial
Managemer®nly pay for courses or training that

ADrectly relates to the achievement
Plan and/or as otherwise agreed with BIZLINK.

A Is nofunded by another source or the employer.
A Provides tax invoice afidv al ue f or moneyo.

A Results in a certificatetamgible outcome that directly relates to increasing the
opportunity of securing or retaining employment.

b) The Managing Direatoay approve paymefdr courses or training not completed, with
consideration of satisfying the objectives of this policy.

3.2Empbyees

a) Providelients witadvice and counselling on employptiemis, career choi@es] the types
of training available to assist in achieving career goals.

b) Assist clients to prepare and update individualised Job Plans, involving their stipport net
involved with the clientds consent, as p

c) Liaise with the Site Manager as regards funding any relevant training courses to enhan
clientds skills to secur e oredwihtheclient. e mp |
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d)

Providelients witindividualisedigporaind participationwork preparation, job sampling, work
experience, skills training, and personal development as per the Job Plan, individual nee
employment goals.

Provide lents witliob search assistance that matches with their skills and facilitates th
independence or involvéraerpractical and appropriatgreigps or oRanone,access to
computers for internet searches and ljchtaps or dme inductions, contactimgployers
andinterviews.

Accesglovernment subsidies and initiatives e.g. the Employment Assistancekiplanck
modifications, Auslan interpredirggluce or remobarriers to employment participation

Provide flexible support strategiegdimgon andffsite supportProvideraining and support
i n a manner that i s ¢ ons hedeguiramenrts obtlie ernphoger. c |

Provi de tr ai nrworgerswherevar practical hnid epprtoposteoric more
effectively with people with disdbilgggingatural workplace supports reduces reliance on
BIZLINK support, thereby promoting independence and achieving inclusion.

Gat her information about the <cl| the@rig@ing i n
Support Assessment (OSA). This informatictensygropriate level of support funding

Provide training to use public transport to/from vocational development and employ
commitments as required.

Uselhe Supported Wage System (SWykers who are unable to achieve award productivity.
Work with clients using SWS to retain and develop their employment skills and compete
Ensure gpport and trainisg@imed at maintaining, or wherever possible, improving productivit
i ncreasing independence and achieving th

AccesSraineeship and Apprenticegipiprtunities, wherever practical and appvapiritie,
aim of advancing caggortunitiesnd achieving sustainable quality employment
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Policy6.12 Client Employment Conditions

1. Policy Summary

Who BIZLINlkemployee<lientgandc | i ent 6 s support net

What Toensure clients are paid correctly and that employment conditions a
with general workplace standards.

How By providing guidelinessarategies to ensure clients are paid an appropri

and employment conditimatctthe role.

Consequence of BreaBneaches of this policy may result in disciplinary ¢
to and including termination of employment, or other necessary respons
Resources | NSDS 1 Rights ah&ervice Management

Department of Social Services Deed and Guidelines

BIZLINKolicy arFeedback and Complaints, Rights

Quality Procedures

Approved | 26/03/2021

2 Policy Statement

BIZLINKemployeewill ensure that clients receive the appropriate wage for the work undertaken. W
a person is unable to achieve full productivity @tfiltN&ewill only use the Supported Wage
System to determine thegeowage.

3 Responsibilities

3.1 Management
a) Maintain a standard letter for clients and ermggjayeirsy job start details

b) Scrutinise the <cl i ent 6 sclassification thl 8nsude abair @nd s c
legitimate wages pai d ardnptl hygtmeany dneoeRolal Seviees D e [
definitioas per any guideline

3.2Employees

a) Adviselients so they can make an informedatimitéheir employment optigyiypes of
jobs lbbcation, conditions, pay, hours, employer expegteatidications, skills, experience,
Traineeships or Apprenticesl8ppported &ge System. Faelfemploymentinclude
informatioon commercial risk, viabilitihanchnces.

b) Detail the clientdéds employment choice on

c) Ensure the client is paid a fair and legitimate walgaimral copy of the relevant award,
agreement, contract, pay slip or other evidence that detaitsl ttlagsfjcation.

d Ensur¢ hat -ampl dgmeht 0O arrangement i s not ac
an employee/employer relationship-asgielyment to avpaying award wagesdyd@efine
a posi t-e mml @aysmédirstelde feadorablyedetérmined that the client is engaged
i n geneammleoyimeht 6 with reference to any ¢
Servicesas per any guideline

e) Document the process and reasons for usBgppoeted Wadgystem ensure SWS
assessments are undertaken annually and/or as required by trel mtsiemage
assessments
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f) Monitor that the working conditionghabh@ork Health and Safety are appropriate and
comparable to those experienced by the gekEralenvo

g Monitor cl i eensuincregsed pay rame apied &.9. djeneral wage case
decisions, agelated increases, completion of training, incremental pr@&\éSsion
assessments.

h) Inform clients about their wages and conditrouslimg phe standard letter on commencement
and when any change in pay or conditions occur.

i) Encouragelientgo raise any concerns regarding pay, conditions or treatmeshpativeork
Policy on Feedback and Complaints and the Policy on Rights

4 Defnitions

Selfemployment person is selfmp | oyed i f they are fAundertaki
empl oyment, with the primary aim of deriving
Guidelines for current definiticef@fmp | oy me ntp & yoa lalveod do dith@mome s .

Supported Wage System (SW3)e only prata wage tool permitted for use by Disability Employment
Services. Whilst many people with disability participate in open employment at full pagapée are son
who are unable to find or keep a job at full wage rates due to the effect of disability on their w
productivity. SWS is a process that allows employers to legally pay less by matching a person's prt
with a fair wage. Eligible pewipfedisability can access SWS to determine fair pay for fair work. T
Australian Government funds qualified assess
paid by the employer. The assessment is at no cost to the emptoyd@lZtlikt Source:
www.jobaccess.gov.au
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Policy6.13 Motor Vehicle Use

1 Policy Summary

Who Employe® or other peogathorised to use a BIZLINK motor.vehicle
What Toensure th&IZLINK motor velgaee used safely, lawfatig coseffectively.
How By providirguidelines for employees and other persons authorised to us

motor vehickndstandards ffleet management.
Consequence of BreaBneaches of this policy may result in disciplinary ¢
to an including termination of employment, or other necessary response

Resources NSDS Service Management

Approved  26/03/2021

2 PolicyStatement

Employees will use BIZLINK motor vehicles primarily to discharge their employment obligations

usage will be in accordance with the guidelines set out in this Policy.

3 Motor Vehicle Ugguidelines

3.1 Provision of Motor Vehicles

a)
b)
c)

d)

e)

f)

The provisiaf motor vehicles to employees will be at the discretion of the Board.
The needs of BIZLINK beprimary to that of the employee.

The Managing Director will ovées¢enanagemeartd he Finance Managerapédrationally
managehe fleet

Employeewill useotor vehicles primarily to discharge their employment dbligatibns.y e e <

private use of motor vehislegcondaryhe guidelines in this Padetgil how vehicles may be
used

Employedrivers must report any matter thaniaynce the provision of emmehicle or
authorisation @ihominatedriver.

The Managing Director will determine if use by the-dnaplogeaominatdaver continues
to be appropriate.

3.2 PersonsAuthorizedo Drive Motor Vehicles

a)

b)

Employeélrivergan elea nominatedriver. The employkever mst supply details, as per the
60 Mot or Ve h forn| oétheentribdeiverdotthe &imadce Manager

The Managing Director will authorise nocaverssiibject to the following guidelines:
i.  Probationary and learner drivers should not be authorised

ii.  One or more nominatktvers maye authorised

iii. BIZLINKeedswill bgorimary to that of the employee

iv.  Authoritgan be revokéar any employdaver orominatedriver at any time where the
conditions of this padisgbreached

v. The nominatettiver will only have access to the vehicle when it is not required for
purposes of the employee to perform their duties or as may otherwise be rétired by E

management.
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c)

The employekiver will ensure that no other person, other than the duly authorised nomin
driver(s) drives the motor vehicle at affyhgeneenployekliver is ultimately responsible for the
BIZLINK motor vehicle.

Thenominatedrivemust adhere tiois Policy on Motor Vehicle Use
i verds Licebrikee and Nominated

Drivers musthaae cur r ent mot or vehicle driver o6s
The employemustnotify the Finance Mandigbeyor a nominatelliver no longer have
current driverd6s licence.

Where an employaréver knowingiywes without a curter@nce or permits the nomhalieer
to do the same, tiBsSerious Misconduct and diseiplill be applied accordingly. It is the
responsibility the employekiver to ensutiee nominatettivehasa current licence.

The OMotor V dohm will iecludB euthloriyr by the ermpivseeand any
nominatedriver to allow thmance Managercheck infringements and demenitgpaius as
required.

The employealivemusiadvise the Finance Manager immediately of any driving infringement
convictions of the emplajraeer or nominatdiver.The Finance Manager wilisadbe
Managing Directsr required to review provigiblemotor vehicle

3.4 Prohibited Use of Motor Vehicle

a)

b)

Driving under the influence of either alcohol or drugs is Serious Misconduct and discipline
applied accordingly.

BIZLINKuvill seekeal action to recover all dosta anindivilual responsible wiaeBIZLINK
motor vehicle is used in prohibited circumstances thathseleses other property damage.
Examples of prohibited use include (but are not limited to) being:

I.  Driven illeggll unlawily or for an improper purpose.

ii.  Driven under the influence of alcohol orirvgss must not drive if their blood alcohol
level is above the legal 0.05 limit (or 0.01 for probationary drivers). Drivers must nc
under the influence of (illegal) drugs and must be mindfal the@asential impact of
pharmaceutical medicines that may impair driving ability or cause drowsiness.

iii.  Stolen and/or damaged due to a failure to lock the vehicle or take other reasonable s
protect or safeguard the motor vehicle

Iv. Deliberately deaged or used to cause deliberate damage

v. Used whilst in an unsafe eoadworthy condition

vi. Modified in any way

vii. Used to carry too many passengers, every passenger must have a seat belt
viii. Used to transport dangerous goods

iXx. Operated as a tootraide

3.5Private Use of Motor Vehicles

a)

Private use 8i1ZLINK motor vehictasst bavithn the Perth Metropolitan Alefmed athe

area bounded by the Shire of Gingin, the Shire of Chittering and the Shire of Toodyay in tt
the Shire of Northahe Shire of York, the Shire of Beverley and the Shire of Wandering in
east, the eastern part of the Shire of Murray and the Shire of Waroona in the south, and th
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Ocean in the westhttps://profile.id.com.au/perth/about?WebTbe-Edance Managearst
approveonBIZLINK relatede outside of the Perth Metropolitan Area.

b) Employeesiustcomplete th#@pplication for Ledvilotor Vehicle @éermfor motor vehicle
use outs&the metropolitan andeether taking learenot, e.gisinghe motor vehicle over a
weekend or public holiday.

c) The Finance Manager will review applications andleongidds of BIZLINK and the costs
associated with wear and tear or increasge fiie Finance Manager traaysfethe vehicle
to manage the mileage of the fleet or may choose not to authorise the use of the vehicl
i nterests of BI ZLI NK. The Finance Manager
wherghe ecommendation is to dengpbécation

3.6 Employee Contribution
a) Employedrivers must pag employee contribution.
b) TheBoardwillreview and amend éneployee contributimmuallpr as otherwise required

c) BIZLINKuvillcollectite employee contribution o m t h e aftestaxpadyan ya éornigstly
basis including during annual, long service, personal, bereavement and paidirkeudy leave
employee provided with the motor vehicle pays the employee contributioonigIZallsit will
one employee contribution per vehicle.

d) Employed@rives muspay the employee contribiftioh e i r dce is sugpendesl unitilithe e
motor vehicle is reallocated.

e) The employedrivemust pay the employee contribgfiantdd vehéclise during unpaid leave.
This maybe deducted from future fortnightlyifpegeuired, asegotiated with the Finance
Manageand approved the Managing Director.

f) Employees will completeMiotor Vehicle Wdse s e ¢ t RPaprall Dexddiction Awiiesform.
3.7Use ofFuel Cards

a) The Finance Manager will provide eraiogee with faiel careégxpressly for use with the
supplied motor vehicle.

b) Drivers willlfthefueltank with standard grasdand povidette current odometer reading to the
service station attendentequired

c) Drivers wilhty useservice stations designated by the Fuétr@dogteedriversnay be liable
to reimburse BIZLINK for the difference beteesisffeel where an alternative outlet is used.

d) Fuel cardse durinigave periods set out in Secti®a.
e) Misuse of fuel carsglSerious Misconduct asitiresult in disciplinanyoa.

f) Employedrivers mustport lost or stoferel carsito the Finance Managerancel thael card
as soon as possible.

g) Fuel cards must be stored in a safe place and not left in an unattended vehicle.

h) Employegl r i ver 6 s may u s the fued caldl dufing Ip&ligds of pdidi leande,e
BIZLINK management reserves the right to seek reimbursement of fuel costs if deemed ex
Fuel card use during periods ofiseexgectetd be significantly less than during periods of work.

i) Fuel puhased during exempt periods and/or for use outside the Perth Metropolitan, is
employed r i ver 6s expense and/ o-drivewifafdel cdrcchasrbeen o v
used for such purchases. Additionally, where a fuel card hadleenammdved leave within
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the Perth Metropolitan Area and is considered by the Finance Manager to be excessive
comparison to the usual fuel costs of the emplagaaveogtwill be sort.

i) The Finance Manager will advise the ManagingoDmagtduel card purchases considered
urreasonable and the Managing Director will determine if reirabdfsdiseiplinary action
is required.

3.8 Periods of Leave and Motor Vehicle Use

a) The Finance Manager will use the following guide to infosmetkgeidito the use of motor
vehicles and fuel cards while an ermgtiwgzeas on leave:

Leave Vehicle Fuel Card(s)
Use*
Umpaid leave (parentahdoption, stud No No
personal, other)
Paid leave (annual, personal, study Yes Yes- except for use odtsiof metropolita
service, pubhwoliday, bereavement) ar ea ApgicagpfrlLeageMotor
Vehi cform Useod

* Includes payment of employee contribution

b) Employedriverswill not ordinarily be authorised vehicle use during extended periods of ur
leave i.e. any period greateffitrenonsecutive days.

c) Vehicle use during an exempt period may otherwise be authorised in writing by the Me
Director provided thedyajuidelines continue to be met, with particular referenc8.tb section
OProvisi on aodsechb®dt 6r O Emp i o linghss®@iaynt ri but i o

3.9 Transferring Vehiclesd Recording Odometer

a) The Finance Manager will dgirecapprovenytransfer of ator vehicldsetween employees
Once approvgitheFinance Manager willupdateM® t or Ve hi c lfoemfdrimothp e c
vehicles.

b) Employedrivers must provide monthly mileage readings as required by the Finance Manag
Finane Managea the end of each mowilirequest andometer reading feach employee
driverfor depreciation purposes

3.10Motor Vehicle Maintenance

a) BIZLINKvillcover the costs of vehicle maintendtxéeet e.g. registration, insurance, servicing
and repairs.

b) Employedrivers mustaintaithe vehicle in good condiiim mechanically and in appearance.

c) Employedrivers must notify the Finance Manager of any vehicle defects e.g. scratches or d
the body, tears or stains to the upholstery, no matter how apparently minoforimmedia
insurance purposes. When directed by the Finance hapdigerfault corrected by the
appropriate dealership as soon as possible.

d) The Finance Managdl inspeatehicles as required.

e) Employedriveramust always keep motor vehicles internally and externally . pvstentable
vehicles must be thoroughly cl@@sidd and out upon any transfer to another employee or upc
return to the deaMherdghe Finance Manager deems Waditicle nesgbrofessional cleaning
theFinance Manager may recovep#itérom the employeeer.
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f)

3.11
a)

Smoking is strictly forbiddeamy BIZLINK motor vehicle. If smoking is theteat@tbyee
driver will be disciplinedtaad=inance Manager may recover théocqsbfessional clagn
from the employéever.

Wherpets ar&ransportethey must be prevented from caugidgraage. This includes internal
and external scratch marks, internal stains to uphdgskenysEnsure that no damage, odour
or hair remains in the motor vehicle. Where repair or cleanindpeostsafis@ansporting
petsthe Finance Managey recover costs from the emgldyee

Servicing

I.  Employedrivers must service the motor vehiateordance with thea nuf act ur
recommendations

ii. The Finance Manageustauthoriseany repairs additional to #tandardservice
requirements.

iii.  Employedrivers shouldpgup oil only when necessary to avoid damage to the engine
Significant oil or waterogsbe checked by the motor vehicle dealer and must be reporte
immediately to the Finance Manager.

Iv. Employe@lrives shouldegularly check tyre pressure to avoid premature wear. Correct t
pressur e, as per the manufacturerds r ¢
fuel efficiency and braking. Wheels must be aligned at all times to avoid pramature ty!
and maintain safety.

TheFinance Manageitlrecover any costs from the emplayee where such repair, servicing
or cleaning is due to actions or inactions cohigapplioyt. The Finance Manetiseek the
Managing Dir suchrecovérs aut hority for

Insurance

BIZLINKnhsures thmotor vehicles on a fleet basis. Excess is payable before a claim will be se
by the insurance company. BIZLINK will pay the insurance excess on damaged vehicles w
fleet accident rate remainsnwitasonable limits. The Managing Director reserves the right
recover any insurance excess above the standard rate due to the age or other circum:
deemed by the insurer of the nominatedor employesver.

Where there is any conflict betikePolicy and the Fleet Insurance Policy, the Fleet Insuran
Policy will take precedence.

All claimwillbe in accordance with this Policy and the Fleet Insurance Policy. The Finance Mz
can provide advice on the Fleet Insurance Policy ctdore piepending on the event e.g.
accident, theft, other damage e.g. hail, dents, upholstery damage.

Donot leave personal possessions of any value in the vehicle when unattiemel@tieat any
vehiclenust always be locked wimattended he insurenay not cover loss that occurs due to

a vehicle being unlocked e.g. Bh&ftINK may seek to recover such loss from the-employes
driver.

In the event of personal loss from the vehicle e.g. theft or damage during an accident
employed r i v emiratedl or veonods personal possessi ons
claim and will determine if a claim can be justified in terms of insurance excess and impact
premiums. The decisiorcanbidethe overall benefit to BIZLINK, thed-Manager may seek
authority from the Managing Director.
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f)

9)

Insurance coverageludesobile phones, cash and claims less than the excesSrar®unt
may be additional exclusions detailed in the Fleet Insurance Policy. BIZLINK is not obliged tc
any loss of personal items not covered by insurance.

The Finance Manager may require a Police Report to make the claim assessment and may
any additional information as required.

3.12 Safe Driving

a)
b)

c)

Wear seat belts and obey all road traffic rules.

Donot use mobihonest is illegal to use a kel mobile phone while driving. Employees are
di scour aged ffrreoemd uassi nsgt iilhlanadsdi stracti on.

Avoid ating, drinking, adjusitsgruments or othewices due to distraction.

3.13 Parkingrees and traffiaifringements

Employedrivers arkable for traffic apdrking infringemeatwlfor parking fees incurred at
BIZLINK sites

BIZLINK may reimburse parking fees foglatedkparkirggg. when providing support or job
searchingChogse tle least expensive parking option

Employedrivers mustqvide @ax invoice tbhe Finance Managih an Expenses Claim form
for approval of reimbursewfegitgible parking fees

Employeelrivers mustnsureall traffic and parking fines ettloy the enayleedriver or
nominatedriver are paid.

Employedrivers must immediatelyort ay traffic infringements or driving convictions of
employedrivers or nominatédzers to the Finance Manager.

3.14 Motor Vehicle Accident Procedures

ThedotorVe hi c | e A cfam detsiiwhat t® éopanen tinolved in a motor vehicle
accident.

Employe@rives musteview and retainacody t he o6 Mot or Toenwithio | e
the motor vehicle for ready access and reference.

The oO0Mottdre e dormindl meludeRtigefoborwingdnformation

I.  Advice on attending to injured persons, contacting police and / or ambulance and th
responsibility to stop immediately after an accident and, as farassisecyiaglired
person.

ii.  Information on when drivers are to complete a police report as per information obtaine
the Western Australian Police website.

iii. Advice regarding contacting the Insurance Commission of Western Australia (I
regarding Motor Vehicle Perbgugl, as per information obtained from the ICWA website
and that there is a legal obligation on the driver/owner of a WA licenced vehicle to re
ICWA a crash resulting in personal injury. Where ICWA provide a reference (claim) n
give thiso the medical practitioner at the timeaofditdihe Finance Manager

iv.  Outofpocket expenses related to the initial visit to the medical practitioner by the emp
driver and/or cligratssengers may be reimbursed by BIZLINKJistrétien of the
Managing Directt@ WA coverage, Medicare or private health insurance must be us
where applicable.
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Vi.

Vil.

viii.

A statement that no admissions as to responsibility for the accident are to be made
scene of the accident as this may prejoidic®dhicle insurance cover.

Advice that states the driver of the motor vehicle and their passengers should visit a r
practitioner as soon as practical following a motor vehicle accident, even if they ¢
consider they have been injured.

Adviced report the accident td-thance Manageithin 24 hours of the accident occurring
so that appropriate arrangements can be made for the accident vehicle and for alte
transportation to be found. Where the motor vehicle cannot be driventanganust b
away, the name of the towing company and the location the motor vehicle is to be tak

Details of the BIZLINK insurer and the insurance policy number.
Information to be collected on the\l¢biole Accident Report.
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Policy6.14 Information Technolagyd Cyber Safety

1. Policy Summary

Who BIZLINK employees, directors, contractonseersclients prospective clien
c | i supporthhstworksdstakeholders
What To ensure thasers of BIZLINKoehave responsibly online to keep themsel

others safe; to maintain privacy and meet our contractual BibAgHtiKNE
includes, but is not limited to, all client, contract, service, operational, fin;
strategic information whether held asopgrdr electronically in any fort
Information Technology devices, networks, databases, wekbased
applications, all associated files, folders and information storage and s)
to BIZLINK s#ces.

How By providinguidelinesn theprovision and useB&ZLINK IT
Consequence of BreaBneaches of this policy may result in disciplinary ¢
to an including termination of employment, or other necessargegspe
offences by apgrson will be reported to the .police

Resources NSDS Service Management
Department of Social Services Deed and Guidelines
ISO 27001nformation Security ManagerS¢atiement of Applicability (€
Australian Government Information Sdantig}
BIZLINK Policy @ude of ConduBbard Code of CondBaihtsChild Safety ar
Wellbeingemployee Complairiegedback and Complailtormation Secul
Management
Fraud Control Pl&usiness Continuity Plan

Approved  26/03/2021

2 Policy Satement

BIZLINK is committed to ensuring we provide a safe physical and emotional environment for
employees asthkeholdsand thaBIZLINK [iE used in a responsible and safémaperson that
accesseBIZLINKImust comply with tiadicy. All users aesponsible for protedsitg) INKT from
unauthorised access, modificdéstmyctioly disclosure.

3 Incident Management

3.1Management, employees and, where applicable, stakeholders must:

a) Immediately report all incidéntduding near misses)dd end advice of incident to
ithelp@bizlink.asn.au

b) Refer to the following documents for incident management and reporting:

i.  Complaint or Incident Notice (COIN)

ii.  Improvement CorrectivildAd\otice (ICAN)

iii. Business Continuity Pl&ata Breach Response Plan
Iv.  Fraud Control Plan
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3.2Reporting Breaches

a)

b)

ithelp@bizlink.asnvell include the Quality Manager, HR and Finandeér@fficefanager
andother managers as required. Emdielfm@bizlink.asnwill adhere to the Policy on
Employee Complaints for communication protocols, including reporting to the Managing D
and/or QRC, and/oPrdwderas required.

Report tahelp@bizlink.asnaations or online contkat may breach this poficything that
makes a user feel uncomforatdacerneshould be reported to avoid .doubt

3.3Respondinga Breaches

a)

c)

Management will respordieéntreachs of this poliayithverbal warnings, written warnings,
contracts of acceptable behaviour, conditional nasitsction of access to sites and mode of
contace.g. telephone ordgrvicer withdrawal of service (exugraany relevant policy.

Management will respondta&eholddireachs of this policy with verbal warnings, written
warnings, withdrawhaccess, cancellation of contracts or other appropriatesrespdhse
relationship of the stakeholder to BIZLINK.

Management will respordiployebreachsof the policy in accordancemthelevant policy
and contract of employmealushg termination of employment.

4 Guidelines on the provision, access and use of devices

4.1 Provisionand/or access ta device

a)

The Managing Director will authorise provision of a device tdhasguay#eneed and
interestof BIZLINK

BIZLINK will pay for any charges and service access &gsnopttdy limit. The monthly
allowance will be set and reviewed at tégodist the Managing Director. The allowance will
meet typical busineskted use.

The Managing Director will select service providers, plans and equipment.
Onceauthorisedhedevice will be sgi with access rights appropriate toéhmp Fde.y e e 6 s

Clients will hagecess to a device at the premises of BIZLINK to undertakggblbetasaath
trainingpducatiorgr jobsupporactivitieswith the assistarfea BIZLINK employee.

Other usem.g.,auditors, IPProviderContract Managers, rbesauthorized the Managing
Director to access BIZLINK devices.

Useby any persamill be in accordance with this Policy.
BIZLINKlways retains ownership of devices and mobile phone numbers

The provision of, or accessdeviace, can be revoked or amended at the discretion of the
Managing Director at any time. The Managing Dissbtmetivill reason for any change in
provision or access.

Employees must not swap any devices (laptops, mobile phones, monitpptn)ailitieout
assigned employee is responsible and liable for the device. Employees must co
ithelp@bizlink.asnfau approval. The asset register of devionamtainey the Finance
Manager, which utgs employee assigned, and is audited.

Employees may be required tedvanc device before going on leave or as otherwise directec
by management.
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) Employees must advibelp@bizlink.asnwehien goingverseas for any period, and when
taking leave for 30 days or more.

m) Employee accounttibesuspeneldwhen overseas or on leave for 30 days or more.
n) Employees must not take BlZtdNigutedevices overseasy. laptop

0) Employees must not access Bl4hfbrmation whilst over$aasxample, but not limited to
cloud, SharePoint, email, ESSWeb, JobReady.

p) Employees must be authorisée bjanaging Director to t&kZladNIikhobile phone overseas
Strict protocotsn mobile phone use dathsanitsaion inaccordance with the SoA must be
adhered to.

q) The Managing Director will autmepkement of devices as fleg budget, replacement
schedules and purchasing procedures.

4.2 Communication Protocol for IT Support

a) All staff must enitiiElp@bizlink.asnmost issues can be resolvieduee and are not urgent
e.g. eSam, ESSWeb, JobReady, folders, general queries. ITHelp willhetdPdosrder
only if a ticket needs to be generated.

b) The IT Prowdwill advisemployees this protocol if they do receive any emails that do not com
viaithelp@bizlink.asnasidrom a manager with an urgent request.

c) For urgent assistance, employees may contacttibasOdarzeager or their Site Manager. The
OM or SM has authority to contact the IT Provider directly if they deem necessary.
ithelp@bizlink.asnvau | | b euclernadsentdiract toathe Provider

4.3 Costs and cost recower

a) Employees must reimburse BIZLINK for any amount thahya{tmedsce.

b) Employees must complete an authorisation to directly debit their salary for any costs in
exces$o anyallowance. Employees who excealtbthence may request a copy of the account
relevant to their use

c) Employees may be held responsible for any costs incurred for repkicanoeatithorised
use of any BIZLINK device.

d) TheFinance Manageitl arrange insurance for all devices.
4.4 oginpassword

a) Employees must naivide their password to any other person. If the iategggwofd has
been impaired, immediately change the passiwepibrt

b) Clients and other authorized externahusérsava logirthatrestrict permissions appropriate
to the anticipated informatiorseegdinks to required documents on SharePoint.

4.5Protectinghe device anohformation

a) Employees must maintain devices in good working order and refuss damegenance
issuedoithelp@bizlink.asn.au

b) Users are required todffgand/or lock the device when finished or athegdédoeDevices
should be seb that after 5 to 15 minutes of inactivity the login screen appears.

c) Users will ensure the privacy and confidentiality of information when using devices in public
by using them in a responsible maaolglingonceéing the screen from public, elewys
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remaining in possession of the densoeng the screen is locked or logged off when,not in use
ensuring the device is password protected

Employees must sailleckent information and BIZLINK relatéoltidatioud (G drivedny
information related to a BIZLINK purpose becomes and remains the property of BIZLINK ar
be stored securely and baaked

Employeesiusimake their device availaditeel T Provideas required

Employees will use the template email signature which includes the employees contact det
disclaimer as provided by management and modifiedditometime

Employees should not use the template signature for any emails not direcliyI#ated to Bl
Such emails should not include any information that would imply the message was sent fror
behalf of, BIZLINK.

Users will carry, store and transport devicewy reursecurity and avoid loss or damage
including never leaving device=hicles, always remaining in possession of the device wher
used or transported in public places, storing devices securely in their home.

4.6Installation of Programs or Software / Avoiding downloads of viruses:

a)

b)

Unless approval has been obtainedHetm@ bizlink.asn.awser must not open any .exe
(Executable programs), SmurCe filegy .piffrogram Information Files, regardless of the
sender.

Whilst user permissions shieatdct functionalty that installation of programs or sadtware
restricted to Administeatéor clarity,sers are not authorised to load/dowrstzdidany
program or softwarghout authorisatisruc h f i | es wi | | usually <c

4.7 Cyber &fety Guidelines for responsible us8ILINK IT

a)
b)

Users must amtsponsiblgnd every user is accountable for their use.

ThelTProvidewil implement appropriate filters and protections to prevent (unintended) acce:
inappropriate content

The Marging Director will determine the access rights for each user, this will usually b
accordanceiththe role or access needs required. The Managing Director has the right to |
restrict or extend user rights and access as deemed appropriate for that user.

BIZLINKTIis for BIZLINK related purposes and cannot be used for commBihaINIK non
rdated activitieBersonal use is expected to be incidental, that is, personal email, internet 1
phone use or any other use of BlZLiNKtInot interfere with the work an employee is expected
to do or be wasteful of BIZLINK resources.

Users must takeasonable and appropriate steps to ensure that all hardware and software lici
agreements are faithfully executed

Users should aim to work efficiently and avoid creating data congestion that could interfere
work of otheas the integritytbe systera.g.,nonwork emails and improper storage of files.

Users should respect the rights and property of all others and are not permitted to impt
accessiisappropriatar, misus8IZLINK IT

Employees must ensure that the relatraities are obtained and/or attain permission to take
a photograph or vi deo ootbuseensenal sniormatiendnmages r
for publications and promotions e.g., Bizzybodies Newsletter, Facebook, publications.
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m)

Users must exee care that no personal email correspondence or messages and comme
appear to be arfiohl communication of BIZElbKnappropriate use of BIZLINK template
signature atisclose BIZLINK information or that of its emplotresstakeholders.g.,
employersunderor clients.

All email and internet use, whether for personal purposes or BIZLINK related purposes, is
to potential review and monitorthg bly Providandmanagement.

Users are expected to be courteous and resplcthdir communications in accordance with
this policy.

Users are expected to be aware that comments made via social metliseasenpablise

social media in their personal time, however, users are expected to reayasdothe pot
damagéo be caused, either directly or indiceBtll.INK in certain circumstances via personal
use of social media when a user can be identified as a BIZLINK employee. Acoostingly, use
comply with this policy to ensure that the risk of suck damiaugged. Users are personally
responsible for the content published in a personal capacity on any form of social media.

Users are to be aware that emails can have the same legal status as a letter or memo and, ¢
can be called into evideidbatemail, SMS and voice mail may be used as evidence for
authorised investigations or audits.

4.8 Misuse ofBIZLINK lincludes, but is not restricted to, the following:

Attempting to modify or renBdZeINK Ilincluding computer equipment, data, software, or
peripherals without proper authorisation.

Accessing computers, computer software, computer data or information, or networks withou
authorisation.

Circumventing or attempting to circumvent normal resource limits, logon procedures and ¢
reguations.

Usin@BIZLINK Ifbr purposes for which they negirdended or authorised.
Accessing and/or using another useracemair reading email without his or her permission.

Sending fraudulent electronic transmissions, including butcotdimitedsegquests for
confidential informatiorguthorisquirchase requisitions or fraudulent authsrisation

Violating any software license agreement or copyright,comjudimg redistributing
copyrighted computer software, data, or reports without authorisation.

Accessing, creatirg, exchanging messages and/or images that are offessirgg, ha
obscenghreateningonographic or criminal.

Exchanging any caatiitthl or sensitive informatiorbpd@tZLINK, unless authorised.

Creatingstoringor exchanging information in violation of copyright laws including the uploas
or downloading of commerdtalae, gamesusicor movies.

Undertaking intereatbled activities such as gambling, gaming, condustmags or illegal
activity

Creating or exchanging advertisements, solicitations, chain letters or other unsolicited or bul

5 Definitions

As per the Australian Government Information Ssauritya M AGl ossary of C
www.cyber.gov.au
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InformationTechnology (IT) BIZLINK Iany hardwarsoftware or storage device that enables the
retrieval, storage or transmission of informeaittig computer hardware / software / servers, cloud
servers, notebooks, desktops, storage degicgSB, CD, DVIxpes), data projectors, telephones
(mobile and land)imeobildroadband, internet services (internet), electronic mail services (email).

User(sany persotinat accegsBIZLINKT including employeels&entsand stakeholders

Deviceany computer or telecommunication dgyicemputeriPad, tablet, mohileane mobile
broadbandaptop/notebook.

Cyber Safetyhe way in which users behave responsibly online to keep themselves and others s.
incorporates the safe and desirable use of the internet, social media and Information Technology anc
an awareness afraligital footprartd how to behay@peopriately and respectfully.

Digital Footprithk user 0s t r ac e a b toetribationgnd tommunieatons generatede s
by internet use or use of digital devices. On the World Wide Web, the informétamnaefsdrehind
webbravsing and cookies. A passive digital footprint is data collected without the owner knowing.
digital footprints are created when personal data is released deliberatethrgafarseation about
oneself by means of websites or sociallmheareation may be intentionally or inmaignteft behind

by the usewyith it being either passively or actively collected. lyeptetding on the amount of
information left behind, it may be simple for other parties to gather largefammatiois oh that
individual using simple search engines.

Social Meditorms of electronic communigcsticimas websites for social netwthnkingyh which users
create online communities to share information, ideas, personal messages, ar{ghuteer @aodtent
videoye.g. Facebook, Twitter, LinkedIn, YouTube.
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Polcy 6.15 Policy Making

1 Policy Summary

Who BIZLINkemployees, Directors and stageholders

What Policy makingny Director, employee or stakeholdenay identify the need
a new policy. This policy provides the framework for consistently creatii
approving and implementing policy.

How This policy provides detail on policy making and provides a template.

Resources NSDS 6 Servitdanagement

Approved  26/03/2021

2 Policy Statement

All pol
3 Res

icy documents will adhere to a standard policy development, approval and revision procedt

ponsibilities

3.1 Management

3.2Emp

Policy on P

The Quality Review Comn{(@Q&will discuss the policy need and if deeosssary will
identify an appropriate employee to draft the policy.

The @RCwill determine whether Board level approval is required, and if Board approval i
required, theRTwill approve the policy.

Following approMéile Quality Manager willegvePolicyManual and Policy Summary Manual
and avise employees and other interest parties.

The QRC widlvise policies every three years oritadjeired
The Managing Director will advise the8oegdired
loyees

Use th&€omplaint or Incident Notice (COIN) or Improvement / Corrective Action Notice (ICA
relevant, to detail the reason to amend or create a new policy.

Detail policies on the standard template.

Consulvith relevant employaed othestakeholdeend/opersons knowledgeable in the area
andprovidehe draft to theRQ

olicy Making—R8
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Policy Template
Policy X Policy Title

1. PolicySummary

Who BIZLINKemploges, directors, contractors, voluntdergs pospective efhts
c | i supportdieorksandstakeholders

What To

How By

Consequence of BreaBneaches of this policy may result in disciplinary ¢
to awlincluding termination of employmetiteonecessary response

Resources
Approved

2 Policy Statement
X,
3 Incident Management

Management, Employees and, where apfia&blelderust:
a) Immediately report all incidents (including near misses)
b) Refer to the following documents for incident management and reporting:

i.  Complaint émcident Notice (COIN)
ii. Improvement Corrective Action Notice (ICAN)
iii. Accident/ Incident Report

4 Responsibilities

4.1 Management
a) X

4.2 Employees
a) X

4.3 Stakeholders
a) X

5 Definitions

X
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Getting InformatioHowYou Need It i<abili
BIZLINK assists people with a range of abilities. St ’ Elsa | lity t
can read and explain this information or BIZLINK ci mploymen
provide the information in different ways; such as, Services

large print, another language or electronically; e., AN AUSTRALIAN GOVERNMENT INITIATVE

emailed to you as a word document or mailed on gz |INK acknowledges the support of the Australian
USB, as needed. Discuss with your Coordinator @foyernment Department of Seeiaices, whic
contact BIZLINK. provides BIZLINK with Employment Support

Like Us on Facebook Services funding.
Need an Employment Service?

LIKE US ON & BIZLINK is a West Australiarfomubfit,
facebook disability employment service. BIZLINK is
' dedicated to securing and supporting inclusive
employment in the Perth sulamdbfias done

so since 1992. BIZLINK has the experience and

BIZLINK has a Facebook page. We use it as apagyits to provide the best employment support.
extension of our Bizzybodies newsletter and to

provide another avenue for clients to connect with G§100se BIZLINK for
and stay informed. Our Facebook page promotes ou
service, shares good news stories, provides relevan
Departent updates and shares information about §Convenience of 7 Offices across Perth
BIZLINK services. ) ) )
www.facebook.com/bizlinkqualityemployment Personalised joiatching

f1Preemployment skills development

ﬁA free service

Website fIndividual ofte-one assistance

Our website provides information about BIZLINK foff Onsite training support and advice
job seekers, employers, dshand community
organisations. We post our policies, reports an
newsletters to the website.

www. bizlink.asn.au 1300 780 789

To discuss how BIZLINK could be the
BEST provider for you

4 TApprenticeship and Traineeship support

g % Disability ™
5 R Employment
Oty o] Services

R QUALITY EMPLOYMENT = PR —————
Tel: 1300 780 789  Post: PO Box 284 Joondalup 6919  ABN: 28 473 809 505
East Perth Melville Cockburn Central Rockingham Joondalup Innaloo Midland
Job-matching | Training | Support | Careers | www.bizlink.asn.au
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